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@ IN SOA ucbvax.Berkeley.EDU. rwh.ucbvax.Berkeley.EDU. (
1989020501 ; serial

10800 ; refresh

3600 ; retry

3600000 ; expire

86400 ) ; minimum

The SOA specifies a serial number, which should be changed each time the master file is changed. Note that the serial
number can be given as a dotted number, but this is a very unwise thing to do because the translation to normal integers is
via concatenation rather than multiplication and addition. You can spell out the year, month, day of month, and 0..99
version number and still fit inside the unsigned 32-bit size of this field. It’s true that we will have to rethink this strategy in
the year 4294, but we’re not worried about it. Secondary servers check the serial number at intervals specified by the refresh
time in seconds; if the serial number changes, a zone transfer is done to load the new data. If a master server cannot be
contacted when a refresh is due, the retry time specifies the interval at which refreshes should be attempted. If a master server
cannot be contacted within the interval given by the expire time, all data from the zone is discarded by secondary servers.
The minimum value is the time-to-live (TTL) used by records in the file with no explicit time-to-live value.

NOTES

The boot file directives domain and suffixes have been obsoleted by a more useful resolver-based implementation of suffixing
for partially qualified domain names. The prior mechanisms could fail under a number of situations, especially when then
local nameserver did not have complete information.

The following signals have the specified effect when sent to the server process using the ki11(1) command:

SIGHUP Causes server to read named.boot and reload the database. If the server is built with the
FORCED RELOAD compile-time option, then s1aHUP also causes the server to check the serial
number on all secondary zones. Usually, the serial numbers are only checked at the
SOA-specified intervals.

SIGINT Dumps the current database and cache to /var/tmp/named_dump.db.

SIGIOT Dumps statistics data into /var/tmp/named.stats if the server is compiled with -DSTATS.
Statistics data is appended to the file. Some systems use s16ABRT rather than s1G1ot for
this.

SIGSYS Dumps the profiling data in /var/tmp if the server is compiled with profiling (the server
forks, changes directories, and exits).

SIGTERM Dumps the primary and secondary database files. Used to save modified data on
shutdown if the server is compiled with dynamic updating enabled.

SIGUSR1 Turns on debugging; each s1Gusk1 increments debug level (SIGEMT on older systems
without S1GUSR1).

SIGUSR2 Turns off debugging completely (s16FPE on older systems without s16USR2).

SIGWINCH Toggles logging of all incoming queries via sys1og(3) (requires server to have been built

with the qryLoG option).

FILES
/etc/named.boot Nameserver configuration boot file
/etc/named.pid The process 1D (on older systems)
/var/run/named.pid The process ID (on newer systems)
/var/tmp/named_dump.db Dump of the nameserver database
/var/tmp/named.run Debug output

/var/tmp/named.stats Nameserver statistics data
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SEE ALSO

kill(1), gethostbyname(3), signal(2), resolver(3), resolver(5), hostname(7), RFC 882, RFC 883, RFC 973, RFC 974, RFC
1033, RFC 1034, RFC 1035, RFC 1123, Name Server Operations GUIDe for BIND

20 June 1995

named.reload

named . reload—Cause the nameserver to synchronize its database.

DESCRIPTION

This command sends a s1GHUP to the running nameserver. This signal is documented in named(8).

BUGS

It does not check to see if the nameserver is actually running and could use a stale pid cache file, which may result in the
death of an unrelated process.

SEE ALSO

named(8), named. restart(8)
26 June 1993

named.restart

named. restart—Stop and restart the nameserver.

DESCRIPTION

This command sends a SIGKILL to the running nameserver and then starts a new one.

BUGS

It does not check to see if the nameserver is actually running and could use a stale pid cache file, which may result in the
death of an unrelated process.

It does not wait after killing the old server before starting a new one. Because the server could take some time to die and the
new one experiences a fatal error if the old one isn’t gone by the time it starts, you can be left in a situation where you have
no nameserver at all.

SEE ALSO

named(8), named. reload(8)
26 June 1993

ndc

ndc—Name daemon control interface.

SYNOPSIS

ndc directive [ ... ]



netstat
DESCRIPTION

This command allows the nameserver administrator to send various signals to the nameserver or to restart it. Zero or more
directives may be given from the following list:

status Displays the current status of named as shown by ps(1).

dumpdb Causes named to dump its database and cache to /var/tmp/named_dump.db (uses the INT
signal.)

reload Causes named to check the serial numbers of all primary and secondary zones and to
reload those that have changed (uses the Hup signal.)

stats Causes named to dump its statistics to /var/tmp/named.stats (uses the 10T or ABRT signal.)

trace Causes named to increment its “tracing level” by one. Whenever the tracing level is

nonzero, trace information is written to /var/tmp/named.run. Higher tracing levels result
in more detailed information (uses the usr1 signal).

notrace Causes named to set its “tracing level” to zero, closing /var/tmp/named.run if it is open
(uses the usrz signal).
querylog Causes named to toggle the “query logging” feature, which results in a syslog(3) of each

incoming query (uses the wincH signal). Note that query logging consumes quite a lot of
log file space. This directive may also be given as qrylog.

start Causes named to be started as long as it isn’t already running.
stop Causes named to be stopped if it is running.
restart Causes named to be killed and restarted.

BUGS

Arguments to named are not preserved by restart or known by start. Some mechanism for controlling the parameters and
environment should exist.

Implemented as a sh(1) script.

AUTHOR

Paul Vixie (Internet Software Consortium)

SEE ALSO

named(8), named.reload(8), named.restart(8)
27 November 1994

netstat

netstat—Display active network connections

SYNOPSIS

netstat [[-a | [-t | -u ! -w]] [-n | -0] | -x] [-c]
netstat -r [-c] [-n]
netstat -v

DESCRIPTION

netstat displays the status of network connections on either TCP, UDP, or RAW sockets to the system. By default, netstat
only displays status on those TCP sockets that are not in the LISTEN state (that is, connections to active processes). To obtain
information about the kernel routing table, netstat may be invoked with the option -r. A listing of internal UNIX
connections can be obtained by invoking netstat with the option -x.
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netstat’s display includes the following information for each socket:

Proto
Recv-Q
Send-Q
Local Address

Foreign Address

(State)

ESTABLISHED
SYN SENT
SYN RECV
FIN WAIT1
FIN WAIT2
TIME WAIT
CLOSED
CLOSE WAIT
LAST ACK
LISTEN
UNKNOWN

The protocol (either TCP or UDP) used by the socket.
The count of bytes not copied by the user program connected to this socket.
The count of bytes not acknowledged by the remote host.

The local address (local hostname) and port number of the socket. Unless the -n switch
is given, the socket address is resolved to its canonical hostname, and the port number is
translated into the corresponding service name.

The remote address (remote hostname) and port number of the socket. As with the local
address:port, the -n switch turns off hostname and service name resolution.

The state of the socket. Because there are no states in RAW and usually no states used in
UDP, this row may be left blank. Usually, this can be one of several values:

The socket has an established connection.

The socket is actively attempting to establish a connection.

The connection is being initialized.

The socket is closed, and the connection is shutting down.

Connection is closed, and the socket is waiting for a shutdown from the remote end.
The socket is waiting after close for remote shutdown re-transmission.

The socket is not being used.

The remote end has shut down, waiting for the socket to close.

The remote end shut down, and the socket is closed. Waiting for acknowledgment.
The socket is listening for incoming connections.

The state of the socket is unknown.

If netstat is invoked with the option -o, additional information is displayed after the state info. This information is shown
like this: keyword (time/backoff) and an optional asterisk. The keyword shows the state of the timer belonging to the socket,
the time displayed (in seconds) is how long it will take the timer to expire, the backoff value indicates the current retry count
for data transmission, and the asterisk indicates that this timer is in the expiration queue. The latter might be removed in
future but is helpful for debugging the TCP-Code for now.

Invoked with the option -x, netstat displays a list of all active UNIX internal communication sockets.

netstat’s display includes the following information for each socket:

Proto
RefCnt
Flags

Type

SOCK DGRAM
SOCK STREAM
SOCK RAW

SOCK RDM

SOCK SEQPACKET
SOCK PACKET

UNKNOWN
State
FREE

The protocol (usually UNIX) used by the socket.
The reference count (attached processes via this socket).

The only known flag to me is so AccepTon (displayed as Acc); otherwise, left blank.
S0 ACCEPTON is used on unconnected sockets if their corresponding processes are waiting
for a connect request.

There are several types of socket access:

The socket is used in Datagram (connectionless) mode.
This is a stream (connection) socket.

The socket is used as a raw socket.

This one serves reliably delivered messages.

This is a sequential packet socket.

This socket type is used as a Linux-specific way to get packets at the dev (kernel) level. It
is assumed to be used to write things such as RARP (Reverse Address Resolution
Protocol) and similar things on the user level.

Who ever knows, what future will bring; just fill in here. :-)
This field will contain one of the following keywords:
The socket is not allocated.
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LISTENING The socket is listening for a connection request.

UNCONNECTED The socket is not connected to another one.

CONNECTING The socket is about to establish a connection.

CONNECTED The socket is connected.

DISCONNECTING The socket is disconnecting.

UNKNOWN This state should never happen.

Path This displays the pathname that the corresponding processes attached to the socket.

The network routing table (invoked with netstat -r) shows up the following information:

Destination net/address The destination address of a resolved host or hand-entered network is displayed. Unless
the option -n is given, the hosts or nets are resolved. An entry named default shows up
the default route for the kernel.

Gateway address If there is no asterisk (*) displayed, any data is routed to the dedicated gateway.
Flags Possible routing flags are
u This route is usable.
G Destination is a gateway.
H Destination is a host entry.
N Destination is a Net entry.
R Route will be reinstated after timeout.
D This one is created dynamically (by redirection).
M This one is modified dynamically (by redirection).
RefCnt Reference count for this route.
Use How many times this route was used yet.
Iface This is the name of the interface where this route belongs.
OPTIONS
-a Display information about all Internet sockets, such as TCP, UDP, and RAW,
including those sockets that are listening only.
-c Generate a continuous listing of network status: network status is displayed every second
until the program is interrupted.
-n Causes netstat not to resolve hostnames and service names when displaying remote and
local address and port information.
-0 Display timer states, expiration times, and backoff state.
-r Display kernel routing table.
-t Display information about TCP sockets only, including those that are listening.
-u Display information about UDP sockets only.
-v Print version information.
-w Display information about raw sockets.
-X Display information about UNIX domain sockets.
FILES
/proc/net/tcp TCP socket information
/proc/net/udp UDP socket information
/proc/net/raw RAW socket information

/proc/net/unix UNIX domain socket information
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/proc/net/route Kernel routing information
/etc/services The services translation
BUGS
None reported yet (5/20/93).
AUTHORS

The netstat user interface was written by Fred Baumgarten (dcéig@insui.etec.uni-karlsruhe.de). The man page is basically
by Matt Welsh (mdwetc.cornell.edu).

Cohesive Systems, 20 May 1993

makeactive, makehistory, newsrequeue

makeactive, makehistory, newsrequeue—T00Is to recover Usenet databases

SYNOPSIS

makeactive [ -m J[-0 ]

makehistory [ -b J[-f filename ][-1 ][-n ]J[-0 ]J[-r ][-s size ]

[-T tmpdir J[-u [ -v]]

newsrequeue [ -a active ][-h history ][-d days ][-1 ][-n newsfeeds ][input ]

DESCRIPTION

makeactive invokes find(1) to get a list of all directories in the news spool tree, /news/spool. It discards directories named
lost+found as well as those that have a period in them. It scans all other directories for all-numeric filenames and determines
the highest and lowest number. The program’s output is a set of active(5) file lines. Because there is no way to know if a
group is moderated or disabled, the fourth field of all entries is y. Also, mid-level directories that aren’t newsgroups are also
created as newsgroups with no entries. (For example, there is a comp.sources. unix group, but no comp.sources.)

If the -o flag is used, makeactive reads an existing active file for the list of group names and just renumber all groups. It
preserves the fourth field of the active file if one is present. This is analogous to the ct1innd(8) renumber command, except
that innd(8) should be throttled or not running. Do not use this flag with output redirected to the standard active file!

If the -m flag is given, then makeactive attempts to adjust the highest and lowest article numbers wherever possible. If articles
are found in a newsgroup, the numbers reflect what was found. If no articles are found in a newsgroup, the high number
from the old file is kept, and the low number is set to one more than the high number. This flag may only be used if the -o
flag is used.

makeactive exits with nonzero status if any problems occur. A typical way to use the program is with the following /bin/sh
commands:

ctlinnd throttle "Rebuilding active file"
TEMP=${TMPDIR-/tmp}/act$$
if [ -f /var/lib/news/active ] ; then
if makeactive -o >${TEMP} ; then
mv ${TEMP} /var/lib/news/active
fi
else
if makeactive >${TEMP} ; then
# Edit to restore moderated
# and aliased groups.

mv ${TEMP} /var/lib/news/active
fi
fi
ctlinnd reload active "New active file"
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makehistory rebuilds the history(5) text file and the associated dbz(3) database. The default name of the text file is
/news/lib/history; to specify a different name, use the -f flag. makehistory scans the active(5) file to determine which
newsgroup directories within the spool directory, /news/spool, should be scanned. (If a group is removed, but its spool
directory still exists, makehistory ignores it.) The program reads each file found and writes a history line for it. If the -b flag
is used, then makehistory removes any articles that do not have valid Message-1D headers in them.

After the text file is written, makehistory builds the dbz database. If the -f flag is used, then the database files are named
file.dir and file.pag. If the - flag is not used, then a temporary link to the name history.n is made and the database files
are written as history.n.pag and history.n.dir. If the -o flag is used, then the link is not made and any existing history files
are overwritten. If the old database exists, makehistory uses it to determine the size of the new database. To ignore the old
database, use the -i flag. Using the -o flag implies the -i flag. The program also ignores any old database if the -s flag is used
to specify the approximate number of entries in the new database. Accurately specifying the size is an optimization that
creates a more efficient database. (The size should be the estimated eventual size of the file, typically the size of the old file.)
For more information, see the discussion of dbzfresh and dbzsize in dbz(3).

If the -u flag is given, then makehistory assumes that innd is running. It pauses the server while scanning and then sends
addhist commands (see ct1innd(8)) to the server for any article that is not found in the dbz database. The command
makehistory -bu is useful after a system crash to delete any mangled articles and bring the article database back into a more
consistent state. If the -v flag is used with the -u flag, then makehistory puts a copy of all added lines on its standard output.

To scan the spool directory without rebuilding the dbz files, use the -n flag. If used with -u, the server is not paused while
scanning. To just build the dbz files from an existing text file, use the -r flag. The -i or -s flags can be useful if there are no
valid dbz files to use. A typical way to use this program is with the following /bin/sh commands:

ctlinnd throttle "Rebuilding history file"
cd /news/lib
if makehistory -n -f history.n ; then

else

echo Error creating history file!

exit 1

fi

# The following line can be used to retain expired history.
# It is not necessary for the history file to be sorted.
# awk 'NF==2 { print; }' <history >>history.n

# View history file for mistakes.

if makehistory -r -s 'wc -1 <history' -f history.n; then
mv history.n history

mv history.n.dir history.dir

mv history.n.pag history.pag

fi

ctlinnd go "

makehistory needs to create a temporary file that contains one line for each article it finds, which can become very large. This
file is created in the /tmp directory. The TMPDIR environment variable may be used to specify a different directory. Alterna-
tively, the -7 flag may be used to specify a temporary directory. In addition, the sort(1) that is invoked during the build
writes large temporary files (often to /var/tmp, but see your system man pages). If the -1 flag is used, then the flag and its
value are passed to sort. On most systems, this changes the temporary directory that sort uses. If used, this flag and its value
are passed on to the sort(1) command that is invoked during the build.

makehistory does not handle symbolic links. If the news spool area is split across multiple partitions, the following commands
should probably be run before the database is regenerated:

cd /news/spool
find . -type 1 -name '[1-9]*' -print | xargs -t rm

Make sure to run the command on all the appropriate partitions!
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newsrequeue Can be used to rewrite batchfiles after a system crash. It operates in two modes. In the first mode, it first reads
the active and newsfeeds(5) files to determine where the different newsgroups are to be distributed. To specify alternate
locations for these files, use the -a or -n flags. It then opens the history database. To specify a different file, use the -h flag.

Once the files are opened, newsrequeue reads from the specified input file or standard input if no file is specified. Each line
should have a single Message-ID, surrounded in angle brackets; any other text on the line is ignored. For example, the
history file (or a trailing subset of it) is acceptable input to the program operating in this mode. If the -d flag is used, then
only articles that were received within the specified number of days are processed.

newsrequeue Uses the first two fields of the newsfeed entry—the sitename and the excludes field and the patterns and
distribs field. It ignores all flags in the third field except for the n field and also ignores the fourth field altogether.

The second mode is used if the -1 flag is used. In this mode, it reads from the specified input file or standard input if no file
is specified. Each line should look like an innd log entry. It parses entries for accepted articles, looks up the Message-1D in
the history database to get the filename, and then scans the list of sites.

In either mode, the output of newsrequeue consists of one line for each article that should be forwarded. Each such line
contains the Message-1D, the filename, and the list of sites that should receive the article. The output is suitable for piping
into filechan(8).

HISTORY

Written by Rich $alz (rsalzeuunet.uu.net) for InterNetNews.

SEE ALSO

active(5), ctlinnd(8), dbz(3), filechan(8), history(5), innd(8), newsfeeds(5)

news.daily

news .daily—Do regular Usenet system administration

SYNOPSIS

news.daily [ keyword... ]

innwatch [ -t sleeptime ][-f controlfile ][-1 logfile ]

expirerm file

inncheck [ -v ][-pedantic ][-perms [ -fix ]][-noperms J[file... ]

DESCRIPTION

news.daily performs a number of important Usenet administrative functions. This includes producing a status report,
removing old news articles, processing log files, rotating the archived log files, renumbering the active file, removing any old
socket files found in the firewall directory, and collecting the output. This program should be run under the news
administrator’s 1D, not as root.

By default, news.daily performs all its functions and mails the output to the news administrator, usenet. By specifying
keywords on the command line, it is possible to modify the functions performed, as well as change the arguments given to
expire(8) and expireover(8).

news.daily should be run once a day, typically out of cron(8). It may be run more often, but such invocations should at least
use the norotate keyword to prevent the log files from being processed and rotated too fast.

The shlock(1) program is used to prevent simultaneous executions.
The following keywords may be used:

delayrm This uses the -z flag when invoking expire and expireover. The names of articles to be
removed are written to a temporary file and then removed after expiration by calling
expirerm.
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nostat This keyword disables the status report generated by innstat (see news1og(8)). Without
this keyword, the status report is the first function performed, just prior to obtaining the
news.daily lock.

noexpire By default, expire is invoked to remove old news articles. Using this keyword disables
this function.
noexplog expire usually appends information to /var/log/news/expire.log (See newslog(5)). Using

this keyword causes the expire output to be handled as part of news.daily’s output. It
has no effect if the noexpire keyword is used.

flags='expire\args' By default, expire is invoked with the an argument of -v1. Using this keyword changes
the arguments to those specified. Be careful to use quotes if multiple arguments are
needed. This keyword has no effect if the noexpire keyword is used.

nologs After expiration, scanlogs(8) is invoked to process the log files. Using this keyword
disables all log processing functions.
norotate By default, log processing includes rotating and cleaning out log files. Using this

keyword disables the rotating and cleaning aspect of the log processing. The log files are
only scanned for information and no contents are altered. This keyword has no effect if
the nologs keyword is used.

norenumber This keyword disables the ct1innd(8) renumber operation. Usually, the low watermark
for all newsgroups (see active(5)) is reset.

norm By default, any socket ctlinnd socket that has not been modified for two days is
removed. Using this keyword disables this function.

nomail news.daily usually sends a mail message containing the results to the administrator.

Using this keyword causes this message to be sent to stdout and stderr instead. Usually,
all utilities invoked by the script have their stdout and stderr redirected into a file. If the
file is empty, no message is sent.

expireover The expireover program is called after expiration to purge the overview databases.

expireoverflags='expireovernargs' If the expireover keyword is used, this keyword may be used to specify the flags to be
passed to expireover. If the delayrm keyword is used, then the default value is -z and the
list of deleted files; otherwise, the default value is -s.

/full/path The program specified by the given path is executed just before any expiration is done.
A typical use is to specify an alternate expiration program and use the noexpire keyword.
Multiple programs may be specified; they are invoked in order.

The norotate keyword is passed on to scanlogs if it is invoked. expirerm is a script that removes a list of files. The specified
file lists the files. It is sorted and then fed into a pipeline responsible for doing the removal, usually fastrm(8). If there seemed
to be a problem removing the files, then mail is sent to the news administrator. If there were no problems, then file is
renamed to /var/log/news/expire.list where it is kept (for safety) until the next day’s expiration.

innwatch is a script that can be started at news boot time. It periodically—every sleeptime seconds— examines the load
average and the number of free blocks and inodes on the spool partition, as described by its control file, innwatch.ct1(5). If
the load gets too high or the disk gets too full, it throttles the server. When the condition restores, it unblocks the server. In
addition, on each pass through the loop, it checks the specified log file to see if it has been modified and sends mail to the
news administrator if so. It is usually a good idea to set this to the sys1og(3) file that receives critical news messages. Upon
receipt of an interrupt signal, innwatch reports its status in the file /news/1ib/innwatch.status.

inncheck is a per1(1) script that verifies the syntax and permissions of all InterNetNews configuration files. If no files are
specified, it checks all files. A filename may be followed by an equal sign and a path to indicate the pathname to use for the
file. For example, newsfeeds=/tmp/nf checks the syntax of a new newsfeeds(5) without requiring it to be installed. If the -v
flag is used, it prints status information as it checks each file. If the -pedantic flag is used, it checks the files for omissions that
are not strictly errors but might indicate a configuration error.

If any file is specified, only the permissions on those files are checked. The -noperms flag suppresses this check. If the -perns
flag is used, the script verifies the ownership and permissions of all files. The -fix flag can also be used so that the output can
be executed as a shell script.
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HISTORY
news.daily and this manual page were written by Landon Curt Noll (chongo@toad.com) and Rich $alz (rsalzeuunet.uu.net).
inncheck was written by Brendan Kehoe (brendan@cs.widener.edu) and Rich.

innwatch was written by Mike Cooper (mcooper@usc.edu) and (kre@munnari.oz.au).

SEE ALSO

active(5), ctlinnd(8), expire(8), fastrm(8), newslog(5), newslog(8), innwatch.ct1(5), shlock(1l)

newslog

newslog—Maintenance of Usenet log files

SYNOPSIS

scanlogs [ norotate ][nonn ]
writelog name text...
innstat

tally.unwanted
tally.control

innlog.awk

DESCRIPTION

scanlogs summarizes the information recorded in the 1nn log files (see newslog(5)). By default, it also rotates and cleans out
the logs. It is usually invoked by the news.daily(8) script.

The following keywords are accepted:

norotate Using this keyword disables the rotating and cleaning aspect of the log processing:
The logs files are only scanned for information and no contents are altered.

nonn Usually, the nn log file is scanned and rotated. Using this keyword disables this
function.

If scanlogs is invoked more than once a day, the norotate keyword should be used to prevent premature log cleaning.

The writelog script is used to write a log entry or send it as mail. The name parameter specifies the name of the log file where
the entry should be written. If it is the word mail, then the entry is mailed to the news administrator, Usenet. The data that
is written or sent consists of the text given on the command line, followed by standard input indented by four spaces.
shlock(1) is used to avoid simultaneous updates to a single log file.

The innstat script prints a snapshot of the 1NN system. It displays the operating mode of the server, as well as disk usage and
the status of all log and lock files.

The rest of the scripts described here are usually invoked by scanlogs. They parse log files that are described in news1og(5)
and the server’s article log file described in innd(8).

tally.unwanted Script parses the article log file to update the cumulative list of articles posted to unwanted newsgroups,
unwanted.log.

tally.control reads its standard input, which should be the newgroup.log and rmgroup.log log files. It updates the cumulative
list of newsgroup creations and deletions, control. log.

innlog.awk is an awk(1) script that summarizes the activity that innd and nnrpd(8) report to syslog.

HISTORY

Written by Landon Curt Noll (chongo@toad.com) and Rich $alz (rsalzeuunet.uu.net) for InterNetNews.
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SEE ALSO

innd(8) newslog(5), news.daily(8), nnrpd(8)

nfsd

nfsd—NFS service daemon.

SYNOPSIS

Jusr/etc/rpc.nfsd [\-flexports-file\][\-dhnprv\]
[\--debug\][\--exports-file=File\] [\--help\]
[\--allow-non-root\][\--re-export\][\--version\]

DESCRIPTION

The nfsd program is an NFS service daemon that handles client filesystem requests. Unlike nfsd on some other systems, nfsd
operates as a normal user-level process. The server also differs from other NFS server implementations in that it mounts an
entire file hierarchy not limited by the boundaries of physical filesystems. The implementation allows the clients read-only or
read-write access to the file hierarchy of the server machine.

The mountd program starts an ancillary user-level mount daemon.

OPTIONS

-f Or --exports-file This option specifies the exports file, listing the clients that this server is prepared to
serve and parameters to apply to each such mount (see exports(5)). By default, exports
are read from /etc/exports.

-d Or --debug Log each transaction verbosely to the syslog.

-h Or --help Provide a short help summary.

-n Or --allow-non-root Allow incoming NFS requests to be honored even if they do not originate from reserved
IP ports. Some older NFS client implementations require this. Some newer NFS client
implementations don’t believe in reserved port checking.

-p OF --promiscuous Put the server into promiscuous mode where it serves any host on the network.

-r OF --re-export Allow imported NFS filesystems to be exported. This can be used to turn a machine
into an NFS multiplier. Caution should be used when re-exporting loopback NFS
mounts because re-entering the mount point results in deadlock between the NFS client
and the NFS server.

-v Or --version Report the current version number of the program.

SEE ALSO
exports(5), mountd(8), ugidd(8C)
AUTHORS

Mark Shand wrote the original unfsd. Don Becker extended unfsd to support authentication and allow read-write access and
called it hnfs. Rick Sladkey added host matching, showmount -e support, mountd authentication, inetd support, and all the
portability and configuration code.

13 October 1993

nnrpd

nnrpd—NNTP server for on-campus hosts.
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SYNOPSIS

nnrpd [ -r reason ][-s title padding ][-S host ][-t ]

DESCRIPTION

nnrpd is an NNTP server for newsreaders. It accepts commands on its standard input and responds on its standard output.
It is usually invoked by innd(8) with those descriptors attached to a remote client connection.

If the -r flag is used, then nnrpd rejects the incoming connection giving reason as the text. This flag is used by innd when it is
paused or throttled.

Unlike innd, nnrpd supports all NNTP commands for user-oriented reading and posting.

nnrpd uses the nnrp.access(5) file to control who is authorized to access the Usenet database. It also rejects connections if the
load average is greater than 16.

As each command is received, nnrpd tries to change its argv array so that ps(1) prints the command being executed. To get a
full display, the -s flag may be used with a long string as its argument, which is overwritten when the program changes its
title.

On exit, nnrpd reports usage statistics through sys1og(3).

If the -t flag is used, all client commands and initial responses are traced by reporting them in syslog. This flag is set by innd
under the control of the ct1innd(8) trace command and is toggled upon receipt of a SIGHUP; see signal(2).

If the -s flag is used, all postings are forwarded to the specified host, which should be the master NNTP server. This flag is
set by innd if it is started with the -s flag.

nnrpd can accept multimedia postings that follow the MIME standard as long as such postings are also acceptable as SMTP
messages. See the discussion of the MIME headers in inn.conf(5).

PROTOCOL DIFFERENCES
nnrpd implements the NNTP commands defined in RFC 977 with the following differences:

The ihave command is not implemented. Users should be using the post command to post articles.
The s1ave command is not implemented. This command has never been fully defined.

m  The 1ist command may be followed by the optional word active.times, distributions, distrib.pats, newsgroups, OF
overview.fmt to get a list of when newsgroups where created, a list of valid distributions, a file specifying default
distribution patterns, a one-per-line description of the current set of newsgroups, or a listing of the overview. fmt(5) file.
The command 1ist active is equivalent to the 1ist command. This is a common extension.

m  The xhdr, authinfo user, and authinfo pass commands are implemented. These are based on the reference UNIX
implementation; no other documentation is available.

m A new command, xpat header range|MessageID pat [morepat...], iS provided. The first argument is the case-insensitive
name of the header to be searched. The second argument is either an article range or a single Message-1D as specified in
RFC 977. The third argument is a wildmat(3)-style pattern; if there are additional arguments, they are joined together
separated by a single space to form the complete pattern. This command is similar to the xhdr command. It returns a 221
response code, followed by the text response of all article numbers that match the pattern.

m  The listgroup group command is provided. This is a comment extension. It is equivalent to the group command, except
that the reply is a multi-line response containing the list of all article numbers in the group.

m  The xgtitle [group] command is provided. This extension is used by ANU-News. It returns a 282 reply code, followed
by a one-line description of all newsgroups that match the pattern. The default is the current group.

m  The xover [range] command is provided. It returns a 224 reply code, followed by the overview data for the specified
range; the default is to return the data for the current article.

The xpath MessageID command is provided; see innd(8).
The date command is provided; this is based on the draft NNTP protocol revision. It returns a one-line response code
of 111 followed by the GMT date and time on the server in the form yyyymvuobhhmmss.
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HISTORY

Written by Rich $alz (rsalzeuunet.uu.net) for InterNetNews. Overview support added by Rob Robertston
(rob@violet.berkeley.edu) and Rich in January 1993.

SEE ALSO

ctlinnd(8), innd(8), inn.conf(5), nnrp.access(5), signal(2), wildmat(3)

nntpsend

nntpsend—Send Usenet articles to remote site.

SYNOPSIS

nntpsend [ -d 1[-p 1[-r ][-S ][-s size ][-t timeout ]
[-T timelimit ][sitename fqdn | ...

DESCRIPTION

nntpsend is a front end that invokes innxmit(1) to send Usenet articles to a remote NNTP site.

The sites to be fed may be specified by giving sitename fgdn pairs on the command line. If no such pairs are given, nntpsend
defaults to the information given in the nntpsend.ct1(5) config file.

The sitename should be the name of the site as specified in the newsfeeds(5) file. The fqdn should be the hostname
or IP address of the remote site. An innxmit is launched for sites with queued news. All innxmit processes are
spawned in the background and the script waits for them all to finish before returning. Output is sent to the file
/var/log/news /nntpsend.log. TO avoid overwhelming the local system, nntpsend waits five seconds before spawning
each child. The flag -a is always given as a flag to innxmit.

nntpsend expects that the batchfile for a site is named /news/spool/out.going/sitename. TO prevent batchfile corruption,
shlock(1) is used to “lock” these files.

The -p, -r, -8, -t, and -7 flags are passed on to the child innxmit program. Note that if the -p flag is used then no connection
is made and no articles are fed to the remote site. It is useful to have cron(8) invoke nntpsend with this flag in case a site
cannot be reached for an extended period of time.

If the -s flag is used, then shrinkfile(1) is invoked to perform a tail truncation on the batchfile and the flag is passed to it.

When sitename fqdn pairs are given on the command line, any flags given on the command completely describe how innxmit
and shrinkfile operate. WWhen no such pairs are given on the command line, then the information found in nntpsend.ctl
becomes the default flags for that site. Any flags given on the command line override the default flags for the site.

For example, with the following control file:

nsavax:erehwon.nsavax.gov::-S -t60
group70:group70@.org::
walldrug:walldrug.com:1m:-T1800 -t300

The command

nntpsend

will result in the following:

Sitename  Truncation  Innxmit flags
nsavax (none) -a -S -t60
group70 (none) -a -t180
walldrug 1m -a -T1800 -t300
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The command
nntpsend -d -T1200

will result in the following:

Sitename  Truncation  Innxmit flags

nsavax (none) -a -d -S -T1200 -t60
group70 (none) -a -d -T1200 -t180
walldrug 1m -a -d -T1200 -t300
The command

nntpsend -s 5m -T1200 nsavax erehwon.nsavax.gov group7@ group70.org

will result in the following:

Sitename  Truncation  Innxmit flags
nsavax 5m -a -T1200 -t180
group70 5m -a -T1200 -t180

Remember that -a is always given, and -t defaults to 18e.

HISTORY

Written by Landon Curt Noll (chongo@toad.com) and Rich $alz (rsalzeuunet.uu.net) for InterNetNews.

SEE ALSO

innxmit (1), newsfeeds(5), nntpsend.ct1(5), shrinkfile(1)

nslookup

nslookup—Query Internet nameservers interactively.

SYNOPSIS

nslookup [ -option ... ] [ host-to-find | -[server ]]

DESCRIPTION

nslookup iS a program to query Internet domain nameservers. nslookup has two modes: interactive and non-interactive.
Interactive mode allows the user to query nameservers for information about various hosts and domains or to print a list of
hosts in a domain. Non-interactive mode is used to print just the name and requested information for a host or domain.

ARGUMENTS

Interactive mode is entered in the following cases:

= When no arguments are given (the default nameserver is used)
= When the first argument is a hyphen (-) and the second argument is the hostname or Internet address of a nameserver

Non-interactive mode is used when the name or Internet address of the host to be looked up is given as the first argument.
The optional second argument specifies the host name or address of a nameserver.

The options listed under the set command can be specified in the .nsLookuprc file in the user’s home directory if they are
listed one per line. Options can also be specified on the command line if they precede the arguments and are prefixed with a
hyphen. For example, to change the default query type to host information, and the initial timeout to 10 seconds, type:

nslookup -query=hinfo -timeout=10
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INTERACTIVE COMMANDS

Commands may be interrupted at any time by typing Ctrl+C. To exit, type Ctrl+D (EOF) or type exit. The command-line
length must be less than 256 characters. To treat a built-in command as a hostname, precede it with an escape character (n).
Note that an unrecognized command is interpreted as a hostname.

host [server] Look up information for host using the current default server or using server if
specified. If host is an Internet address and the query type is A or PTR, the name of the
host is returned. If host is @ name and does not have a trailing period, the default
domain name is appended to the name. (This behavior depends on the state of the
set options domain, srchlist, defname, and search). To look up a host not in the current
domain, append a period to the name.

server domain, lserver domain Change the default server to domain. 1server uses the initial server to look up informa-
tion about domain, whereas server uses the current default server. If an authoritative
answer can’t be found, the names of servers that might have the answer are returned.

root Changes the default server to the server for the root of the domain name space.
Currently, the host ns.internic.net is used. (This command is a synonym for 1server
ns.internic.net.) The name of the root server can be changed with the set root

command.
finger [name][> filename], Connects with the finger server on the current host. The current host is defined when
finger [name][>> filename] a previous lookup for a host was successful and returned address information (see the

set query-type= A command). name is optional. > and >> can be used to redirect output
in the usual manner.

1s [option] domain [> filename], List the information available for domain, optionally creating or appending to

1s [option] domain [>> filename] filename. The default output contains hostnames and their Internet addresses. option
can be one of the following:

-t querytype Lists all records of the specified type (see
querytype).

-a Lists aliases of hosts in the domain. Synonym for
-t CNAME.

-d Lists all records for the domain. Synonym for
-t ANY.

-h Lists CPU and operating system information for
the domain. Synonym for -t HINFO.

-S Lists well-known services of hosts in the domain.

Synonym for -t wks. When output is directed to a
file, hash marks are printed for every 50 records
received from the server.

view filename Sorts and lists the output of previous 1s commands
with more(1).

help, ? Prints a brief summary of commands.

exit Exits the program.

set keyword[=value] This command is used to change state information
that affects the lookups. Valid keywords are:

all Prints the current values of the frequently used

options to set. Information about the current
default server and host is also printed.

class=value Change the query class to one of the following:
IN The Internet class.
CHAOS The Chaos class.
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[no]debug

[no]d2

domain=name

srchlist=namel/name2/...

[no]defname

[no]search

port=value

querytype=value, type=value

[no]recurse

retry=number

HESIOD The MIT Athena Hesiod class.

ANY Wildcard (any of the above).

The class specifies the protocol group of the information. (Default = 1n, abbreviation =
cl.)

Turn debugging mode on. A lot more information is printed about the packet sent to
the server and the resulting answer. (Default = nodebug, abbreviation = [no]deb.)

Turn exhaustive debugging mode on. Essentially, all fields of every packet are printed.
(Default = nod2.)

Change the default domain name to name. The default domain name is appended to a
lookup request depending on the state of the defname and search options. The domain
search list contains the parents of the default domain if it has at least two components in
its name. For example, if the default domain is cc.Berkeley.EDU, the search list is
CC.Berkeley.EDU and Berkeley.EDU. Use the set srchlist command to specify a different
list. Use the set all command to display the list. (Default = value from hostname,
Jetc/resolv.conf, OF LOCALDO-MAIN, abbreviation = do.)

Change the default domain name to name1 and the domain search list to name1, name2,
and so on. A maximum of six names separated by slashes (/) can be specified. For
example, set srchlist=1cs.MIT.EDU/ai.MIT.EDU/MIT.EDU Sets the domain to lcs.MIT.EDU
and the search list to the three names. This command overrides the default domain
name and search list of the set domain command. Use the set a1l command to display
the list. (Default = value based on hostname, /etc/resolv.conf, O LOCAL-DOMAIN,
abbreviation = srchl.)

If set, append the default domain name to a single-component lookup request (that is,
one that does not contain a period). (Default = defname, abbreviation = [no]def.)

If the lookup request contains at least one period but doesn’t end with a trailing period,
append the domain names in the domain search list to the request until an answer is
received. (Default = search, abbreviation = [no]sea.)

Change the default TCP/UDP nameserver port to value. (Default = 53, abbreviation =
po.)

Change the type of information query to one of the following:

A The host’s Internet address.

CNAME The canonical name for an alias.

HINFO The host CPU and operating system type.

MINFO The mailbox or mail list information.

X The mail exchanger.

NS The nameserver for the named zone.

PTR The host name if the query is an Internet address; otherwise, the pointer
to other information.

SOA The domain’s “start-of-authority” information.

XT The text information.

UINFO The user information.

WKS The supported well-known services.

Other types (ANY, AXFR, MB, MD, MF, NULL) are described in the RFC-1035 document.
(Default = A, abbreviations = q, ty.)

Tell the nameserver to query other servers if it does not have the information. (Default =
recurse, abbreviation = [nojrec.)

Set the number of retries to number. When a reply to a request is not received within a
certain amount of time (changed with set timeout), the timeout period is doubled and
the request is resent. The retry value controls how many times a request is resent before
giving up. (Default = 4, abbreviation = ret.)
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root=host Change the name of the root server to host. This affects the root command. (Default =
ns.internic.net, abbreviation = ro.)

timeout=number Change the initial timeout interval for waiting for a reply to number seconds. Each retry
doubles the timeout period. (Default = 5 seconds, abbreviation = ti.)

[no]ve Always use a virtual circuit when sending requests to the server. (Default = nove,
abbreviation = [no]v.)

[no]ignoretc Ignore packet truncation errors. (Default = noignoretc, abbreviation = [no]ig.)

DIAGNOSTICS

If the lookup request was not successful, an error message is printed. Possible errors are

Timed out The server did not respond to a request after a certain amount of time (changed with
set timeout=value) and a certain number of retries (changed with set retry=value).

No response from server No nameserver is running on the server machine.

No records The server does not have resource records of the current query type for the host,
although the hostname is valid. The query type is specified with the set querytype
command.

Non-existent domain The host or domain name does not exist.

Connection refused, The connection to the name or finger server could not be made at the current time.

Network is unreachable This error commonly occurs with 1s and finger requests.

Server failure The nameserver found an internal inconsistency in its database and could not return a
valid answer.

Refused The nameserver refused to service the request.

Format error The nameserver found that the request packet was not in the proper format. It may

indicate an error in nslookup.

FILES
/Etc/Resolv.Conf Initial domain name and nameserver addresses.
$HOME/ . nslookuprc User’s initial options.
/usr/share/misc/nslookup.help Summary of commands.

ENVIRONMENT
HOSTALIASES File containing host aliases.
LOCALDOMAIN Overrides default domain.

SEE ALSO

resolver(3), resolver(5), named(8), RFC 1034 “Domain Names — Concepts and Facilities,” RFC 1035 “Domain Names —
Implementation and Specification”

AUTHOR

Andrew Cherenson
24 June 1990

overchan

overchan—Update the news overview database.
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SYNOPSIS

overchan [ -D dir ][-c ][Ffile... ]

DESCRIPTION

overchan reads article data from files or standard input if none are specified. (A single dash in the file list means to read
standard input.) It uses this information to update the news overview database. overchan is designed to be used by
InterNetNews or the C News mkov packages to update the database as the articles come in. The database for each newsgroup
is stored in a file named .overview in a newsgroup directory within the overview database tree.

overchan locks the database file (by locking an auxiliary file) before appending the new data. To purge data after articles have
been expired, see expireover(8).

By default, overchan processes its input as an INN overview stream written as a wo entry in the newsfeeds(5) file:

overview:*:Tc,W0:/news/bin/overchan

This data consists of a line of text separated into two parts by a tab. The first part is a list of all relative pathnames where the
article has been written with a single space between entries. The second part is the data to be written into the overview file,
except that the initial article number is omitted.

To process the output of the mkov(8) program, use the -c flag. This format is described in the nov distribution.

The -p flag can be used to specify where the databases are stored. The default directory is /news/spool.

HISTORY

Written by Rob Robertson (rob@violet.berkeley.edu) and Rich $alz (rsalzeuunet.uu.net) for InterNetNews.

SEE ALSO

newsfeeds(5), newsoverview(5), newsoverview(8)

pac—Printer/plotter accounting information.

SYNOPSIS

pac [-P printer] [-c] [-m] [-p price] [-s] [-r] [name ...]

DESCRIPTION

pac reads the printer/plotter accounting files, accumulating the number of pages (the usual case) or feet (for raster devices) of
paper consumed by each user and printing how much each user consumed in pages or feet and dollars.

Options and operands available:

-P printer Accounting is done for the named printer. Usually, accounting is done for the default
printer (site dependent), or the value of the environment variable PRINTER is used.

-c Flag causes the output to be sorted by cost; usually, the output is sorted alphabetically
by name.

-m Flag causes the hostname to be ignored in the accounting file. This allows for a user on
multiple machines to have all his printing charges grouped together.

-p price The value price is used for the cost in dollars instead of the default value of 0.02 or the
price specified in /etc/printcap.

-r Reverse the sorting order.

-s Accounting information is summarized on the summary accounting file; this summari-

zation is necessary because on a busy system, the accounting file can grow by several
lines per day.
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names Statistics are only printed for users named; usually, statistics are printed for every user
who has used any paper.

FILES

/var/account/?acct Raw accounting files
/var/account/?_sum Summary accounting files
/etc/printcap Printer capability database

SEE ALSO

printcap(5)

BUGS

The relationship between the computed price and reality is as yet unknown.

HISTORY
The pac command appeared in BSD 4.0.

BSD 4.2, 16 March 1991

penfsd

penfsd—(PC)NFS authentication and print request server

SYNOPSIS

/usr/etc/rpc.pcnfsd

AVAILABILITY

This program is freely redistributable.

DESCRIPTION
penfsd is an RPC server that supports ONC clients on PC (DOS, OS/2, Macintosh, and other) systems. This page describes
version 2 of the penfsd server.

rpc.penfsd may be started from /etc/rc.local or by the inetd(8) superdaemon. It reads the configuration file
/etc/penfsd. conf if present and then services RPC requests directed to program number 150001. This release of the penfsd
daemon supports both version 1 and version 2 of the pcnfsd protocol. Consult the rpcgen source file penfsd. x for details of
the protocols.

The requests serviced by pcnfsd fall into three categories: authentication, printing, and other. Only the authentication and
printing services have administrative significance.

AUTHENTICATION

When penfsd receives a PCNFSD AUTH OF PCNFSD2 AUTH request, it “logs in” the user by validating the username and password
and returning the corresponding UID, GIDs, home directory, and umask. If penfsd was built with the wrmp compile-time
option, it also appends a record to the wtmp(5) database. If you do not want to record PC logins in this way, you should add a
line of the form

wtmp off
to the /etc/penfsd. conf file.

By default, pcnfsd only allows authentication or print requests for users with UIDs in the range 101 to 6ee02. (This
corresponds in svra to the range for non-system accounts.) To override this, you may add a line of the form
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uidrange range[,range]...

to the /etc/penfsd.conf file. Here, each range is of the form uid or uid-uid, indicating an inclusive range.

PRINTING

penfsd supports a printing model based on the use of NFS to transfer the actual print data from the client to the server. The
client system issues a PCNFSD_PR_INIT OF PCN-FSD2_PR_INIT request, and the server returns the path to a spool directory that the
client may use and which is exported by NFS. penfsd creates a subdirectory for each of its clients: The parent directory is
usually /usr/spool/pcnfs and the subdirectory is the hostname of the client system. If you want to use a different parent
directory, you should add a line of the form

spooldir path
to the /etc/penfsd.conf file.

Once a client has mounted the spool directory using NFS and has transferred print data to a file in this directory, it issues a
PCNFSD_PR_START OF PCNFSD2_PR_START request. pcnfsd handles this, and most other print-related requests, by constructing a
command based on the printing services of the server operating system and executing the command using the identity of the
PC user. Because this involves set-user-1D privileges, pcnfsd must be run as root.

Every print request from the client includes the name of the printer that is to be used. In Linux, this name corresponds to a
printer definition in the /etc/printcap(5) database. If you want to define a non-standard way of processing print data, you
should define a new printer and arrange for the client to print to this printer. There are two ways of setting up a new printer.
The first involves the addition of an entry to /etc/printcap(5) and the creation of filters to perform the required processing.
This is outside the scope of this discussion. In addition, penfsd includes a mechanism by which you can define virtual
printers known only to penfsd clients. Each printer is defined by a line in the /etc/penfsd. conf file of the following form:

printer name alias-for command

name is the name of the printer you want to define. alias-for is the name of a “real” printer that corresponds to this printer.
For example, a request to display the queue for name is translated into the corresponding request for the printer alias-for. If
you have defined a printer in such a way that there is no “real” printer to which it corresponds, use a single - for this field.
(See the definition of the printer test for an example.) command is a command that will be executed whenever a file is printed
on name. This command is executed by the shell at /bin/sh using the -c option. For complex operations, you should
construct an executable shell program and invoke that in command.

Consider the following sample /etc/penfsd. conf file:
printer rotated lw /usr/local/bin/enscript -2r $FILE
printer test - /usr/bin/cp $FILE/usr/tmp/$HOSTSUSER

If a client system prints a job on the printer rotated, the utility enscript is invoked to pre-process the file $FILE. In this case,
the -2r option causes the file to be printed in two-column rotated format on the default PostScript printer. If the client
requests a list of the print queue for the printer rotated, the pcnfsd daemon translates this into a request for a listing for the
printer 1w.

The printer test is used only for testing. Any file sent to this printer is copied into /usr/tmp. Any request to list the queue,
check the status, and so on of printer test is rejected because the alias-for is specified as -.
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RECONFIGURATION

penfsd detects when printers are added or deleted and rebuilds its list of valid printers. To do this, it checks the modification
time of /etc/printcap. However, it does not monitor the file /etc/penfsd.conf for updates; if you change this file, it is still
necessary to kill and restart pcnfsd so the changes can take effect.

FILE
/etc/penfsd.conf

SEE ALSO
1pr(1), 1prn(1), 1pc(8), 1pa(l)
25 June 1995

plipconfig

plipconfig—Fine-tune PLIP device parameters.

SYNOPSIS

plipconfig interface
plipconfig interface [nibble NN] [trigger NN] [unit NN]

DESCRIPTION

plipconfig is used to improve PLIP performance by changing the default timing parameters used by the PLIP protocol.
Results are dependent on the parallel port hardware, cable, and the CPU speed of each machine on each end of the PLIP
link.

If the single interface argument is given, plipconfig displays the status of the given interface only. Otherwise, it tries to set
the options.

OPTIONS
nibble NN Sets the nibble wait value in microseconds. Default is 3000.
trigger NN Sets the trigger wait value in microseconds. Default is 500.
unit NN Sets the number of units of delay. Default is 1.

In some cases, PLIP speed can be improved by lowering the default values. Values that are too low might cause excess use of
CPU, poor interrupt response time resulting in serial ports dropping characters, or in dropping PLIP packets. Changing the
plip MTU can also affect PLIP speed.

SEE ALSO

ifconfig(8)

BUGS

None so far.

AUTHOR

John Paul Morrison (jmorriso@bogomips.ee.ubc.ca, ve7jpmeve7jpm.ampr.org)
1 July 1994
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ping

ping—Send ICMP EcHo_REQUEST packets to network hosts.

SYNOPSIS

/etc/ping [ -r ][-v ] host [ packetsize ][count ]

DESCRIPTION

The DARPA Internet is a large and complex aggregation of network hardware, connected together by gateways. Tracking a
single-point hardware or software failure can often be difficult. Ping utilizes the ICMP protocol’s mandatory ECHO_REQUEST
datagram to elicit an ICMP ecHo_RESPONSE from a host or gateway. ECHO_REQUEST datagrams (“pings”) have an IP and ICMP
header, followed by a struct timeval and then an arbitrary number of “pad” bytes used to fill out the packet. Default
datagram length is 64 bytes, but this may be changed using the command-line option. Other options are

-r Bypass the normal routing tables and send directly to a host on an attached network. If
the host is not on a directly attached network, an error is returned. This option can be
used to ping a local host through an interface that has no route through it (for example,
after the interface was dropped by routed(8C)).

-v Verbose output. ICMP packets other than EcHo_RESPONSE that are received are listed.

When using ping for fault isolation, it should first be run on the local host to verify that the local network interface is up and
running. Then, hosts and gateways further away should be pinged. Ping sends one datagram per second and prints one line
of output for every ecHo_ResPONSE returned. No output is produced if there is no response. If an optional count is given, only
that number of requests is sent. Round-trip times and packet-loss statistics are computed. When all responses have been
received or the program times out (with a count specified), or if the program is terminated with a SIGINT, a brief summary is
displayed.

This program is intended for use in network testing, measurement, and management. It should be used primarily for manual
fault isolation. Because of the load it could impose on the network, it is unwise to use ping during normal operations or from
automated scripts.

AUTHOR
Mike Muuss

SEE ALSO
netstat(1), ifconfig(8)
19 September 1988

portmap

portmap—DARPA port to RPC program number mapper.

SYNOPSIS
portmap [-d]
DESCRIPTION

portmap IS a server that converts RPC program numbers into DARPA protocol port numbers. It must be running in order to
make RPC calls.

When an RPC server is started, it tells portmap what port number it is listening to and what RPC program numbers it is
prepared to serve. When a client wants to make an RPC call to a given program number, it first contacts portmap on the
server machine to determine the port number where RPC packets should be sent.
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Usually, portmap forks and dissociates itself from the terminal like any other daemon. Portmap then logs errors using
syslog(3).

portmap must be started before any RPC servers are invoked.

Option available:

-d (debug) prevents portmap from running as a daemon and causes errors and debugging information to be printed to the
standard error output.

SEE ALSO

inetd.conf(5), rpcinfo(8), inetd(8)

BUGS

If portmap crashes, all servers must be restarted.

HISTORY
The portmap command appeared in BSD 4.3.

BSD 4.3, 16 March 1991

powerd

powerd—NMonitor a serial line connected to a UPS.

SYNOPSIS

/etc/powerd serial-device

DESCRIPTION

powerd is a daemon process that sits in the background and monitors the state of the DCD line of the serial device. It is
meant that this line is connected to a UPS (Uninterruptible Power Supply) so that it knows about the state of the UPS. As
soon as powerd Senses that the power is failing (it sees that DCD goes low) it notifies init(8) and init executes the powerwait
and powerfail entries. If powerd senses that the power has been restored, it notifies init again and init executes the
powerokwait entries

ARGUMENTS

serial-device Some serial port that is not being used by some other device and does not
share an interrupt with any other serial port.

DIAGNOSTICS

powerd regularly checks the DSR line to see if it’s high. DSR should be directly connected to DTR and powerd keeps that line
high, so if DSR is low, something is wrong with the connection. powerd notifies you about this fact every two minutes. When
it sees that the connection is restored, it will say so.

IMPLEMENTATION
It’s pretty simple to connect your UPS to the Linux machine. The steps are easy:

1. Make sure you have an UPS with a simple relais output: it should close its connections (make) if the power is gone, and
it should open its connections (break) if the power is good.

2. Buy aserial plug. Connect the DTR line to the DSR line directly. Connect the DTR line and the DCD line with a 10
kilo ohm resistor. Connect the relais-output of the UPS to GROUND and the DCD line. If you don’t know what pins
DSR, DTR, DCD and GROUND are, you can always ask at the store where you bought the plug.

3. You'reall set.
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BUGS

Well, it's not a real bug but powerd should be able to do a broadcast or something on the Ethernet in case more Linux-boxes
are connected to the same UPS and only one of them is connected to the UPS status line.

SEE ALSO

shutdown(8), init(8), inittab(5)

AUTHOR

Miquel van Smoorenburg (niquels@drinkel.nl.mugnet.org)
14 February 1994

pppd

pppd—Point-to-Point Protocol daemon.

SYNOPSIS

pppd [ tty_name ][speed ][options ]

DESCRIPTION

The Point-to-Point Protocol (PPP) provides a method for transmitting datagrams over serial point-to-point links. PPP is
composed of three parts: a method for encapsulating datagrams over serial links, an extensible Link Control Protocol (LCP),
and a family of Network Control Protocols (NCP) for establishing and configuring different network-layer protocols.

The encapsulation scheme is provided by driver code in the kernel. pppd provides the basic LCP, authentication support, and
an NCP for establishing and configuring the Internet Protocol (IP) (called the IP Control Protocol, IPCP).

FREQUENTLY USED OPTIONS

tty_name Communicate over the named device. The string /dev/ is prepended if necessary. If no
device name is given, or if the name of the controlling terminal is given, pppd uses the
controlling terminal and does not fork to put itself in the background.

speed Set the baud rate to speed (a decimal number). On systems such as 4.4BSD and
NetBSD, any speed can be specified. Other systems (such as SunOS) allow only a
limited set of speeds.

asyncmap map Set the async character map to map. This map describes which control characters cannot
be successfully received over the serial line. pppd asks the peer to send these characters as
a 2-byte escape sequence. The argument is a 32-bit hex number with each bit represent-
ing a character to escape. Bit O (00000001) represents the character exoo; bit 31 (so000000)
represents the character ex1f or “. If multiple asyncmap options are given, the values are
ored together. If no asyncmap option is given, no async character map is negotiated for
the receive direction; the peer should then escape all control characters.

auth Require the peer to authenticate itself before allowing network packets to be sent or
received.

connect p Use the executable or shell command specified by p to set up the serial line. This script
typically uses the chat(8) program to dial the modem and start the remote PPP session.

crtscts Use hardware flow control (that is, RTS/CTS) to control the flow of data on the serial

port. If neither the crtscts nor the -crtscts option is given, the hardware flow control
setting for the serial port is left unchanged.

defaultroute Add a default route to the system routing tables, using the peer as the gateway, when
IPCP negotiation is successfully completed. This entry is removed when the PPP
connection is broken.



disconnect p Run the executable or shell command specified by p after pppd has terminated the link.
This script could, for example, issue commands to the modem to cause it to hang up if
hardware modem control signals were not available.

escape XX,Yy,... Specifies that certain characters should be escaped on transmission (regardless of whether
the peer requests them to be escaped with its async control character map). The
characters to be escaped are specified as a list of hex numbers separated by commas.
Note that almost any character can be specified for the escape option, unlike the
asyncmap option, which only allows control characters to be specified. The characters
that cannot be escaped are those with hex values 0x20 - x3f or ox5e.

file f Read options from file £ (the format is described later).

lock Specifies that pppd should create a UUCP-style lock file for the serial device to ensure
exclusive access to the device.

mru n Set the MRU (Maximum Receive Unit) value to n for negotiation. pppd asks the peer to

send packets of no more than n bytes. The minimum MRU value is 128. The default
MRU value is 1500. A value of 296 is recommended for slow links (40 bytes for TCP/IP
header plus 256 bytes of data).

mtu n Set the MTU (Maximum Transmit Unit) value to n. Unless the peer requests a smaller
value via MRU negotiation, pppd requests that the kernel networking code send data
packets of no more than n bytes through the PPP network interface.

netmask n Set the interface netmask to n, a 32-bit netmask in decimal dot notation (such as
255.255.255.0). If this option is given, the value specified is ored with the default
netmask. The default netmask is chosen based on the negotiated remote IP address; it is
the appropriate network mask for the class of the remote IP address ored with the
netmasks for any non—point-to-point network interfaces in the system that are on the
same network.

passive Enables the passive option in the LCP. With this option, pppd attempts to initiate a
connection; if no reply is received from the peer, pppd then waits passively for a valid
LCP packet from the peer (instead of exiting as it does without this option).

silent With this option, pppd does not transmit LCP packets to initiate a connection until a
valid LCP packet is received from the peer (as for the passive option with ancient
versions of pppd).

OPTIONS

local IP address:remote IP address Set the local and/or remote interface IP addresses. Either one may be
omitted. The IP addresses can be specified with a host name or in decimal
dot notation (such as 150.234.56.78). The default local address is the
(first) IP address of the system (unless the noipdefault option is given).
The remote address is obtained from the peer if not specified in any
option. Thus, in simple cases, this option is not required. If a local and/or
remote IP address is specified with this option, pppd does not accept a
different value from the peer in the IPCP negotiation, unless the
ipcp-accept-local and/or ipcp-accept-remote Options are given.

-ac Disable Address/Control compression negotiation (use default, address/
control field compression disabled).

-all Don’t request or allow negotiation of any options for LCP and IPCP (use
default values).

-am Disable asyncmap negotiation (use the default asyncmap; that is, escape all
control characters).

-as n Same as asyncmap n.
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bsdcomp nr,nt

-bsdcomp

+chap

-chap
chap-interval n
chap-max-challenge n

chap-restart n

-crtscts

debug

-defaultroute

-detach

dns-addr n

domain d

_lp

+ip-protocol

-ip-protocol

+ipx-protocol

Request that the peer compress packets that it sends, using the
BSD-Compress scheme, with a maximum code size of nr bits and agree to
compress packets sent to the peer with a maximum code size of nt bits. If
nt is not specified, it defaults to the value given for nr. Values in the range
9 to 15 may be used for nr and nt; larger values give better compression
but consume more kernel memory for compression dictionaries.
Alternatively, a value of e for nr or nt disables compression in the
corresponding direction.

Disables compression; pppd does not request or agree to compress packets
using the BSD-Compress scheme.

Require the peer to authenticate itself using CHAP (Cryptographic
Handshake Authentication Protocol) authentication.

Don't agree to authenticate using CHAP.

If this option is given, pppd rechallenges the peer every n seconds.

Set the maximum number of CHAP challenge transmissions to u (default
is 10).

Set the CHAP restart interval (retransmission timeout for challenges) to n
seconds (default is 3).

Disable hardware flow control (RTS/CTS) on the serial port. If neither
the crtscts nor the -crtscts option is given, the hardware flow control
setting for the serial port is left unchanged.

Increase debugging level (same as the debug option).

Increase debugging level (same as -d). If this option is given, pppd logs the
contents of all control packets sent or received in a readable form. The
packets are logged through syslog with facility daemon and level debug.
This information can be directed to a file by setting up /etc/syslog.conf
appropriately (see syslog.conf(5)).

Disable the defaultroute option. The system administrator who wants to
prevent users from creating default routes with pppd can do so by placing
this option in the /etc/ppp/options file.

Don't fork to become a background process (otherwise, pppd will do so if
a serial device other than its controlling terminal is specified).

This option sets the IP address or addresses for the Domain Name Server.
It is used by Microsoft Windows clients. The primary DNS address is
specified by the first instance of the dns-addr option. The secondary is
specified by the second instance.

Append the domain name d to the local hostname for authentication
purposes. For example, if gethost-name () returns the name porsche, but
the fully qualified domain name is porsche.Quotron.COM, you use the
domain option to set the domain name to Quotron.com.

Disable IP address negotiation. If this option is used, the remote IP
address must be specified with an option on the command line or in an
options file.

Enable the IPCP and IP protocols. This is the default condition. This
option is only needed if the default setting is -ip-protocol.

Disable the IPCP and IP protocols. This should only be used if you know
you are using a client that only understands IPX and you don’t want to
confuse the client with the IPCP protocol.

Enable the IPXCP and IPX protocols. This is the default condition if
your kernel supports IPX. This option is only needed if the default setting
is -ipx-protocol. If your kernel does not support IPX, this option has no
effect.



-ipx-protocol Disable the IPXCP and IPX protocols. This should only be used if you
know you are using a client that only understands IP and you don’t want
to confuse the client with the IPXCP protocol.

ipcp-accept-local With this option, pppd accepts the peer’s idea of a local IP address, even if
the local IP address was specified in an option.
ipcp-accept-remote With this option, pppd accepts the peer’s idea of its (remote) IP address,

even if the remote IP address was specified in an option.

Set the maximum number of IPCP configure-request transmissions to n
(default is 10).

ipcp-max-configure

>

ipcp-max-failure n Set the maximum number of IPCP configure-NAKSs returned before
starting to send configure-Rejects instead to n (default is 10).

ipcp-max-terminate n Set the maximum number of IPCP terminate-request transmissions to n
(default is 3).

ipcp-restart n Set the IPCP restart interval (retransmission timeout) to n seconds
(default is 3).

ipparam string Provides an extra parameter to the ip-up and ip-down scripts. If this

option is given, the string supplied is given as the sixth parameter to
those scripts.

ipx-network n Set the IPX network number in the IPXCP configure request frame to n.
There is no valid default. If this option is not specified, the network
number is obtained from the peer. If the peer does not have the network
number, the IPX protocol is not started. This is a hexadecimal number
and is entered without any leading sequence such as ox. It is related to the
ipxcp-accept - network option.

ipx-node n:m Set the IPX node numbers. The two node numbers are separated from
each other with a colon character. The first number n is the local node
number. The second number m is the peer’s node number. Each node
number is a hexadecimal number to the maximum of ten significant
digits. The node numbers on the ipx-network must be unique. There is
no valid default. If this option is not specified, the node number is
obtained from the peer. This option is a related to the ipxcp-accept-local
and ipxcp-accept-remote options.

ipx-router-name string Set the name of the router. This is a string and is sent to the peer as
information data.
ipx-routing n Set the routing protocol to be received by this option. More than one

instance of ipx-routing may be specified. The none option (o) may be
specified as the only instance of ipx-routing. The values are o for none, 2
for RIP/SAP, and 4 for NLSP.

ipxcp-accept - local Accept the peer's NAK for the node number specified in the ipx-node
option. If a node number was specified and it is nonzero, the default is to
insist that the value be used. If you include this option, you permit the
peer to override the entry of the node number.

ipxcp-accept -network Accept the peer's NAK for the network number specified in the ipx-
network option. If a network number was specified and it is nonzero, the
default is to insist that the value be used. If you include this option, you
permit the peer to override the entry of the node number.

ipxcp-accept -remote Use the peer’s network number specified in the configure request frame.
If a node number was specified for the peer and this option was not
specified, the peer is forced to use the value that you specified.

ipxcp-max-configure n Set the maximum number of IPXCP configure request frames that the
system sends to n. The default is 10.
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ipxcp-max-failure n Set the maximum number of IPXCP NAK frames that the local system
sends before it rejects the options. The default value is 3.

ipxcp-max-terminate n Set the maximum number of IPXCP terminate request frames before the
local system considers that the peer is not listening to them. The default
value is 3.

kdebug n Enable debugging code in the kernel-level PPP driver. The argument n is

a number that is the sum of the following values: 1 to enable general
debug messages, 2 to request that the contents of received packets be
printed, and 4 to request that the contents of transmitted packets be
printed.

lcp-echo-failure n If this option is given, pppd presumes the peer is dead if n LCP echo-
requests are sent without receiving a valid LCP echo-reply. If this
happens, pppd terminates the connection. Use of this option requires a
nonzero value for the 1cp-echo-interval parameter. This option can be
used to enable pppd to terminate after the physical connection has been
broken (for example, the modem has hung up) in situations where no
hardware modem control lines are available.

lcp-echo-interval n If this option is given, pppd sends an LCP echo-request frame to the peer
every n seconds. Under Linux, the echo-request is sent when no packets
are received from the peer for n seconds. Usually, the peer should respond
to the echo-request by sending an echo-reply. This option can be used
with the 1cp-echo-failure option to detect that the peer is no longer

connected.

lcp-max-configure n Set the maximum number of LCP configure-request transmissions to n
(default is 10).

lcp-max-failure n Set the maximum number of LCP configure-NAKs returned before
starting to send configure-Rejects instead to n (default is 10).

lcp-max-terminate n Set the maximum number of LCP terminate-request transmissions to n
(default is 3).

lcp-restart n Set the LCP restart interval (retransmission timeout) to n seconds (default
is 3).

local Don't use the modem control lines. With this option, pppd ignores the

state of the CD (Carrier Detect) signal from the modem and does not
change the state of the DTR (Data Terminal Ready) signal.

login Use the system password database for authenticating the peer using PAP,
and record the user in the system wtmp file.
modem Use the modem control lines. This option is the default. With this

option, pppd waits for the CD (Carrier Detect) signal from the modem to
be asserted when opening the serial device (unless a connect script is
specified), and it drops the DTR (Data Terminal Ready) signal briefly
when the connection is terminated and before executing the connect
script. On Ultrix, this option implies hardware flow control, as for the
crtscts option.

-mn Disable magic number negotiation. With this option, pppd cannot detect
a looped-back line.

-mru Disable MRU (MaximumReceive Unit) negotiation. With this option,
pppd Uses the default MRU value of 1500 bytes.

name n Set the name of the local system for authentication purposes to n.

noipdefault Disables the default behavior when no local IP address is specified, which

is to determine (if possible) the local IP address from the hostname. With
this option, the peer must supply the local IP address during IPCP



negotiation (unless it specified explicitly on the command line or in an

options file).
-p Same as the passive option.
+pap Require the peer to authenticate itself using PAP.
-pap Don't agree to authenticate using PAP.
papcrypt Indicates that all secrets in the /etc/ppp/pap-secrets file, which are used

for checking the identity of the peer, are encrypted, and thus pppd should
not accept a password (before encryption) that is identical to the secret
from the /etc/ppp/pap-secrets file.

pap-max-authreq n Set the maximum number of PAP authenticate-request transmissions to n
(default is 10).

pap-restart n Set the PAP restart interval (retransmission timeout) to n seconds (default
is 3).

pap-timeout n Set the maximum time that pppd waits for the peer to authenticate itself
with PAP to n seconds (e means no limit).

-pc Disable protocol field compression negotiation (use default, protocol field
compression disabled).

persist Do not exit after a connection is terminated; instead, try to reopen the
connection.

pred1icomp Attempt to request that the peer send the local system frames, which have

been compressed by the Predictor-1 compression. The compression
protocols must be loaded or this option is ignored.

-predicomp Do not accept Predictor-1 compression, even if the peer wants to send
this type of compression and support has been defined in the kernel.

proxyarp Add an entry to this system’s ARP (Address Resolution Protocol) table
with the IP address of the peer and the Ethernet address of this system.

-proxyarp Disable the proxyarp option. The system administrator who wants to

prevent users from creating proxy ARP entries with pppd can do so by
placing this option in the /etc/ppp/options file.

remotename n Set the assumed name of the remote system for authentication purposes
to n.
+ua p Agree to authenticate using PAP (Password Authentication Protocol) if

requested by the peer and use the data in file p for the user and password
to send to the peer. The file contains the remote username, followed by a
newline, followed by the remote password, followed by a newline. This
option is obsolescent.

usehostname Enforce the use of the hostname as the name of the local system for
authentication purposes (overrides the name option).

user u Set the username to use for authenticating this machine with the peer
using PAP to u.

-vj Disable negotiation of Van Jacobson-style TCP/IP header compression
(use default, no compression).

-vjccomp Disable the connection-1D compression option in Van Jacobson style

TCP/IP header compression. With this option, pppd does not omit the
connection-1D byte from Van Jacobson compressed TCP/IP headers or
ask the peer to do so.

vj-max-slots n Sets the number of connection slots to be used by the Van Jacobson
TCP/IP header compression and decompression code to n, which must be
between 2 and 16 (inclusive).
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xonxoff Use software flow control (XON/XOFF) to control the flow of data on
the serial port. This option is only implemented on Linux systems at
present.
OPTIONS FILES

Options can be taken from files as well as the command line. pppd reads options from the files /etc/ppp/options and ~/.pppre
before looking at the command line. An options file is parsed into a series of words, delimited by whitespace. Whitespace can
be included in a word by enclosing the word in quotes (*). A backslash (1) quotes the following character. A hash (#) starts a
comment, which continues until the end of the line.

AUTHENTICATION

pppd provides system administrators with sufficient access control so that PPP access to a server machine can be provided to
legitimate users without fear of compromising the security of the server or the network it's on. In part, this is provided by the
/etc/ppp/options file, where the administrator can place options to require authentication whenever pppd is run, and in part
by the PAP and CHAP secrets files, where the administrator can restrict the set of IP addresses that individual users can use.

The default behavior of pppd is to agree to authenticate if requested and to not require authentication from the peer.
However, pppd does not agree to authenticate itself with a particular protocol if it has no secrets that can be used to do so.

Authentication is based on secrets, which are selected from secrets files (/etc/ppp/pap-secrets for PAP,
/etc/ppp/chap-secrets for CHAP). Both secrets files have the same format, and both can store secrets for several combina-
tions of server (authenticating peer) and client (peer being authenticated). Note that pppd can be both a server and client and
that different protocols can be used in the two directions if desired.

A secrets file is parsed into words as for an options file. A secret is specified by a line containing at least three words, in the
order client name, server name, and secret. Any following words on the same line are taken to be a list of acceptable IP
addresses for that client. If there are only three words on the line, it is assumed that any IP address is okay; to disallow all 1P
addresses, use -. If the secret starts with an e, what follows is assumed to be the name of a file from which to read the secret.
A = as the client or server name matches any name. When selecting a secret, pppd takes the best match—that is, the match
with the fewest wildcards.

A secrets file contains both secrets for use in authenticating other hosts and secrets that you use for authenticating yourself to
others. Which secret to use is chosen based on the names of the host (the local name) and its peer (the remote name). The
local name is set as follows:

If the usehostname option is given, The local name is the hostname of this machine (with the domain
appended, if given).

If the name option is given Use the argument of the first name option seen.

If the local IP address is specified with a Use that name. Otherwise, use the hostname of this machine (with the

hostname domain appended, if given).

When authenticating yourself using PAP, there is also a username, which is the local name by default, but can be set with the
user option or the +ua option.

The remote name is set as follows:

If the remotename option is given Use the argument of the last remote -name option seen.
If the remote IP address is specified with a Use that host name. Otherwise, the remote name is the null
hostname string " .

Secrets are selected from the PAP secrets file as follows:

= For authenticating the peer, look for a secret with client == username specified in the PAP authenticate-request and
server == local name.
m  For authenticating yourself to the peer, look for a secret with client == your username and server == remote name.



When authenticating the peer with PAP, a secret of ** matches any password supplied by the peer. If the password doesn’t
match the secret, the password is encrypted using crypt () and checked against the secret again; thus secrets for authenticat-
ing the peer can be stored in encrypted form. If the papcrypt option is given, the first (unencrypted) comparison is omitted
for better security.

If the login option was specified, the username and password are also checked against the system password database. Thus,
the system administrator can set up the pap-secrets file to allow PPP access only to certain users and to restrict the set of IP
addresses that each user can use. Typically, when using the login option, the secret in /etc/ppp/pap-secrets is " to avoid the
need to have the same secret in two places.

Secrets are selected from the CHAP secrets file as follows:

m  For authenticating the peer, look for a secret with client == name specified in the CHAP-Response message and server
== local name.

m  For authenticating yourself to the peer, look for a secret with client == local name and server == name specified in the
CHAP-Challenge message.

Authentication must be satisfactorily completed before IPCP (or any other Network Control Protocol) can be started. If
authentication fails, pppd terminates the link (by closing LCP). If IPCP negotiates an unacceptable IP address for the remote
host, IPCP is closed. IP packets can only be sent or received when IPCP is open.

In some cases, it is desirable to allow some hosts that can’t authenticate themselves to connect and use one of a restricted set
of IP addresses, even when the local host generally requires authentication. If the peer refuses to authenticate itself when
requested, pppd takes that as equivalent to authenticating with PAP using the empty string for the username and password.
Thus, by adding a line to the pap-secrets file, which specifies the empty string for the client and password, it is possible to
allow restricted access to hosts that refuse to authenticate themselves.

ROUTING

When IPCP negotiation is completed successfully, pppd informs the kernel of the local and remote IP addresses for the PPP
interface. This is sufficient to create a host route to the remote end of the link, which enables the peers to exchange IP
packets. Communication with other machines generally requires further modification to routing tables and/or ARP (Address
Resolution Protocol) tables. In some cases, this is done automatically through the actions of the routed or gated daemons,
but in most cases, some further intervention is required.

Sometimes it is desirable to add a default route through the remote host, as in the case of a machine whose only connection
to the Internet is through the PPP interface. The defaultroute option causes pppd to create such a default route when IPCP
comes up and delete it when the link is terminated.

In some cases, it is desirable to use proxy ARP—for example, on a server machine connected to a LAN—to allow other hosts
to communicate with the remote host. The proxyarp option causes pppd to look for a network interface on the same subnet as
the remote host (an interface supporting broadcast and ARP, which is up and not a point-to-point or loopback interface). If
found, pppd creates a permanent, published ARP entry with the IP address of the remote host and the hardware address of
the network interface found.

EXAMPLES
In the simplest case, you can connect the serial ports of two machines and issue a command like
pppd /dev/ttya 9600 passive

to each machine, assuming there is no getty running on the serial ports. If one machine has a getty running, you can use
kermit Or tip on the other machine to log in to the first machine and issue a command like

pppd passive

Then exit from the communications program (making sure the connection isn’t dropped) and issue a command like
pppd /dev/ttya 9600
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The process of logging in to the other machine and starting pppd can be automated by using the connect option to run chat:

pppd /dev/ttya 38400 connect 'chat "" "" "login:" "username"
"Password:" "pass-word" "% " "exec pppd passive"'

(Note, however, that running chat like this leaves the password visible in the parameter list of pppd and chat.)

If your serial connection is any more complicated than a piece of wire, you might need to arrange for some control characters
to be escaped. In particular, it is often useful to escape XON (*Q) and XOFF (S), using asyncmap aeeee. If the path
includes a telnet, you probably should escape "] as well (asyncmap 200a0000). If the path includes an r1ogin, you need to use
the escape ff option on the end that is running the rlogin client because many rlogin implementations are not transparent;
they remove the sequence (0xff, Oxff, 0x73, 0x73, followed by any 8 bytes) from the stream.

DIAGNOSTICS

Messages are sent to the syslog daemon using the facility Loa_bAemon. (This can be overridden by recompiling pppd with the
macro LoG_PPp defined as the desired facility.) To see the error and debug messages, you need to edit your /etc/syslog.conf
file to direct the messages to the desired output device or file.

The debug option causes the contents of all control packets sent or received to be logged—that is, all LCP, PAP, CHAP, or
IPCP packets. This can be useful if the PPP negotiation does not succeed. If debugging is enabled at compile time, the debug
option also causes other debugging messages to be logged.

Debugging can also be enabled or disabled by sending a s16Usr1 to the pppd process. This signal acts as a toggle.

FILES
/var/run/pppn.pid (BSD or Linux) Process-1D for pppd process on PPP interface unit n.
/etc/ppp/pppn.pid (Others)
/etc/ppp/ip-up A program or script that is executed when the link is available for sending and

receiving IP packets (that is, IPCP has come up). It is executed with the
parameters interface-name tty-device speed local-1P-address remote-1P-address
and with its standard input, output and error streams redirected to /dev/null.
This program or script is executed with the same real and effective user-1D as
pppd—that is, at least the effective user-ID and possibly the real user-1D will be
root. This is so that it can be used to manipulate routes, run privileged daemons
(such as send-mail), and so on. Be careful that the contents of the /etc/ppp/ip-up
and /etc/ppp/ip-down scripts do not compromise your system’s security.

/etc/ppp/ip-down A program or script that is executed when the link is no longer available for
sending and receiving IP packets. This script can be used for undoing the effects
of the /etc/ppp/ip-up script. It is invoked with the same parameters as the ip-up
script, and the same security considerations apply because it is executed with the
same effective and real user-1Ds as pppd.

/etc/ppp/ipx-up A program or script that is executed when the link is available for sending and
receiving IPX packets (that is, IPXCP has come up). It is executed with the
parameters interface-name tty-device speed network-number local-1PX-node-
address remote-1PX-node-address local-IPX-routing-protocol remote-I1PX-
routing-protocol local-IPX-router-name remote-IPX-router-name ipparam pppd-
pid and with its standard input, output, and error streams redirected to
/dev/null.

The 1ocal-1PX-routing-protocol and remote-1PX-routing-protocol field may be
one of the following:
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NONE to indicate that there is no routing protocol. RIP to indicate that RIP/SAP
should be used. nNLsP to indicate that Novell NLSP should be used. RIP NLSP tO
indicate that both RIP/SAP and NLSP should be used.

This program or script is executed with the same real and effective user-1D as
pppd—that is, at least the effective user-ID and possibly the real user-1D will be
root. This is so that it can be used to manipulate routes, run privileged daemons
(such as ripd), and so on. Be careful that the contents of the /etc/ppp/ipx-up and
/etc/ppp/ipx-down SCripts do not compromise your system’s security.

/etc/ppp/ipx-down A program or script that is executed when the link is no longer available for
sending and receiving IPX packets. This script can be used for undoing the
effects of the /etc/ppp/ipx-up script. It is invoked with the same parameters as
the ipx-up script, and the same security considerations apply because it is
executed with the same effective and real user-1Ds as pppd.

/etc/ppp/pap-secrets Usernames, passwords, and IP addresses for PAP authentication.

/etc/ppp/chap-secrets Names, secrets, and IP addresses for CHAP authentication.

/etc/ppp/options System default options for pppd, read before user default options or command-
line options.

~/.pppre User default options, read before command-line options.

/etc/ppp/options.ttyname System default options for the serial port being used, read after command-line
options.

SEE ALSO

RFC 1144 Jacobson, V. Compressing TCP/IP headers for low-speed serial links. February
1990.

RFC 1321 Rivest, R. The MD5 Message-Digest Algorithm. April 1992.

RFC 1332 McGregor, G. PPP Internet Protocol Control Protocol (IPCP). May 1992.

RFC 1334 Lloyd, B.; Simpson, W.A. PPP authentication protocols. 1992 October.

RFC 1548 Simpson, W.A. The Point-to—Point Protocol (PPP). December 1993.

RFC 1549 Simpson, W.A. PPP in HDLC Framing. December 1993.

NOTES

The following signals have the specified effect when sent to the pppd process:

SIGINT, SIGTERM These signals cause pppd to terminate the link (by closing LCP), restore the serial
device settings, and exit.

SIGHUP This signal causes pppd to terminate the link, restore the serial device settings, and

close the serial device. If the persist option has been specified, pppd tries to
reopen the serial device and start another connection. Otherwise, pppd exits.

SIGUSR2 This signal causes pppd to renegotiate compression. This can be useful to re-
enable compression after it has been disabled as a result of a fatal decompression
error. With the BSD Compress scheme, fatal decompression errors generally
indicate a bug in one or another implementation.

AUTHORS

Drew Perkins, Brad Clements, Karl Fox, Greg Christy, Brad Parker, and Paul Mackerras (paulus@cs.anu.edu.au)

pppstats

pppstats—Print PPP statistics.
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SYNOPSIS

pppstats [ -v ][-r ]J[-Cc ][-1 secs][unit# ]

DESCRIPTION
pppstats prints PPP-related statistics.

The -v flag causes pppstats to display additional statistics, such as the number of packets tossed (that is, which the VJ TCP
header decompression code rejected).

The -r flag causes pppstats to display the overall packet compression rate. The rate value is between o and 1, with @ meaning
that the data is incompressible.

The -c flag is used to specify an alternate display mode that shows packet compression statistics: the number of packets and
bytes uncompressed (that is, before compression or after decompression), compressed, and incompressible (packets that did
not shrink on compression and were transmitted uncompressed), and the recent compression rate. This rate reflects the
recent performance of the compression code rather than the overall rate the code compression was enabled.

The -1 flag is used to specify the interval between printouts. The default is 5 seconds.
unit# specifies which interface to use for gathering statistics.
2 May 1995

prunehistory

prunehistory—Remove filenames from Usenet history file.

SYNOPSIS

prunehistory [ -f filename ][-p ][input ]

DESCRIPTION

prunehistory modifies the history(5) text file to remove a set of filenames from it. The filenames are removed by overwriting
them with spaces so that the size and position of any following entries do not change.

prunehistory reads the named input file or standard input if no file is given. The input is taken as a set of lines. Blank lines
and lines starting with a number sign (#) are ignored. All other lines should consist of a Message-1D followed by zero or more
filenames. prunehistory usually complains about lines that do not follow this format. If the -p flag is used, then the program
silently prints any invalid lines on its standard output. (Blank lines and comment lines are also passed through.) This can be
useful when prunehistory is used as a filter for other programs such as reap.

The Message-1D is used as the dbz(3) key to get an offset into the text file. If no filenames are mentioned on the input line,
then all filenames in the text are removed. If any filenames are mentioned, they are converted into the history file notation. If
they appear in the line for the specified Message-1D, they are removed.

The default name of the history file is /news/1ib/history; to specify a different name, use the -f flag.
Because innd(8) only appends to the text file, prunehistory does not need to have any interaction with it.

It is a good idea to delete purged entries and rebuild the dbz database every so often by using a script such as the following:

ctlinnd throttle "Rebuilding history database"
cd /news/lib

awk 'NF > 2 {

printf "%s\t%s\t%s",$1,$2,$3;

for (i = 4; i <= NF; i++)

printf " %s", $i;

print "\n";

}' <history >history.n

if makehistory -r -f history.n ; then
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mv history.n history

mv history.n.pag history.pag

mv history.n.dir history.dir

else

echo 'Problem rebuilding history; old file not replaced'
fi

ctlinnd go "Rebuilding history database"

Note that this keeps no record of expired articles.

HISTORY

Written by Rich $alz (rsalzeuunet.uu.net) for InterNetNews.

SEE ALSO
dbz(3), history(5), innd(8)

quotacheck

quotacheck—Scan a filesystem for disk usages.

SYNOPSIS

quotacheck [-g] [-u] [-v] -a
quotacheck [-g] [-u] [-v] Filesys ...

DESCRIPTION

quotacheck performs a filesystem scan for usage of files and directories, used by either user or group. The output is the quota
file for the corresponding filesystem. By default, the names for these files are

A user scan quota.user

A group scan quota.group

The resulting file consists of a struct dgblk for each possible ID up to the highest existing UID or GID and contains the
values for the disk file and block usage and possibly excess time for these values. (For definitions of struct dqblk, see
linux/quota.h.)

quotacheck should be run each time the system boots and mounts non-valid filesystems. This is most likely to happen after a
system crash.

The speed of the scan decreases with the amount of directories increasing. The time needed doubles when disk usage is
doubled as well. A 100MB partition used for 94 percent is scanned in one minute; the same partition used for 50 percent is
done in 25 seconds.

OPTIONS
-v This way, the program will give some useful information about what it is doing, plus
some fancy stuff.
-d This means debug. It will result in a lot of information that can be used in debugging
the program. The output is very verbose and the scan will not be fast.
-u This flag tells the program to scan the disk and to count the files and directories used by
a certain UID. This is the default action.
-g This flag forces the program to count the files and directories used by a certain GID.
NOTE

checkquota should only be run as superuser. Non-privileged users are presumably not allowed to read all the directories on
the given filesystem.
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SEE ALSO

quota(l), quotactl(2), fstab(5), quotaon(8), quotaoff(8), edquota(8), repquota(8), fsck(8), efsck(8), e2fsck(8), xfsck(8)

FILES
quota.user
quota.group

/etc/fstab

AUTHOR

Edvard Tuinder (v892231@si.hhs.nl, etuinder@delirium.nl.mugnet.org), Marco van Wieringen (v892273@si.hhs.nl,
mvw@mcs.nl.mugnet.org)

21 August 1993

quotaon, quotaoff

quotaon, quotaoff—Turn filesystem quotas on and off.

SYNOPSIS

/usr/etc/quotaon [ -vug ] filesystem...
/usr/etc/quotaon [ -avug ]

Jusr/etc/quotaoff [ -vug ] filesystem...
Jusr/etc/quotaoff [ -avug ]

DESCRIPTION

quotaon announces to the system that disk quotas should be enabled on one or more filesystems. The filesystem quota files
must be present in the root directory of the specified filesystem and be named quota.user for user quota or quota.group for
group quota.

quotaoff announces to the system that filesystems specified should have any disk quotas turned off.

OPTIONS

quotaon
-a Al filesystems in /etc/fstab marked read-write with quotas will have their quotas
turned on. This is usually used at boot time to enable quotas.
-v Display a message for each filesystem where quotas are turned on.
-u Manipulate user quotas. This is the default.
-g Manipulate group quotas.
quotaoff
-a Force all filesystems in /etc/fstab to have their quotas disabled.
-v Display a message for each filesystem affected.
-u Manipulate user quotas. This is the default.
-g Manipulate group quotas.
FILES
quota.user User quota file at the filesystem root

quota.group
/etc/fstab

Group quota file at the filesystem root
Default filesystems



SEE ALSO

quotactl(2), fstab(5)

rarp
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8 June 1993

rarp—Manipulate the system RARP table.

SYNOPSIS

rarp [-v] [-t type]

rarp [-v] -d hostname ...
-$ hostname hw_addr

rarp [-v] [-t type]

DESCRIPTION

rarp manipulates the kernel’s RARP table in various ways. The primary options are clearing an address mapping entry and
manually setting up one. For debugging purposes, the rarp program also allows a complete dump of the RARP table.

OPTIONS

Y

-t type

-a [hostname]
-d hostname

-s hostname hw_addr

FILES

/proc/net/rarp

AUTHORS

Tell the user what is going on by being verbose.

When setting or reading the RARP table, this optional parameter tells rarp which class
of entries it should check for. The default value of this parameter is ether (hardware
code 0x01 for IEEE 802.3 10Mbps Ethernet). Other values might include network
technologies such as AX.25 (ax25).

Shows the entries of the specified hosts. If the hostname parameter is not used, all entries
are displayed.

Remove the entries of the specified host. This can be used if the indicated host is
brought down, for example.

Create an RARP address mapping entry for host hostname with hardware address set to
hw_addr class, but for most classes, you can assume that the usual presentation can be
used. For the Ethernet class, this is 6 bytes in hexadecimal, separated by colons.

Ross D. Martin (martin@trcsun3.eas.asu.edu), Fred N. van Kempen (waltje@uwalt.nl.mugnet.org).

rdev

11 June 1994

rdev—Query/set image root device, swap device, RAM disk size, or video mode.

SYNOPSIS

rdev [ -rsvh ] [ -0 offset ][image [ value [ offset ]]]
rdev [ -0 offset ][image [ root_device [ offset ]]]
swapdev [ -0 offset ][image [ swap_device [ offset ]]]
ramsize [ -o offset ][image [ size [ offset ]]]
vidmode [ -0 offset ][image [ mode [ offset ]]]
rootflags [ -o offset ][image [ flags [ offset ]]]
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DESCRIPTION

With no arguments, rdev outputs an /etc/mtab line for the current root filesystem. With no arguments, swapdev, ramsize,
vidmode, and rootflags print usage information.

In a bootable image for the Linux kernel, there are several pairs of bytes that specify the root device, the video mode, the size
of the RAM disk, and the swap device. These pairs of bytes, by default, begin at offset 504 (decimal) in the kernel image:

498 Root flags

(500 and 502 Reserved)

504 RAM Disk Size

506 VGA Mode

508 Root Device

(510 Boot Signature)

rdev changes these values.
Typical values for the image parameter, which is a bootable Linux kernel image, are as follows:

/vmlinux
/vmlinux.test
/vmunix
/vmunix.test
/dev/fdo
/dev/fd1

When using the rdev or swapdev commands, the root device or swap device parameter are as follows:

/dev/hda[1-8]
/dev/hdb[1-8]
/dev/sda[1-8]
/dev/sdb[1-8]

For the ramsize command, the size parameter specifies the size of the RAM disk in kilobytes.

For the rootflags command, the flags parameter contains extra information used when mounting root. Currently, the only
effect of these flags is to force the kernel to mount the root filesystem in read-only mode if fiags is nonzero.

For the vidmode command, the mode parameter specifies the video mode:
-3 Prompt

-2 Extended VGA

-1 Normal VGA

0 As if @ was pressed at the prompt

1 As if 1 was pressed at the prompt

2 As if 2 was pressed at the prompt

n As if n was pressed at the prompt

If the value is not specified, the image is examined to determine the current settings.

OPTIONS
-s Causes rdev to act like swapdev.
-r Causes rdev to act like ramsize.
-R Causes rdev to act like rootflags.
-v Causes rdev to act like vidmode.

-h Provides help.



renice 1375

The user interface is cumbersome, non-intuitive, and should probably be rewritten from scratch, allowing multiple kernel
image parameters to be changed or examined with a single command.

BUGS

For historical reasons, there are two methods for specifying alternative values for the offset.

If LILO is used, rdev is no longer needed for setting the root device and the VGA mode because the parameters that rdev
modifies can be set from the LILO prompt during a boot. However, rdev is still needed at this time for setting the RAM disk
size. Users are encouraged to find the LILO documentation for more information and to use LILO when booting their
systems.

AUTHORS

Originally by Werner Almesberger (almesberenessie.cs.id.ethz.ch). Modified by Peter MacDonald
(pmacdona@sanjuan.UVic.CA). rootflags support added by Stephen Tweedie (sct@dcs.ed.ac.uk).

Linux 0.99, 20 November 1993

renice
renice—Alter priority of running processes.

SYNOPSIS

renice priority [[-p] pid ...] [[ -g] pgrp ...] [[-u] user ...]

DESCRIPTION

renice alters the scheduling priority of one or more running processes. The following “who” parameters are interpreted as
process 1Ds, process group 1Ds, or user names. reniceing a process group causes all processes in the process group to have
their scheduling priority altered. reniceing a user causes all processes owned by the user to have their scheduling priority
altered. By default, the processes to be affected are specified by their process IDs.

Options supported by renice:

-g Force who parameters to be interpreted as process group 1Ds.
-u Force the who parameters to be interpreted as usernames.
-p Reset the who interpretation to be (the default) process IDs.

The following example changes the priority of process IDs 987 and 32 and all processes owned by users daemon and root:
renice +1 987 -u daemon root -p 32

Users other than the superuser can only alter the priority of processes they own and can only monotonically increase their
“nice value” within the range o to Pr10_maAx (20). (This prevents overriding administrative fiats.) The superuser can alter the
priority of any process and set the priority to any value in the range PrR10_MIN (-20) to PRIO_MAX. Useful priorities are: 20 (the

affected processes run only when nothing else in the system wants to), @ (the “base” scheduling priority), and anything
negative (to make things go very fast).

FILES

/etc/passwd t0O map usernames to user IDs

SEE ALSO

getpriority(2), setpriority(2)

BUGS

Non-superusers cannot increase scheduling priorities of their own processes, even if they were the ones that decreased the
priorities in the first place.
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HISTORY

The renice command appeared in BSD 4.0.
BSD 4, 9 June 1993

repquota

repquota—Summarize quotas for a filesystem.

SYNOPSIS

/usr/etc/repquota [ -vug ] filesystem...
/usr/etc/repquota [ -avug ]

DESCRIPTION

repquota prints a summary of the disk usage and quotas for the specified filesystems. For each user, the current number of
files and amount of space (in kilobytes) is printed, along with any quotas created with edquota(8).

OPTIONS
-a Report on all filesystems indicated in /etc/fstab to be read-write with quotas.
-v Report all quotas even if there is no usage.
-g Report quotas for groups.
-u Report quotas for users. This is the default.

Only the superuser can view quotas that are not their own.

FILES
quotas Quota file at the filesystem root
/etc/fstab Default filesystems

SEE ALSO

quota(l), quotactl(2), edquota(8), quotacheck(8), quotaon(8)
8 June 1993

rexecd

rexecd—Remote execution server.

SYNOPSIS

rexecd

DESCRIPTION

rexecd is the server for the rexec(3) routine. The server provides remote execution facilities with authentication based on
usernames and passwords.

rexecd listens for service requests at the port indicated in the exec service specification; see services(5). When a service
request is received, the following protocol is initiated:

1. The server reads characters from the socket up to a null \e byte. The resultant string is interpreted as an ASCII number,
base 10.
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2. If the number received in Step 1 is nonzero, it is interpreted as the port number of a secondary stream to be used for the

stderr. A second connection is then created to the specified port on the client’s machine.

A null-terminated username of at most 16 characters is retrieved on the initial socket.

A null-terminated, unencrypted password of at most 16 characters is retrieved on the initial socket.

5. Anull-terminated command to be passed to a shell is retrieved on the initial socket. The length of the command is
limited by the upper bound on the size of the system’s argument list.

6. rexecd then validates the user as is done at login time and, if the authentication was successful, changes to the user’s
home directory and establishes the user and group protections of the user. If any of these steps fail, the connection is
aborted with a diagnostic message returned.

7. A null byte is returned on the initial socket and the command line is passed to the normal login shell of the user. The
shell inherits the network connections established by rexecd.

DIAGNOSTICS
Except for the last one listed, all diagnostic messages are returned on the initial socket, after which any network connections
are closed. An error is indicated by a leading byte with a value of 1 (@ is returned in Step 7 upon successful completion of all
the steps prior to the command execution).

> w

username too long The name is longer than 16 characters.

password too long The password is longer than 16 characters.

command too long The command line passed exceeds the size of the argument list (as configured into the
system).

Login incorrect. No password file entry for the username existed or the wrong password was supplied.

No remote directory. The chdir command to the home directory failed.

Try again. A fork by the server failed.

<shellname>: ... The user’s login shell could not be started. This message is returned on the connection

associated with the stderr and is not preceded by a flag byte.

SEE ALSO
rexec(3)

BUGS

A facility to allow all data and password exchanges to be encrypted should be present.

HISTORY

The rexecd command appeared in BSD 4.2.
BSD 4.2, 16 March 1991

rlogind
rlogind—Remote login server.

SYNOPSIS

rlogind [-aln]

DESCRIPTION

rlogind is the server for the riogin(1) program. The server provides a remote login facility with authentication based on
privileged port numbers from trusted hosts.



Part VIII: Administration and Privileged Commands

Options supported by rlogind:

-a Ask hostname for verification.

-1 Prevent any authentication based on the user’s .rhosts file unless the user is logging in
as the superuser.

-n Disable keep-alive messages.

rlogind listens for service requests at the port indicated in the “login” service specification; see services(5). When a service

request is received, the following protocol is initiated:

1. The server checks the client’s source port. If the port is not in the range 512-1023, the server aborts the connection.

2. The server checks the client’s source address and requests the corresponding hostname (see gethostbyaddr(3), hosts(5),
and named(8)). If the hostname cannot be determined, the dot-notation representation of the host address is used. If the
hostname is in the same domain as the server (according to the last two components of the domain name), or if the -a
option is given, the addresses for the hostname are requested, verifying that the name and address correspond. Normal
authentication is bypassed if the address verification fails.

Once the source port and address have been checked, rlogind proceeds with the authentication process described in rshd(8).

It then allocates a pseudo terminal (see pty(4)) and manipulates file descriptors so that the slave half of the pseudo terminal

becomes the stdin, stdout, and stderr for a login process. The login process is an instance of the 1ogin(1) program, invoked

with the -f option if authentication has succeeded. If automatic authentication fails, the user is prompted to log in as if on a

standard terminal line.

The parent of the login process manipulates the master side of the pseudo terminal, operating as an intermediary between the
login process and the client instance of the r1ogin program. In normal operation, the packet protocol described in pty(4) is
invoked to provide S/Q type facilities and propagate interrupt signals to the remote programs. The login process propagates
the client terminal’s baud rate and terminal type, as found in the environment variable, TErRM; see environ(7). The screen or
window size of the terminal is requested from the client, and window size changes from the client are propagated to the
pseudo terminal.

Transport-level keep-alive messages are enabled unless the -n option is present. The use of keep-alive messages allows sessions
to be timed out if the client crashes or becomes unreachable.

DIAGNOSTICS

All initial diagnostic messages are indicated by a leading byte with a value of 1, after which any network connections are
closed. If there are no errors before login is invoked, a null byte is returned as in indication of success.

Try again. A fork by the server failed.

SEE ALSO

login(1), ruserok(3), rshd(8)

BUGS

The authentication procedure used here assumes the integrity of each client machine and the connecting medium. This is
insecure but is useful in an “open” environment.

A facility to allow all data exchanges to be encrypted should be present.

A more extensible protocol should be used.

HISTORY

The rlogind command appeared in BSD 4.2.
BSD 4.2, 16 March 1991
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route

route—Show/manipulate the IP routing table.

SYNOPSIS

route [ -vn ]

route [ -v ] add [ -net | -host ] XXXX [gw GGGG] [metric MMMM] [netmask NNNN]
[mss NNNN] [window NNNN] [dev DDDD]

route [ -v ] del XXXX

DESCRIPTION

route manipulates the kernel’s IP routing table. Its primary use is to set up static routes to specific hosts or networks via an
interface after it has been configured with the ifconfig(8) program. This version of route is intended solely for use with
kernel versions 0.99pl14n and newer kernels.

OPTIONS

(none) Prints out the kernel routing table, listing destination address, gateway, netmask for
route (“Genmask”), flags (u = Up, H = Host, 6 = Gateway, b = dynamic, M = Modified),
Metric (currently not supported), Ref, Use, and Iface (Which device the route maps to).

-n Same as previous but shows numerical addresses instead of trying to determine symbolic
host names.

-v A flag for verbose (not actually used).

del XXXX Deletes the route associated with the destination address xxxx.

add[-net | -host ] XXXX [gw GGGG] Adds a route to the IP address xxxx. The route is a network route if the -net modifier is

[metric MMMM] [netmask NNNN] used or xxxx is found in /etc/networks by the getnetbyname () library function and no

[dev DDDD] -host modifier is used.

The gw 6666 argument means that any IP packets sent to this address will be routed
through the specified gateway. Note: The specified gateway must be reachable first. This
usually means that you have to set up a static route to the gateway beforehand.

The metric v modifier is not yet implemented (and with the -v option will actually
print a warning).

The netmask NNNN modifier specifies the netmask of the route to be added. This only
makes sense for a network route and when the address xxxx actually makes sense with
the specified netmask. If no netmask is given, route guesses it instead, so for most
normal setups, you won't need to specify a netmask.

The mss NNNN modifier specifies the TCP mss for the route to be added. This is usually
used only for fine optimization of routing setups.

The window NNNN modifier specifies the TCP window for the route to be added. This is
typically only used on AX.25 networks and with drivers unable to handle back-to-back
frames—such as the 3¢501 or DE600.

The dev poob modifier forces the route to be associated with the specified device because
the kernel will otherwise try to determine the device on its own (by checking already
existing routes and device specifications and where the route is added to). In most
normal networks, you won’t need this.

If dev DDDD is the last option on the command line, the word dev may be omitted
because it's the default. Otherwise, the order of the route modifiers (netric, netmask, gw,
and dev) doesn’t matter.
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EXAMPLES
route add -net 127.0.0.0 Adds the normal loopback entry, using netmask 255.0.0.0 (Class A net determined from
the destination address) and associated with the 1o device (assuming this device was
previously set up correctly with ifconfig(8)).
route add -net 192.56.76.0 Adds a route to the network 192.56.76.x via ethe. The Class C netmask modifier is not
netmask 255.255.255.0 dev ethd@ really necessary here because 192.* is a Class C IP address. The word dev can be omitted

here.

route add default gw mango-gw Adds a default route (which will be used if no other route matches). All packets using
this route will be gatewayed through mango-gw. The device that will actually be used for
that route depends on how you can reach mango-gw; the static route to mango -gw will have
to be set up before.

route add ipx4 sl@ route add -net Thiscommand sequence adds the route to the ipx4 host via the SLIP interface
192.57.66.0 netmask 255.255.255.0 (assuming that ipx4 is the SLIP host) and then adds the net 192.57.66.0 to be gatewayed
gw ipx4 through that host.

FILES
/proc/net/route
/etc/networks

/etc/hosts

SEE ALSO

ifconfig(8)

HISTORY

route for Linux was originally written by Fred N. van Kempen (waltjeeuwalt.nl.mugnet.org) and then modified by Johannes
Stille and Linus Torvalds for pl15. Alan Cox added the mss and window options for Linux 1.1.22.

14 June 1994

routed

routed—Network routing daemon.

SYNOPSIS
routed [-d] [-g] [-q] [-s] [-t] [logfile]
DESCRIPTION

routed is invoked at boot time to manage the network routing tables. The routing daemon uses a variant of the Xerox NS
Routing Information Protocol in maintaining up-to-date kernel routing table entries. It used a generalized protocol capable
of use with multiple address types but is currently used only for Internet routing within a cluster of networks.

In normal operation, routed listens on the udp(4) socket for the route(8) service (see services(5)) for routing information
packets. If the host is an internetwork router, it periodically supplies copies of its routing tables to any directly connected
hosts and networks.

When routed is started, it uses the s10cGIFCONF ioct1(2) to find those directly connected interfaces configured into the system
and marked “up” (the software loopback interface is ignored). If multiple interfaces are present, it is assumed that the host
will forward packets between networks. routed then transmits a request packet on each interface (using a broadcast packet if
the interface supports it) and enters a loop, listening for request and response packets from other hosts.
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When a request packet is received, routed formulates a reply based on the information maintained in its internal tables. The
response packet generated contains a list of known routes, each marked with a “hop count” metric (a count of 16, or greater,
is considered “infinite”). The metric associated with each route returned provides a metric relative to the sender.

Response packets received by routed are used to update the routing tables if one of the following conditions is satisfied:

No routing table entry exists for the destination network or host, and the metric indicates the destination is “reachable”
(the hop count is not infinite).

The source host of the packet is the same as the router in the existing routing table entry. That is, updated information is
being received from the very internetwork router through which packets for the destination are being routed.

The existing entry in the routing table has not been updated for some time (defined to be 90 seconds) and the route is at
least as cost effective as the current route.

The new route describes a shorter route to the destination than the one currently stored in the routing tables; the metric
of the new route is compared against the one stored in the table to decide this.

When an update is applied, routed records the change in its internal tables and updates the kernel routing table. The change
is reflected in the next response packet sent.

In addition to processing incoming packets, routed also periodically checks the routing table entries. If an entry has not been
updated for three minutes, the entry’s metric is set to infinity and marked for deletion. Deletions are delayed an additional
60 seconds to ensure the invalidation is propagated throughout the local Internet.

Hosts acting as internetwork routers gratuitously supply their routing tables every 30 seconds to all directly connected hosts
and networks. The response is sent to the broadcast address on nets capable of that function, to the destination address on
point-to-point links, and to the router’s own address on other networks. The normal routing tables are bypassed when
sending gratuitous responses. The reception of responses on each network is used to determine that the network and
interface are functioning correctly. If no response is received on an interface, another route may be chosen to route around
the interface, or the route may be dropped if no alternative is available.

Options supported by routed:

-d Enable additional debugging information to be logged, such as bad packets received.

-g This flag is used on internetwork routers to offer a route to the “default” destination.
This is typically used on a gateway to the Internet or on a gateway that uses another
routing protocol whose routes are not reported to other local routers.

-s Supplying this option forces routed to supply routing information whether it is acting as
an internetwork router or not. This is the default if multiple network interfaces are
present or if a point-to-point link is in use.

-q This is the opposite of the -s option.

-t If the -t option is specified, all packets sent or received are printed on the standard
output. In addition, routed will not divorce itself from the controlling terminal so that
interrupts from the keyboard will kill the process.

Any other argument supplied is interpreted as the name of file in which routed’s actions should be logged. This log contains
information about any changes to the routing tables and, if not tracing all packets, a history of recent messages sent and
received that are related to the changed route.

In addition to the facilities described previously, routed supports the notion of “distant” passive and active gateways. When
routed is started, it reads the file to find gateways that might not be located using only information from the SI0GIFCONFioctl
(2). Gateways specified in this manner should be marked passive if they are not expected to exchange routing information,
whereas gateways marked active should be willing to exchange routing information (that is, they should have a routed process
running on the machine). Routes through passive gateways are installed in the kernel’s routing tables once upon startup.
Such routes are not included in any routing information transmitted. Active gateways are treated equally to network
interfaces. Routing information is distributed to the gateway, and if no routing information is received for a period of the
time, the associated route is deleted. Gateways marked external are also passive but are not placed in the kernel routing table
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nor are they included in routing updates. The function of external entries is to inform routed that another routing process
will install such a route and that alternate routes to that destination should not be installed. Such entries are only required
when both routers might learn of routes to the same destination.

The /etc/gateways is comprised of a series of lines, each in the following format:
<net host> namel gateway name2 metric value <passive active|external>
The net or host keyword indicates if the route is to a network or specific host.

namel is the name of the destination network or host. This can be a symbolic name located in or known to the name server if
started after named(8) or an Internet address specified in “dot” notation; see inet(3).

name2 is the name or address of the gateway to which messages should be forwarded.
value is a metric indicating the hop count to the destination host or network.

One of the keywords passive, active, Or external indicates if the gateway should be treated as passive or active (as described
previously) or whether the gateway is external to the scope of the routed protocol.

Internetwork routers that are directly attached to the ARPAnet or Milnet should use the Exterior Gateway Protocol (EGP) to
gather routing information rather than use a static routing table of passive gateways. EGP is required in order to provide
routes for local networks to the rest of the Internet system. Sites needing assistance with such configurations should contact
the Computer Systems Research Group at Berkeley.

FILES

/etc/gateways for distant gateways

SEE ALSO
udp(4), icmp(4), XNSrouted(8), htable(8)
Internet Transport Protocols, XSIS 028112, Xerox System Integration Standard

BUGS

The kernel’s routing tables may not correspond to those of routed when redirects change or add routes. routed should note
any redirects received by reading the ICMP packets received via a raw socket.

routed should incorporate other routing protocols, such as Xerox NS, xNsrouted(8), and EGP . Using separate processes for
each requires configuration options to avoid redundant or competing routes.

routed should listen to intelligent interfaces, such as an IMP, to gather more information. It does not always detect
unidirectional failures in network interfaces (such as when the output side fails).

HISTORY

The routed command appeared in BSD 4.2.
BSD 4.2, 16 March 1991

rpc.rusersd

rpc.rusersd—Logged-in users server.

SYNOPSIS

/usr/libexec/rpc.rusersd

DESCRIPTION

rpc.rusersd is a server that returns information about users currently logged in to the system.
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The currently logged-in users are queried using the rusers(1) command. The rpc.rusersd daemon is usually invoked by
inetd(8).

rpc.rusersd uses an RPC protocol defined in /usr/include/rpcsve.

SEE ALSO
rusers(1), who(1), w(1), inetd(8)
BSD 4.3, 7 June 1993

rpc.rwalld

rpc.rwalld—Write messages to users currently logged in to the server.

SYNOPSIS

/usr/libexec/rpc.rwalld

DESCRIPTION

rpc.rwalld is a server that will send a message to users currently logged in to the system. This server invokes the wa11(1)
command to actually write the messages to the system.

Messages are sent to this server by the rwa11(1) command. The rpc.rwalld daemon is usually invoked by inetd(8).
rpc.rwalld uses an RPC protocol defined in /usr/include/rpesve/rwall.x.

SEE ALSO
rwall(1), wal1(1), inetd(8)
BSD 4.3, 7 June 1993

rpcinfo

rpcinfo—Report RPC information.

SYNOPSIS

rpcinfo -p [host]

rpcinfo [-n portnum] -u host program [version]
rpcinfo [-n portnum] -t host program [version]
rpcinfo -b program version

rpcinfo -d program version

DESCRIPTION
rpcinfo makes an RPC call to an RPC server and reports what it finds.
OPTIONS
-p Probe the port mapper on host and print a list of all registered RPC programs. If host is
not specified, it defaults to the value returned by hostname(1).
-u Make an RPC call to procedure 0 of program on the specified host using UDP and
report whether a response was received.
-t Make an RPC call to procedure 0 of program on the specified host using TCP and report
whether a response was received.
-n Use portnum as the port number for the -t and -u options instead of the port number

given by the port mapper.
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b Make an RPC broadcast to procedure 0 of the specified program and version using UDP
and report all hosts that respond.
-d Delete registration for the RPC service of the specified program and version. This option

can be exercised only by the superuser.

The program argument can be either a name or a number. If a version is specified, rpcinfo attempts to call that version of the
specified program. Otherwise, rpcinfo attempts to find all the registered version numbers for the specified program by calling
version 0 (which is presumed not to exist; if it does exist, rpcinfo attempts to obtain this information by calling an extremely
high version number instead) and attempts to call each registered version. Note that the version number is required for -b
and -d options.

EXAMPLES
To show all the RPC services registered on the local machine, use

rpcinfo -p

To show all of the RPC services registered on the machine named klaxon, use

rpcinfo -p klaxon

To show all machines on the local net that are running the Yellow Pages service, use

rpcinfo -b ypserv “version’ -- uniq
“version~ is the current Yellow Pages version obtained from the results of the -p switch above.

To delete the registration for version 1 of the walld service, use
rpcinfo -d walld 1

SEE ALSO
rpc(5), portmap(8), RPC Programming Guide

BUGS

In releases prior to SunOS 3.0, the Network File System (NFS) did not register itself with the port mapper; rpcinfo cannot
be used to make RPC calls to the NFS server on hosts running such releases.

17 December 1987

rquotad, rpc.rquotad

rquotad, rpc.rquotad—Remote quota server.

SYNOPSIS

/usr/etc/rpc.rquotad

DESCRIPTION

rquotad is an rpc(3N) server that returns quotas for a user of a local filesystem that is mounted by a remote machine over the
NFS. The results are used by quota(1) to display user quotas for remote filesystems. The rquotad daemon is usually started at
boot time from the rc.net script.

FILES

quotas Quota file at the filesystem root
SEE ALSO
quota(l), rpc(3N), nfs(4P), services(5) inetd(8C)
17 December 1987
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rshd

rshd—Remote shell server.

SYNOPSIS

rshd [-alnL]

DESCRIPTION

The rshd server is the server for the rcmd(3) routine and, consequently, for the rsh(1) program. The server provides remote
execution facilities with authentication based on privileged port numbers from trusted hosts.

The rshd server listens for service requests at the port indicated in the cnd service specification; see services(5). When a
service request is received, the following protocol is initiated:

1. The server checks the client’s source port. If the port is not in the range 512-1023, the server aborts the connection.

2. The server reads characters from the socket up to a null (\e) byte. The resultant string is interpreted as an ASCII
number, base 10.

3. If the number received in Step 2 is nonzero, it is interpreted as the port number of a secondary stream to be used for the
stderr. A second connection is then created to the specified port on the client’s machine. The source port of this second
connection is also in the range 512-1023.

4. The server checks the client’s source address and requests the corresponding hostname (see gethostbyaddr(3), hosts(5),
and named(8)). If the hostname cannot be determined, the dot-notation representation of the host address is used. If the
hostname is in the same domain as the server (according to the last two components of the domain name), or if the -a
option is given, the addresses for the hostname are requested, verifying that the name and address correspond. If address
verification fails, the connection is aborted with the message, Host address mismatch.

5. Anull-terminated username of at most 16 characters is retrieved on the initial socket. This username is interpreted as
the user identity on the client’s machine.

6. A null-terminated username of at most 16 characters is retrieved on the initial socket. This username is interpreted as a
user identity to use on the server’s machine.

7. Anull-terminated command to be passed to a shell is retrieved on the initial socket. The length of the command is
limited by the upper bound on the size of the system’s argument list.

8. rshd then validates the user using ruserok(3), which uses the file and the file found in the user’s home directory. The -1
option prevents ruserok(3) from doing any validation based on the user’s .rhosts file, unless the user is the superuser.

9. Anull byte is returned on the initial socket and the command line is passed to the normal login shell of the user. The
shell inherits the network connections established by rshd.

Transport-level keep-alive messages are enabled unless the -n option is present. The use of keep-alive messages allows sessions
to be timed out if the client crashes or becomes unreachable.

The -L option causes all successful accesses to be logged to syslogd(8) as auth.info messages and all failed accesses to be
logged as auth.notice.
DIAGNOSTICS

Except for the last one listed, all diagnostic messages are returned on the initial socket, after which any network connections
are closed. An error is indicated by a leading byte with a value of 1 (o is returned in Step 9 upon successful completion of all
the steps prior to the execution of the login shell).

Locuser too long. The name of the user on the client’s machine is longer than 16 characters.

Ruser too long. The name of the user on the remote machine is longer than 16 characters.

Command too long. The command line passed exceeds the size of the argument list (as configured into the
system).

Login incorrect. No password file entry for the username existed.

Remote directory. The chdir command to the home directory failed.
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Permission denied. The authentication procedure described previously failed.

Can't make pipe. The pipe needed for the stderr wasn’t created.

Can't fork; try again. A fork by the server failed.

<shellname>: ... The user’s login shell could not be started. This message is returned on the connection

associated with the stderr and is not preceded by a flag byte.

SEE ALSO
rsh(1), rcmd(3), ruserok(3)

BUGS

The authentication procedure used here assumes the integrity of each client machine and the connecting medium. This is
insecure but is useful in an “open” environment.

A facility to allow all data exchanges to be encrypted should be present.
A more extensible protocol (such as Telnet) should be used.
BSD 4.2, 30 April 1991

rwhod

rwhod—System status server.

SYNOPSIS

rwhod

DESCRIPTION

rwhod is the server that maintains the database used by the rwho(1) and ruptime(1) programs. Its operation is predicated on
the ability to broadcast messages on a network.

rwhod operates as both a producer and consumer of status information. As a producer of information, it periodically queries
the state of the system and constructs status messages that are broadcast on a network. As a consumer of information, it
listens for other rwhod servers’ status messages, validating them and then recording them in a collection of files located in the
directory.

The server transmits and receives messages at the port indicated in the rwho service specification; see services(5). The
messages sent and received are of the form:

struct outmp {

char out_line[8]; /* tty name */
char out_name[8]; /* user id */
long out_time; /* time on */

b

struct whod {
char  wd_vers;
char  wd_type;
char  wd_fill[2];
int wd_sendtime;
int wd_recvtime;
char  wd_hostname[32];
int wd_loadav[3];
int wd_boottime;
struct whoent {

struct outmp we_utmp;
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int we_idle;

} wd_we[1024 / sizeof (struct whoent)];
Iy
All fields are converted to network byte order prior to transmission. The load averages are as calculated by the w(1) program
and represent load averages over the 5-, 10-, and 15-minute intervals prior to a server’s transmission; they are multiplied by
100 for representation in an integer. The hostname included is that returned by the gethostname(2) system call, with any
trailing domain name omitted. The array at the end of the message contains information about the users logged in to the
sending machine. This information includes the contents of the utmp(5) entry for each non-idle terminal line and a value
indicating the time in seconds since a character was last received on the terminal line.

Messages received by the rwho server are discarded unless they originated at an rwho server’s port. In addition, if the host’s
name, as specified in the message, contains any unprintable ASCII characters, the message is discarded. Valid messages
received by rwhod are placed in files named in the directory. These files contain only the most recent message, in the format
described previously.

Status messages are generated approximately once every three minutes. rwhod performs an n1ist(3) every 30 minutes to guard
against the possibility that this file is not the system image currently operating.

SEE ALSO

rwho(1), ruptime(1)

BUGS

There should be a way to relay status information between networks. Status information should be sent only upon request
rather than continuously. People often interpret the server dying or network communication failures as a machine going
down.

HISTORY
The rwhod command appeared in BSD 4.2.

BSD 4.2, 16 March 1991

sendmail

sendmail—Send mail over the Internet.

SYNOPSIS

sendmail [flags] [address ...]
newaliases

mailq [-v]

smtpd

bsmtp

runq

DESCRIPTION

sendmail sends a message to one or more recipients, routing the message over whatever networks are necessary. sendmail does
internetwork forwarding as necessary to deliver the message to the correct place.

sendmail is not intended as a user interface routine. Other programs provide user-friendly front ends. sendmail is used only to
deliver preformatted messages.

With no flags, sendmail reads its standard input up to an end-of-file or a line consisting only of a single dot and sends a copy
of the message found there to all the addresses listed. It determines the networks to use based on the syntax and contents of
the addresses.
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Local addresses are looked up in a file and aliased appropriately. Aliasing can be prevented by preceding the address with a
backslash. Usually, the sender is not included in any alias expansions; for example, if john sends to group and group includes
john in the expansion, then the letter will not be delivered to john.

Flags are

-ba

-bd

-bi
-bm
_bp
-bs

-bb
-bt

-bv

-bz
-C

-+ M

a o

file

X
fullname

name

x value

time

ident
addr
addr

name

Go into ARPANET mode. All input lines must end with a CR-LF, and all messages will
be generated with a CR-LF at the end. Also, the From: and Sender: fields are examined
for the name of the sender.

Run as a daemon. This requires Berkeley IPC. sendmail will fork and run in the
background, listening on socket 25 for incoming SMTP connections. This is usually run
from /etc/rc.

Initialize the alias database.
Deliver mail in the usual way (default).
Print a listing of the queue.

Use the SMTP protocol as described in RFC 821 on standard input and output. This
flag implies all the operations of the -ba flag that are compatible with SMTP.

Read batched SMTP (BSMTP) commands from standard input.

Run in address test mode. This mode reads addresses and shows the steps in parsing; it is
used for debugging configuration tables.

Verify names only; do not try to collect or deliver a message. Verify mode is usually used
for validating users or mailing lists.

Create the configuration freeze file.

Use alternate configuration file. sendmail refuses to run as root if an alternate configura-
tion file is specified. The frozen configuration file is bypassed.

Set debugging value to x.
Set the full name of the sender.

Sets the name of the “from” person (the sender of the mail). -f can only be used by
trusted users (usually root, daemon, and network) or if the person you are trying to
become is the same as the person you are.

Set the hop count to N. The hop count is incremented every time the mail is processed.
When it reaches a limit, the mail is returned with an error message, the victim of an
aliasing loop. If not specified, Received: lines in the message are counted.

Don't do aliasing.
Set option x to the specified value. Options are described later in this section.

Processed saved messages in the queue at given intervals. If time is omitted, process the
queue once. time is given as a tagged number, with s being seconds, m being minutes, h
being hours, d being days, and w being weeks. For example, -q1h3em or -q9em both set the
time-out to 1 hour, 30 minutes. If time is specified, sendmail runs in background. This
option can be used safely with -bd.

Process the queued message with the queue 1D ident.

Process the queued messages that have the string addr in one of the recipient addresses.
Process the queued messages that have the string addr in the sender address.

An alternate and obsolete form of the -f flag.

Read message for recipients. To:, Cc:, and Bcc: lines are scanned for recipient addresses.
The Bcc: line is deleted before transmission. Any addresses in the argument list are
suppressed; that is, they do not receive copies even if listed in the message header.

Go into verbose mode. Alias expansions are announced and so on.



sendmail 1389

There are also a number of processing options that can be set. Usually, these will only be used by a system administrator.
Options can be set either on the command line using the -o flag or in the configuration file. These are described in detail in
the Sendmail Installation and Operation Guide. The options are

A file Use alternate alias file.

c On mailers that are considered “expensive” to connect to, don’t initiate immediate
connection. This requires queuing.

d x Set the delivery mode to x. Delivery modes are i for interactive (synchronous) delivery,

b for background (asynchronous) delivery, and q for queue only (actual delivery is done
the next time the queue is run).

D Try to automatically rebuild the alias database if necessary.

e x Set error processing to mode x. Valid modes are m to mail back the error message, w to
“write” back the error message (or mail it back if the sender is not logged in), p to print
the errors on the terminal (default), q to throw away error messages (only exit status is
returned), and e to do special processing for the BerkNet. If the text of the message is
not mailed back by modes m or w and if the sender is local to this machine, a copy of the
message is appended to the file in the sender’s home directory.

F mode The mode to use when creating temporary files.

f Save UNIX-style From: lines at the front of messages.

gN The default group ID to use when calling mailers.

H file The SMTP help file.

i Do not take dots on a line by themselves as a message terminator.

k N Checkpoint the queue file after every n successful deliveries (default is 10). This avoids
excessive duplicate deliveries when sending to long mailing lists interrupted by system
crashes.

Ln The log level.

m Send also to “me” (the sender) if I am in an alias expansion.

0 If set, this message may have old style headers. If not set, this message is guaranteed to

have new style headers (commas instead of spaces between addresses). If set, an adaptive
algorithm is used that will correctly determine the header format in most cases.

Q queuedir Select the directory in which to queue messages.

r timeout The time-out on reads; if none is set, sendmail will wait forever for a mailer. This option
violates the word (if not the intent) of the SMTP specification, so the timeout should
probably be fairly large.

S file Save statistics in the named file.

s Always instantiate the queue file, even under circumstances where it is not strictly
necessary. This provides safety against system crashes during delivery.

T time Set the time-out on undelivered messages in the queue to the specified time. After
delivery has failed (for example, because of a host being down) for this amount of time,
failed messages will be returned to the sender. The default is three days.

t stz, dtz Set the name of the time zone.

U userdatabase If set, a user database is consulted to get forwarding information. You can consider this
an adjunct to the aliasing mechanism, except that the database is intended to be
distributed; aliases are local to a particular host. This might not be available if your
sendmail does not have the useros option compiled in.

unN Set the default user 1D for mailers.

w If not set, name server lookups will use a query type of ANy to find types cNAME, A, and Mx

and will cause all existing records to be cached by the local server. If there is (or might
be) a wildcard mx in the local domain or its parents that are searched, you must set this
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option, which uses a query type of cNavE only; otherwise, it causes all fully qualified
names to match as names in the local domain.

In aliases, the first character of a name can be a vertical bar to cause interpretation of the rest of the name as a command to
pipe the mail to. It might be necessary to quote the name to keep sendmail from suppressing the blanks between arguments.
For example, a common alias is

msgs: "|/usr/bin/msgs -s"

Aliases can also have the syntax to ask sendmail to read the named file for a list of recipients. For example, an alias such as
poets: ":include:/usr/local/lib/poets.list"

would read for the list of addresses making up the group.

sendmail returns an exit status describing what it did. The codes are defined in sysexits.h:

EX_OK Successful completion on all addresses.

EX_NOUSER Username not recognized.

EX_UNAVAILABLE Catchall meaning necessary resources were not available.
EX_SYNTAX Syntax error in address.

EX_SOFTWARE Internal software error, including bad arguments.
EX_OSERR Temporary operating system error, such as cannot fork.
EX_NOHOST Hostname not recognized.

EX_TEMPFAIL Message could not be sent immediately but was queued.

If invoked as newaliases, sendmail rebuilds the alias database. If invoked as mailq, sendmail prints the contents of the mail
queue. If invoked as smtpd, sendmail forks and runs as a daemon. If invoked as bsmtp, sendmail processes batched SMTP on
standard input. If invoked as runq, sendmail runs through the mail queue and makes what deliveries are possible.

FILES

Except for the file /etc/sendmail.cf itself, the following pathnames are all specified in /etc/sendmail.cf. Thus, these values
are only approximations.

/etc/aliases raw data for alias names
/etc/aliases.pag

/etc/aliases.dir database of alias names
/etc/sendmail.cf configuration file
/etc/sendmail . fc frozen configuration
/etc/sendmail.hf help file
/var/log/sendmail.st collected statistics

/var/spool/mqueue/* temp files

SEE ALSO
binmail(1), mail(l), rmail(1), syslog(3), aliases(5), mailaddr(7), rc(8); DARPA Internet Request for Comments RFC 819,
RFC 821, RFC 822; “Sendmail: An Internetwork Mail Router,” SMM and No.16, “Sendmail Installation and Operation
Guide,” SMM and No.7.

HISTORY

The sendmail command appeared in BSD 4.2.
BSD 4, 5 August 1991
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setfdprm

setfdprm—Sets user-provided floppy disk parameters.

SYNOPSIS
setfdprm [ -p ] device name
setfdprm [ -p ] device size sectors heads tracks stretch gap rate specl fmt_gap
setfdprm [ -c ] device
setfdprm [ -y ] device
setfdprm [ -n ] device
DESCRIPTION

setfdprm is a utility that can be used to load disk parameters into the auto-detecting floppy devices, to clear old parameter
sets, and to disable or enable diagnostic messages.

Without any options, setfdprm loads the device (usually /dev/fde or /dev/fd1) with a new parameter set with the name entry
found in /etc/fdprm (usually named 360/360 and so on). These parameters stay in effect until the media is changed.

OPTIONS
-p device name Permanently loads a new parameter set for the specified auto-configuring floppy device
for the configuration with name in /etc/fdprm. Alternatively, the parameters can be given
directly from the command line.
-¢ device Clears the parameter set of the specified auto-configuring floppy device.
-y device Enables format detection messages for the specified auto-configuring floppy device.
-n device Disables format detection messages for the specified auto-configuring floppy device.
BUGS
This documentation is grossly incomplete.
FILES
/etc/fdprm
AUTHOR

Werner Almesberger (almesber@nessie.cs.id.ethz.ch)
Linux 0.99, 20 November 1993

setserial

setserial—Get/set Linux serial port information.

SYNOPSIS

setserial [ -abqvVW ] device [ parameterl [ arg ] ] ...
setserial -g [ -abv ] devicel ...

DESCRIPTION

setserial is a program designed to set or report the configuration information associated with a serial port. This information
includes what 1/0 port and IRQ a particular serial port is using, whether the break key should be interpreted as the Secure
Attention Key, and so on.

During the normal bootup process, only COM ports 1-4 are initialized, using the default 1/0 ports and IRQ values, as
listed. To initialize any additional serial ports, or to change the COM 1-4 ports to a nonstandard configuration, the
setserial program should be used. Typically, it is called from an rc.serial script, which is usually run out of /etc/rc.local.
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The device argument or arguments specify the serial device that should be configured or interrogated. It will usually have the
following form: /dev/cua[0-3].

If no parameters are specified, setserial prints the port type (such as 8250, 16450, 16550, 16550A), the hardware 1/O port,
the hardware IRQ line, its “baud base,” and some of its operational flags.

If the -g option is given, the arguments to setserial are interpreted as a list of devices for which the characteristics of those
devices should be printed.

Without the -g option, the first argument to setserial is interpreted as the device to be modified or characteristics to be
printed, and any additional arguments are interpreted as parameters that should be assigned to that serial device.

For the most part, superuser privilege is required to set the configuration parameters of a serial port. A few serial port
parameters can be set by normal users, however, and these are noted as exceptions in this manual page.

OPTIONS
setserial accepts the following options:

-a When reporting the configuration of a serial device, print all available information.

-b When reporting the configuration of a serial device, print a summary of the device’s
configuration, which might be suitable for printing during the bootup process during
the /etc/rc script.

-q Be quiet. setserial will print fewer lines of output.
-v Be verbose. setserial will print additional status output.
-V Display version and exit.
-w Do wild interrupt initialization and exit.
PARAMETERS

The following parameters can be assigned to a serial port.

All argument values are assumed to be in decimal unless preceded by ox.

port port_number The port option sets the 1/O port as described previously.
irq irg_number The irq option sets the hardware IRQ as described previously.
uart uart_type This option is used to set the UART type. The permitted types are none, 8250, 16450,

16550, and 16550A. Because the 8250 and 16450 UARTS do not have FIFOs, and
because the original 16550 have bugs that make the FIFOs unusable, the FIFO will only
be used on chips identified as 16550A UARTS. Setting the UART type to 8250, 16450,
or 16550 will enable the serial port without trying to use the FIFO. Using the UART
type none will disable the port. Some internal modems are billed as having a “16550A
UART with a 1KB buffer.” This is a lie. They do not really have a 16550A-compatible
UART; instead, what they have is a 16450-compatible UART with a 1KB receive buffer
to prevent receiver overruns. This is important because they do not have a transmit
FIFO. Hence, they are not compatible with a 16550A UART, and the autocon-
figuration process will correctly identify them as 16450s. If you attempt to override this
using the uart parameter, you see dropped characters during file transmissions. These
UARTS usually have other problems: The skip test parameter also often must be
specified.

autoconfig When this parameter is given, setserial asks the kernel to attempt to automatically
configure the serial port. The 1/O port must be correctly set; the kernel will attempt to
determine the UART type, and if the auto_irq parameter is set, Linux will attempt to
automatically determine the IRQ. The autoconfigure parameter should be given after
the port, auto_irq, and skip_test parameters have been specified.
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auto_irq During autoconfiguration, try to determine the IRQ. This feature is not guaranteed to
always produce the correct result; some hardware configurations will fool the Linux
kernel. It is generally safer not to use the auto_irq feature but rather to specify the IRQ
to be used explicitly, using the irq parameter.

~auto_irq During autoconfiguration, do not try to determine the IRQ.

skip_test During autoconfiguration, skip the UART test. Some internal modems do not have
National Semiconductor compatible UARTS but have cheap imitations instead. Some of
these cheesy imitation UARTS do not fully support the loopback detection mode, which
is used by the kernel to make sure there really isa UART at a particular address before
attempting to configure it. For certain internal modems, you will need to specify this
parameter so Linux can initialize the UART correctly.

~skip_test During autoconfiguration, do not skip the UART test.

baud_base baud_base This option sets the base baud rate, which is the clock frequency divided by 16. Usually,
this value is 115200, which is also the fastest baud rate, which the UART can support.

spd_hi Use 57.6KB when the application requests 38.4KB. This parameter can be specified by
a non-privileged user.

spd_vhi Use 115KB when the application requests 38.4KB. This parameter can be specified by a
non-privileged user.

spd_cust Use the custom divisor to set the speed when the application requests 38.4KB. In this

case, the baud rate is the baud_base divided by the divisor. This parameter can be
specified by a non-privileged user.

spd_normal Use 38.4KB when the application requests 38.4KB. This parameter can be specified by
a non-privileged user.
divisor divisor This option sets the custom divisor. This divisor will be used when the spd_cust option

is selected and the serial port is set to 38.4KB by the application. This parameter can be
specified by a non-privileged user.

sak Set the break key at the Secure Attention Key.

~sak Disable the Secure Attention Key.

fourport Configure the port as an AST Fourport card.

~fourport Disable AST Fourport configuration.

close_delay delay Specify the amount of time, in hundredths of a second, that DTR should remain low on

a serial line after the callout device is closed before the blocked dial-in device raises DTR
again. The default value of this option is 50, or a half-second delay.

Session_lockout Lock out callout port (/dev/cuaxx) accesses across different sessions. That is, once a
process has opened a port, do not allow a process with a different session 1D to open
that port until the first process has closed it.

~session_lockout Do not lock out callout port accesses across different sessions.

pgrp_lockout Lock out callout port (/dev/cuaxx) accesses across different process groups. That is, once
a process has opened a port, do not allow a process in a different process group to open
that port until the first process has closed it.

~pgrp_lockout Do not lock out callout port accesses across different process groups.

hup_notify Notify a process blocked on opening a dial-in line when a process has finished using a
callout line (either by closing it or by the serial line being hung up) by returning eAcaIn
to the open.

The application of this parameter is for gettys that are blocked on a serial port’s dial-in
line. This allows the getty to reset the modem (which may have had its configuration
modified by the application using the callout device) before blocking on the open again.

~hup_notify Do not notify a process blocked on opening a dial-in line when the callout device is
hung up.
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split_termios Treat the termios settings used by the callout device and the termios settings used by the
dial-in devices as separate.

~split_termios Use the same termios structure to store both the dial-in and callout ports. This is the
default option.

callout_nohup If this particular serial port is opened as a callout device, do not hang up the tty when
carrier detect is dropped.

~callout_nohup Do not skip hanging up the tty when a serial port is opened as a callout device. Of

course, the HupcL termios flag must be enabled if the hangup is to occur.

CONSIDERATIONS OF CONFIGURING SERIAL PORTS

It is important to note that setserial merely tells the Linux kernel where it should expect to find the 1/0O port and IRQ lines
of a particular serial port. It does not configure the hardware, the actual serial board, to use a particular 1/0 port. To do that,
you need to physically program the serial board, usually by setting some jumpers or by switching some DIP switches.

This section provides some pointers in helping you decide how you want to configure your serial ports.
The “standard MS-DOS” port associations are

/dev/ttyse (COML), port 0x3f8 IRQ 4
/dev/ttys1 (COM2), port 0x2f8 IRQ 3
/dev/ttys2 (COM3), port 0x3e8 IRQ 4
/dev/ttys3 (COM4), port 0x2e8 IRQ 3

Due to the limitations in the design of the AT/ISA bus architecture, an IRQ line usually cannot be shared between two or
more serial ports. If you attempt to do this, one or both serial ports will become unreliable if you try to use both simulta-
neously. This limitation can be overcome by special multiport serial port boards, which are designed to share multiple serial
ports over a single IRQ line. Multiport serial cards supported by Linux include the AST FourPort, the Accent Async board,
the Usenet Serial 11 board, the Bocaboard BB-1004, BB-1008, and BB-2016 boards, and the HUB-6 serial board.

The selection of an alternative IRQ line is difficult because most of them are already used. The following table lists the
“standard MS-DOS” assignments of available IRQ lines:

IRQ 3 COom2
IRQ 4 COomM1
IRQ 5 LPT2
IRQ 7 LPT1

Most people find that IRQ 5 is a good choice, assuming that there is only one parallel port active in the computer. Another
good choice is IRQ 2 (a.k.a. IRQ 9), although this IRQ is sometimes used by network cards, and very rarely will VGA cards
be configured to use IRQ 2 as a vertical retrace interrupt. If your VGA card is configured this way, try to disable it so you
can reclaim that IRQ line for some other card. It's not necessary for Linux and most other operating systems.

The only other available IRQ lines are 3, 4, and 7, and these are probably used by the other serial and parallel ports. (If your
serial card has a 16-bit card edge connector and supports higher interrupt numbers, then IRQ 10, 11, 12, and 15 are also
available.)

On AT class machines, IRQ 2 is seen as IRQ 9, and Linux will interpret it in this manner.

IRQs other than 2 (9), 3, 4, 5, 7, 10, 11, 12, and 15 should not be used because they are assigned to other hardware and
cannot, in general, be changed. Here are the “standard” assignments:

IRQ 0 Timer channel 0

IRQ 1 Keyboard

IRQ 2 Cascade for controller 2
IRQ 3 Serial port 2

IRQ 4 Serial port 1
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IRQ5 Parallel port 2 (Reserved in PS/2)
IRQ 6 Floppy diskette
IRQ 7 Parallel port 1
IRQ 8 Real-time clock
IRQ 9 Redirected to IRQ2
IRQ 10 Reserved
IRQ 11 Reserved
IRQ 12 Reserved (Auxiliary device in PS/2)
IRQ 13 Math coprocessor
IRQ 14 Hard disk controller
IRQ 15 Reserved

CAUTION

Using an invalid port can lock up your machine.

FILES

/etc/rc.local
/etc/rc.serial

SEE ALSO

tty(4), ttys(4), kernel/chr_drv/serial.c

AUTHOR

The original version of setserial was written by Rick Sladkey (jrseworld.std.com) and was modified by Michael K. Johnson
(johnsonmestolaf.edu).

This version has since been rewritten from scratch by Theodore Ts'0 (tytsoemit.edu) on 1/1/93. Any bugs or problems are
solely his responsibility.

setserial 2.10, 27 August 1994

setsid

setsid—Run a program in a new session.

SYNOPSIS

setsid program [ arg ... ]

DESCRIPTION

setsid runs a program in a new session.
SEE ALSO
setsid(2)

AUTHOR
Rick Sladkey (jrseworld.std.com)
Linux 0.99, 20 November 1993
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showmount

shownount—Show mount information for an NFS server.

SYNOPSIS

/usr/etc/showmount [\-adehv\][\--all\][\--directories\]
[\--exports\][\--help\] [\--version\][\host\]

DESCRIPTION
showmount queries the mount daemon on a remote host for information about the state of the NFS server on that machine.
With no options, showmount lists the set of clients who are mounting from that host. The output from showmount is designed
to appear as though it were processed through sort -u.

OPTIONS
-a Or --all List both the client hostname and mounted directory in host:dir format.
-d Or --directories List only the directories mounted by some client.
-e OF - -exports Show the NFS server’s export list.
-h Or --help Provide a short help summary.
-v Or --version Report the current version number of the program.
--no-headers Suppress the descriptive headings from the output.
SEE ALSO
rpc.mountd(8), rpc.nfsd(8)
BUGS

The completeness and accuracy of the information that showmount displays varies according to the NFS server’s implementa-
tion. Because showmount sorts and uniques the output, it is impossible to determine from the output whether a client is
mounting the same directory more than once.

AUTHOR
Rick Sladkey (jrseworld.std.com)
6 October 1993

shutdown

shutdown—Close down the system.

SYNOPSIS
shutdown [ -h | -r ] [ -fgs ] [ now | hhiss | +mins ]
reboot [ -h |} -r 1 [ -fgs 1 [ now | hh:ss | +mins ]
fastboot [ -h | -r 1 [ -fgs ] [ now | hhiss | +mins ]
halt [ -h | -r ] [ -fgs ] [ now | hhiss | +mins ]
fasthalt [ -h | -r 1 [ -fgs ] [ now | hhiss | +mins ]
DESCRIPTION

In general, shutdown prepares the system for a power down or reboot. An absolute or delta time can be given, and periodic
messages will be sent to all users warning of the shutdown.

halt is the same as shutdown -h -q now.

fasthalt is the same as shutdown -h -q -f now.
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reboot is the same as shutdown -r -q now.
fastboot is the same as shutdown -r -q -f now.
The default delta time, if none is specified, is two minutes.

Five minutes before shutdown (or immediately, if shutdown is less than five minutes away), the /etc/nologin file is created
with a message stating that the system is going down and that logins are no longer permitted. The 1ogin(1) program will not
allow non-superusers to log in during this period. A message will be sent to all users at this time.

When the shutdown time arrives, shutdown notifies all users, tells init(8) not to spawn more getty(8)s, writes the shutdown
time into the /var/log/wtmp file, kills all other processes on the system, sync(2)s, unmounts all the disks, sync(2)s again, waits
for a second, and then either terminates or reboots the system.

OPTIONS
-h Halt the system. Do not reboot. This option is used when powering down the system.
-r Reboot the system.
-f Fast. When the system is rebooted, the filesystems will not be checked. This is arranged
by creating /fastboot, which /etc/rc must detect (and delete).
-q Quiet. This uses a default broadcast message and does not prompt the user for one.
-s Reboot in single-user mode. This is arranged by creating /etc/singleboot, which
simpleinit(8) detects (and deletes).
FILES
/etc/rc
/fastboot
/etc/singleboot
/etc/nologin
/var/log/wtmp
SEE ALSO
umount(8), login(1), reboot(2), simpleinit(8), init(8)
BUGS

Unlike the BSD shutdown, users are notified of shutdown only once or twice, instead of many times, and at shorter and
shorter intervals as “apocalypse approaches.”

AUTHOR

poeedaimi.aau.dk. Modified by jrseworld.std.com
Linux 0.99, 20 November 1993

simpleinit
simpleinit—Process control initialization.

SYNOPSIS

init [ single ]
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DESCRIPTION

init is invoked as the last step in the Linux boot sequence. If the single option is used, or if the file /etc/singleboot exists,
then single-user mode will be entered, by starting /bin/sh. If the file /etc/securesingle exists, then the root password will be
required to start single-user mode. If the root password does not exist, or if /etc/passwd does not exist, the checking of the
password will be skipped.

If the file /etc/Tz exists, then the contents of that file will be read and used to set the 1z environment variable for each
process started by simpleinit. This “feature” is only available if it's configured at compile time. It’s not usually needed.

After single-user mode is terminated, the /etc/rc file is executed, and the information in /etc/inittab will be used to start
Pprocesses.

While init is running, several signals are trapped with special action taken. Because init has PID 1, sending signals to the
init process is easy with the ki11(1) command.

If init catches a s1gHuP (hangup) signal, the /etc/inittab will be read again. If init catches a S1GTsTP (terminal stop) signal,
no more processes will be spawned. This is a toggle, which is reset if init catches another s1GTsTP signal.

If init catches a SIGINT (interrupt) signal, init will sync a few times and try to start reboot. Failing this, init will execute the
system reboot(2) call. Under Linu, it is possible to configure the Ctrl+Alt+Del sequence to send a signal to init instead of
rebooting the system.

THE inittab FILE

Because of the number of init programs that are appearing in the Linux community, the documentation for the
/ete/inittab file, which is usually found with the inittab(5) man page, is presented here:

The format is
ttyline:termcap-entry:getty-command
An example follows:

ttyl:console:/sbin/getty 9600 tty1
tty2:console:/sbin/getty 9600 tty2
tty3:console:/sbin/getty 9600 tty3
tty4:console:/sbin/getty 9600 tty4

# tty5:console:/sbin/getty 9600 tty5

# ttyS1:dumb:/sbin/getty 9600 ttySt

# ttyS2:dumb:/sbin/getty -m -t60 2400 ttyS2

Lines beginning with the # character are treated as comments. Please see documentation for the getty(8) command that you
are using because there are several of these in the Linux community at this time.

FILES
/etc/inittab
/etc/singleboot
/etc/securesingle
/etc/TZ
/etc/passwd

/etc/rc

SEE ALSO

inittab(5), ctrlaltdel(8) reboot(8), termcap(5), getty(8), agetty(8), shutdown(8)
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BUGS

This program is called simpleinit to distinguish it from the System V compatible versions of init that are starting to appear
in the Linux community. simpleinit should be linked to, or made identical with, init for correct functionality.

AUTHOR
Peter Orbaek (poeedaimi.aau.dk), version 1.20, with patches for single-user mode by Werner Almesberger.
Linux 0.99, 20 November 1993

slattach

slattach—Attach a network interface to a serial line.

SYNOPSIS

slattach [-v] [-p proto] [-s speed] [tty]

DESCRIPTION

slattach is a little program that can be used to put a normal terminal (“serial”) line into one of several “network” modes,
thus allowing you to use it for point-to-point links to other computers.

OPTIONS
[-v] Enable debugging output. Useful when determining why a given setup doesn’t work.
[-p proto] Set a specific kind of protocol to use on the line. The default is set to cs1ip, compressed
SLIP. Other possible values are s1ip (normal SLIP), ppp (Point-to-Point Protocol), and
kiss (AX.25 TNC protocol).
[-s speed] Set a specific line speed other than the default.
If no arguments are given, the current terminal line (usually the login device) is used.
Otherwise, an attempt is made to claim the indicated terminal port, lock it, and open it.
FILES
/dev/cua*
BUGS
None so far.
AUTHOR

Fred N. van Kempen (waltjeeuwalt.nl.mugnet.org)
20 September 1993

sliplogin
sliplogin—Attach a serial line network interface.

SYNOPSIS

sliplogin [loginname]

DESCRIPTION

sliplogin is used to turn the terminal line on standard input into a serial line IP SLIP link to a remote host. To do this, the
program searches the file for an entry matching 1oginname (which defaults to the current login name if omitted). If a
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matching entry is found, the line is configured appropriately for slip (8-bit transparent 1/0) and converted to slip line
discipline. Then a shell script is invoked to initialize the slip interface with the appropriate local and remote IP address,
netmask, and so on.

The usual initialization script is /etc/slip/slip.1lgin, but if particular hosts need special initialization, the file
/etc/slip/slip.login.loginname Will be executed instead if it exists. The script is invoked with the parameters

slipunit The unit number of the slip interface assigned to this line, such as e for s1e.
speed The speed of the line.
args The arguments from the entry, in order starting with 1oginname.

Only the superuser can attach a network interface. The interface is automatically detached when the other end hangs up or
the sliplogin process dies. If the kernel slip module has been configured for it, all routes through that interface will also
disappear at the same time. If there is other processing a site wants done upon hangup, the file /etc/slip/slip.logout Or
/etc/slip/slip.logout.loginname is executed if it exists. It is given the same arguments as the login script.

FORMAT OF /etc/slip.hosts

Comments (lines starting with a #) and blank lines are ignored. Other lines must start with a 1oginname, but the remaining
arguments can be whatever is appropriate for the file that will be executed for that name. Arguments are separated by
whitespace and follow normal sh(1) quoting conventions (however, loginname cannot be quoted). Usually, lines have the
form loginname local-address remote-address netmask opt-args. local-address and remote-address are the IP hostnames or
addresses of the local and remote ends of the slip line, and netmask is the appropriate IP netmask. These arguments are passed
directly to ifconfig(8). opt-args are optional arguments used to configure the line.

EXAMPLE

The normal use of sliplogin is to create a entry for each legal, remote slip site with s1iplogin as the shell for that entry,
such as

Sfoo:ikhuy6:2010:1:slip line to foo:/tmp:/usr/sbin/sliplogin.
(Our convention is to name the account used by remote host hostname as shostname.) Then an entry is added that looks like

Sfoo 'hostname' foo netmask

“hostname” Will be evaluated by sh to the local hosthame and netmask is the local host IP netmask.

Note that s1iplogin must be setuid to root, and although it’s not a security hole, moral defectives can use it to place terminal
lines in an unusable state or deny access to legitimate users of a remote slip line. To prevent this, a site can create a group, say
slip, that only the slip login accounts are put in and then make sure that /sbin/sliplogin isin group slip and mode 4550
(setuid root, only group slip can execute binary).

DIAGNOSTICS

sliplogin logs various information to the system log daemon, syslogd(8), with a facility code of daemon. The messages are
listed here, grouped by severity level.

Error Severity

ioctl (TCGETS): reason A TCGETS ioctl to get the line parameters failed.
ioctl (TCSETS): reason A TCSETS ioctl to set the line parameters failed.
/etc/slip.hosts: reason The file could not be opened.

access denied for user No entry for user was found in /etc/slip/slip.hosts

Notice Severity

"attaching slip unit" unit for Unit was successfully attached.
loginname SLIP unit
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SEE ALSO

slattach(8), syslogd(8)

HISTORY

The s1iplogin command is currently in beta test.
5 August 1991

swapon, swapoff

swapon, swapoff—Enable/disable devices and files for paging and swapping.

SYNOPSIS

/sbin/swapon -a
/sbin/swapon specialfile ...
/sbin/swapoff -a
/sbin/swapoff specialfile ...

DESCRIPTION

swapon is used to specify devices on which paging and swapping are to take place. Calls to swapon usually occur in the system
multiuser initialization file /etc/rc making all swap devices available, so that the paging and swapping activity is interleaved
across several devices and files.

Usually, the first form is used:

-a All devices marked as sw swap devices in /etc/fstab are made available.

swapoff disables swapping on the specified devices and files or on all swap entries in /etc/fstab when the -a flag is given.

SEE ALSO
swapon(2), swapoff(2), fstab(5), init(8), mkswap(8), rc(8), mount(8)
FILES
/dev/hd[ab]? Standard paging devices
/dev/sd[ab]? Standard (SCSI) paging devices
/etc/fstab ASCII filesystem description table
HISTORY
The swapon command appeared in 4.0 BSD.
AUTHORS

See the Linux mount(8) man page for a complete author list. Primary contributors include Doug Quale, H.J. Lu, Rick
Sladkey, and Stephen Tweedie.

Linux 0.99, 27 November 1993

sync

sync—Flush Linux filesystem buffers.

SYNOPSIS

sync
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DESCRIPTION

sync executes sync(2), which flushes the filesystem buffers to disk. sync should be called before the processor is halted in an
unusual manner (before causing a kernel panic when debugging new kernel code). In general, the processor should be halted
using the reboot(8) or halt(8) commands, which attempt to put the system in a quiescent state before calling sync(2).

From Linus: “Note that sync is only guaranteed to schedule the dirty blocks for writing: It can actually take a short time
before all the blocks are finally written. If you are doing the sync with the expectation of killing the machine soon after,
please take this into account and sleep for a few seconds. (The reboot(8) command takes these precautions.)”

SEE ALSO
sync(2), update(8), reboot(8), halt(8)

AUTHOR

Linus Torvalds (torvaldsecs.helsinki.fi)
Linux 0.99, 20 November 1993

sysklogd

sysklogd—Linux system logging utilities.

DESCRIPTION

sysklogd provides two system utilities, which provide support for system logging and kernel message trapping. Support of
both inetd and UNIX domain sockets enables this utility package to support both local and remote logging.

System logging is provided by a version of syslogd derived from the stock BSD sources. Support for kernel logging is
provided by the k1ogd utility, which allows kernel logging to be conducted in either a stand-alone fashion or as a client of
syslogd.

Although the syslogd sources have been heavily modified, a couple of notes are in order. First of all, there has been a
systematic attempt to ensure that syslogd follows standard BSD behavior as its default. The second important concept to

note is that this version of syslogd interacts transparently with the version of sysiog found in the standard libraries. If a
binary linked to the standard shared libraries fails to function correctly, we want an example of the anomalous behavior.

CONFIGURATION FILE SYNTAX DIFFERENCES

syslogd uses a slightly different syntax for its configuration file from that of the original BSD sources. Originally, all messages
of a specific priority and above were forwarded to the log file.

For example, the following line caused all output from the daemon facilities to go into /usr/adm/daemons:

# Sample syslog.conf
daemon.debug /usr/adm/daemons

Under the new scheme, this behavior remains the same. The difference is the addition of two new wildcard specifiers:
the asterisk (*) and the equals sign (=). The = specifies that all messages for the indicated facility are to be directed to the
destination. Note that this behavior is degenerate with specifying a priority level of debug. Users have indicated that the
asterisk notation is more intuitive.

The = wildcard is used to restrict logging to the specified priority class. This allows, for example, routing only debug messages
to a particular logging source.

For example, the following line in syslog.conf directs debug messages from all sources to the /usr/adm/debug file:

# Sample syslog.conf
daemon.=debug /usr/adm/debug
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This may take some acclimatization for those individuals used to the pure BSD behavior, but testers have indicated that this
syntax is somewhat more flexible than the BSD behavior. Note that these changes should not affect standard syslog.conf
files. You must specifically modify the configuration files to obtain the enhanced behavior.

SUPPORT FOR REMOTE LOGGING

These modifications provide network support to the syslogd facility. Network support means that messages can be forwarded
from one node running syslogd to another node running syslogd where they will be actually logged to a disk file.

The strategy is to have syslogd listen on a UNIX domain socket for locally generated log messages. This behavior will allow
syslogd to interoperate with the syslog found in the standard C library. At the same time, syslogd listens on the standard
syslog port for messages forwarded from other hosts. To have this work correctly, the services files (typically found in
Jusr/etc/inet) must have the following entry:

syslog 514/udp

To cause messages to be forwarded to another host, replace the normal file line in the syslog.conf file with the name of the
host to which the messages is to be sent prepended with an e.

For example, to forward all messages to a remote host, use the following syslog.conf entry:

# Sample syslogd configuration file to
# messages to a remote host forward all.
.* @hostname

To forward all kernel messages to a remote host, the configuration file is

# Sample configuration file to forward all kernel
# messages to a remote host.
kern.* @hostname

OUTPUT TO NAMED PIPES (FIFOS)

This version of syslogd has support for logging output to named pipes (FIFOs). A FIFO or named pipe can be used as a
destination for log messages by prepending a | to the name of the file. This is handy for debugging. Note that the FIFO must
be created with the mkfifo command before syslogd is started.

The following configuration file routes debug messages from the kernel to a FIFO:

# Sample configuration to route kernel debugging
# messages ONLY to /usr/adm/debug which is a

# named pipe.

kern.=debug |/usr/adm/debug

INSTALLATION CONCERNS

There is probably one important consideration when installing this version of syslogd. This version of syslogd is dependent
on proper formatting of messages by the syslog function. The functioning of the syslog function in the shared libraries
changed somewhere in the region of 1ibc.so.4.[2-4].n. The specific change was to null-terminate the message before
transmitting it to the /dev/1og socket. Proper functioning of this version of syslogd is dependent on null-termination of the
message.

This problem will typically manifest itself if old statically linked binaries are being used on the system. Binaries using old
versions of the syslog function will cause empty lines to be logged, followed by the message with the first character in the
message removed. Relinking these binaries to newer versions of the shared libraries will correct this problem.

SECURITY THREATS

There is the potential for the syslogd daemon to be used as a conduit for a denial of service attack. Thanks go to John
Morrison (jmorriso@rflab.ee.ubc.ca) for alerting me to this potential. A rogue programmer could very easily flood the
syslogd daemon with syslog messages resulting in the log files consuming all the remaining space on the filesystem.
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Activating logging over the inet domain sockets will of course expose a system to risks outside of programs or individuals on
the local machine.

Version 1.2 of the utility set will address this problem. In the meantime, there are a number of methods for protecting a
machine:

1. Logging can be directed to an isolated or non-root filesystem, which, if filled, will not impair the machine.

2. The ext2 filesystem can be used, which can be configured to limit a certain percentage of a filesystem to usage by root
only. Note that this will require syslogd to be run as a non-root process. Also note that this will prevent usage of remote
logging because syslogd will be unable to bind to the 514/UDP socket.

3. Disabling inet domain sockets will limit risk to the local machine.

4. Use Step 3 and if the problem persists and is not secondary to a rogue program or daemon, get a 3.5 foot (approximately
1 meter) length of sucker rod and have a chat with the user in question. A sucker rod is 3/4-, 7/8-, or 1-inch hardened
steel rod, male threaded on each end. Its primary use in the oil industry in Western North Dakota and other locations is
to pump-suck oil from oil wells. Secondary uses are for the construction of cattle feed lots and for dealing with the
occasional recalcitrant or belligerent individual.

FILES

/etc/syslog.conf

BUGS

Primarily, security concerns will be addressed in version 1.2.

SEE ALSO
klogd(1)

COLLABORATORS

Dr. Greg Wettstein (greg%wind.uucp@plains.nodak.edu)
Enjellic Systems Development

Oncology Research Division Computing Facility
Roger Maris Cancer Center

Fargo, ND

Stephen Tweedie
Department of Computer Science
Edinburgh University, Scotland

Juha Virtanen
(jiivee@hut.fi)

Shane Alderton
(shane@scs.apana.org.au)

Version 1.1, 28 January 1994

syslogd

syslogd—L0g systems messages.

SYNOPSIS

syslogd [-f config_file] [-m mark_interval] [-p log_socket]

DESCRIPTION

syslogd reads and logs messages to the system console, log files, and other machines or users as specified by its configuration
file. The options are as follows:
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-f Specify the pathname of an alternate configuration file; the default is /etc/syslog.conf.
-m Select the number of minutes between “mark” messages; the default is 20 minutes.
-p Specify the pathname of an alternate log socket; the default is /dev/log.

syslogd reads its configuration file when it starts up and whenever it receives a hangup signal. For information on the format
of the configuration file, see syslog.conf(5).

syslogd reads messages from the UNIX domain socket /dev/1log, from an Internet domain socket specified in /etc/services,
and from the special device /dev/klog (to read kernel messages).

syslogd creates the file /var/run/syslog.pid and stores its process ID there. This can be used to kill or reconfigure syslogd.

The message sent to syslogd should consist of a single line. The message can contain a priority code, which should be a
preceding decimal number in angle braces, such as <s>. This priority code should map into the priorities defined in the
include file <sys/syslog.h>.

FILES
/etc/syslog.conf The configuration file
/var/run/syslog.pid The process ID of current syslogd
/dev/1log Name of the UNIX domain datagram log socket
/dev/klog The kernel log device
SEE ALSO
logger(1), syslog(3), services(5), syslog.conf(5)
HISTORY

The syslogd command appeared in BSD 4.3.
BSD 4.2, 16 March 1991

talkd

talkd—Remote user communication server.

SYNOPSIS

talkd

DESCRIPTION

talkd is the server that notifies a user that someone else wants to initiate a conversation. It acts a repository of invitations,
responding to requests by clients who want to rendezvous to hold a conversation. In normal operation, a client, the caller,
initiates a rendezvous by sending a cTL msG to the server of type LoOK UP (See protocols/talkd.h). This causes the server to
search its invitation tables to check if an invitation currently exists for the caller (to speak to the callee specified in the
message). If the lookup fails, the caller then sends an ANNOUNCE message, causing the server to broadcast an announcement on
the callee’s login ports requesting contact. When the callee responds, the local server uses the recorded invitation to respond
with the appropriate rendezvous address and the caller and callee client programs establish a stream connection through
which the conversation takes place.

SEE ALSO
talk(1), write(1)
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HISTORY

The talkd command appeared in BSD 4.3.
BSD 4.3, 16 March 1991

telnetd

telnetd—DARPA Telnet protocol server.

SYNOPSIS

/etc/telnetd [-debug [port]] [-1][-D options][-D report]
[-D exercise][-D netdata] [-D ptydata]

DESCRIPTION

telnetd IS a server that supports the DARPA standard Telnet virtual terminal protocol. telnetd is invoked by the Internet
server (see inetd(8)), usually for requests to connect to the Telnet port as indicated by the /etc/services file (see
services(5)). If desired the -debug can be used, to start up telnetd manually, instead of through inetd(8). If started up this
way, port may be specified to run telnetd on an alternate TCP port number.

The -p option can be used for debugging purposes. This allows Telnet to print debugging information to the connection,
allowing the user to see what telnetd is doing. There are several modifiers: options prints information about the negotiation
of Telnet options, report prints the options information, plus some additional information about what processing is going
on, netdata displays the data stream received by telnetd, ptydata displays data written to the pty, and exercise has not been
implemented yet.

telnetd operates by allocating a pseudo-terminal device (see pty(4)) for a client) and then creating a login process that has the
slave side of the pseudo-terminal as stdin, stdout, and stderr. telnetd manipulates the master side of the pseudo-terminal,
implementing the Telnet protocol and passing characters between the remote client and the login process.

When a Telnet session is started, telnetd sends Telnet options to the client side, indicating a willingness to do a remote echo
of characters, to suppress go ahead, to do remote flow control, and to receive terminal type information, terminal Speed
information, and window size information from the remote client. If the remote client is willing, the remote terminal type is
propagated in the environment of the created login process. The pseudo-terminal allocated to the client is configured to
operate in cooked mode and with xTABs and cruoD enabled (see tty(4)).

telnetd is willing to do echo, binary, suppress go ahead, and timing mark. telnetd is willing to have the remote client
do linemode, binary, terminal type, terminal speed, window size, toggle flow control, environment, X display location, and
suppress (JO ahead.

If the file /etc/issue.net i present, telnetd will show its contents before the login prompt of a Telnet session (see
issue.net(5)).

SEE ALSO

telnet(1), issue.net(5)

BUGS
Some Telnet commands are only partially implemented.

Because of bugs in the original 4.2 BSD telnet(1), telnetd performs some dubious protocol exchanges to try to discover if
the remote client is, in fact, a 4.2 BSD telnet(1).

Binary mode has no common interpretation except between similar operating systems (UNIX; in this case).
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The terminal type name received from the remote client is converted to lowercase. telnetd never sends Telnet go ahead
commands.

20 April 1991

tftpd

tftpd—DARPA Trivial File Transfer Protocol server.

SYNOPSIS

tftpd [directory ...]

DESCRIPTION

tftpd is a server that supports the DARPA Trivial File Transfer Protocol. The TFTP server operates at the port indicated in
the tftp service description; see services(5). The server is usually started by inetd(8).

The use of tftp(1) does not require an account or password on the remote system. Due to the lack of authentication
information, tftpd will allow only publicly readable files to be accessed. Files may be written only if they already exist and are
publicly writable. Note that this extends the concept of public to include all users on all hosts that can be reached through
the network; this may not be appropriate on all systems, and its implications should be considered before enabling the tftp
service. The server should have the user ID with the lowest possible privilege.

SEE ALSO
tftp(1), inetd(8)

HISTORY

The tftpd command appeared in BSD 4.2.
BSD 4.2, 13 May 1991

timed

timed—Time server daemon.

SYNOPSIS

timed [-M] [-t] [-d] [-i network] [-n network] [-F hostl host2 ...]

DESCRIPTION

timed is a time server daemon and is usually invoked at boot time from the rc(8) file. It synchronizes the host’s time with the
time of other machines in a local area network running timed(8). These time servers will slow down the clocks of some
machines and speed up the clocks of others to bring them to the average network time. The average network time is
computed from measurements of clock differences using the ICMP timestamp request message.

The service provided by timed is based on a master-slave scheme. When timed(8) is started on a machine, it asks the master
for the network time and sets the host’s clock to that time. After that, it accepts synchronization messages periodically sent by
the master and calls adjtime(2) to perform the needed corrections on the host’s clock.

It also communicates with date(1) to set the date globally and with timedc(8), a timed control program. If the machine
running the master crashes, then the slaves elect a new master from among slaves running with the -m flag. A timed running
without the -mor -F flags remains a slave. The -t flag enables timed to trace the messages it receives in the file
/var/log/timed.log. Tracing can be turned on or off by the program timedc(8). The -d flag is for debugging the daemon.

It causes the program to not put itself into the background. Usually, timed checks for a master time server on each network
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to which it is connected, except as modified by the options. It requests synchronization service from the first master server
located. If permitted by the -u flag, it provides synchronization service on any attached networks on which no current master
server is detected. Such a server propagates the time computed by the top-level master. The -n flag, followed by the name of
a network that the host is connected to (see networks(5)), overrides the default choice of the network addresses made by the
program. Each time the -n flag appears, that network name is added to a list of valid networks. All other networks are
ignored. The -1 flag, followed by the name of a network to which the host is connected (see networks(5)), overrides the
default choice of the network addresses made by the program. Each time the -i flag appears, that network name is added to a
list of networks to ignore. All other networks are used by the time daemon. The -n and -i flags are meaningless if used
together.

timed checks for a master time server on each network to which it is connected, except as modified by the -n and -i options.
If it finds masters on more than one network, it chooses one network on which to be a “slave” and then periodically checks
the other networks to see if the masters there have disappeared.

One way to synchronize a group of machines is to use an NTP daemon to synchronize the clock of one machine to a distant
standard or a radio receiver and -F hostname to tell its timed daemon to trust only itself.

Messages printed by the kernel on the system console occur with interrupts disabled. This means that the clock stops while
they are printing. A machine with many disk or network hardware problems and consequent messages cannot keep good
time by itself. Each message typically causes the clock to lose a dozen milliseconds. A time daemon can correct the result.

Messages in the system log about machines that failed to respond usually indicate machines that crashed or were turned off.
Complaints about machines that failed to respond to initial time settings are often associated with “multi-homed” machines
that looked for time masters on more than one network and eventually chose to become a slave on the other network.

WARNING

If two or more time daemons, whether timed, NTP, try to adjust the same clock, temporal chaos will result. If both this and
another time daemon are run on the same machine, ensure that the -F flag is used, so that timed never attempts to adjust the
local clock.

The protocol is based on UDP/IP broadcasts. All machines within the range of a broadcast that are using the TSP protocol
must cooperate. There cannot be more than a single administrative domain using the - flag among all machines reached by
a broadcast packet. Failure to follow this rule is usually indicated by complaints concerning “untrusted” machines in the
system log.

FILES
/var/log/timed.log tracing file for timed
/var/log/timed.masterlog log file for master timed

SEE ALSO

date(1), adjtime(2), gettimeofday(2), icmp(4), timedc(8), “TSP: The Time Synchronization Protocol for UNIX 4.3 BSD,”
R. Gusella, S. Zatti.

HISTORY
The timed daemon appeared in BSD 4.3.

BSD 4.3, 11 May 1993

timedc

timedc—Timed control program.

SYNOPSIS

timedc [command] [argument ...]
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timedc is used to control the operation of the timed(8) program. It may be used to

Measure the differences between machines’ clocks

Find the location where the master time server is running
Enable or disable tracing of messages received by timed
Perform various debugging actions

Without any arguments, timedc will prompt for commands from the standard input. If arguments are supplied, timedc
interprets the first argument as a command and the remaining arguments as parameters to the command. The standard input
may be redirected, causing timedc to read commands from a file. Commands may be abbreviated; recognized commands are

? [command ...]

help [command ...]

clockdiff host ...

msite [host ...]
trace {on | off}

election host

quit Exit from timedc

Print a short description of each command specified in the argument list or, if no
arguments are given, a list of the recognized commands.

Compute the differences between the clock of the host machine and the clocks of the
machines given as arguments.

Show the master time server for specified hosts.
Enable or disable the tracing of incoming messages to timed in the file.

Asks the daemon on the target host to reset its “election” timers and to ensure that a
time master has been elected.

Other commands may be included for use in testing and debugging timed; the help command and the program source may

be consulted for details.

FILES

/var/log/timed.log tracing file for timed

/var/log/timed.masterlog log file for master timed

SEE ALSO

date(1), adjtime(2), icmp(4), timed(8), “TSP: The Time Synchronization Protocol for UNIX 4.3 BSD,” R. Gusella, S. Zatti.

DIAGNOSTICS

?Ambiguous command
?Invalid command

?Privileged command

HISTORY

Abbreviation matches more than one command
No match found
Command can be executed by root only

The timedc command appeared in BSD 4.3.

traceroute

BSD 4.3, 11 May 1993

traceroute—Print the route that packets take to the network host.

SYNOPSIS

traceroute [-m max_ttl] [-n] [-p port] [-q nqueries]
[-r] [-s src_addr] [-t tos] [-w waittime] host [packetsize]
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DESCRIPTION
The Internet is a large and complex aggregation of network hardware, connected together by gateways. Tracking the route
one’s packets follow (or finding the miscreant gateway that’s discarding your packets) can be difficult. traceroute utilizes the
IP protocol time-to-live field and attempts to elicit an 1cup TIME_EXCEEDED response from each gateway along the path to
some host.

The only mandatory parameter is the destination hostname or IP number. The default probe datagram length is 38 bytes,
but this can be increased by specifying a packet size (in bytes) after the destination hostname.

Other options are

-m maxttl Set the max time-to-live (max number of hops) used in outgoing probe packets. The
default is 30 hops (the same default used for TCP connections).

-n Print hop addresses numerically rather than symbolically and numerically (saves a
nameserver address-to-name lookup for each gateway found on the path).

-p port Set the base UDP port number used in probes (default is 33434). traceroute hopes that

nothing is listening on UDP ports base to base + nhops -1 at the destination host (so an
ICMP PORT_UNREACHABLE message will be returned to terminate the route tracing). If
something is listening on a port in the default range, this option can be used to pick an
unused port range.

-q nqueries Set the number of probes per tt1 to nqueries (default is three probes).

-r Bypass the normal routing tables and send directly to a host on an attached network. If
the host is not on a directly attached network, an error is returned. This option can be
used to ping a local host through an interface that has no route through it (for example,
after the interface was dropped by routed(8)).

-s src_addr Use the following IP address (which must be given as an IP number, not a hostname) as
the source address in outgoing probe packets. On hosts with more than one IP address,
this option can be used to force the source address to be something other than the IP
address of the interface the probe packet is sent on. If the IP address is not one of this
machine’s interface addresses, an error is returned and nothing is sent.

-t tos Set the type-of-service in probe packets to the following value (default zero). The value
must be a decimal integer in the range o to 255. This option can be used to see if
different types of service result in different paths. (If you are not running a BSD 4.3
tahoe or later system, this may be academic because the normal network services such as
Telnet and FTP don’t let you control the TOS). Not all values of TOS are legal or
meaningful; see the IP spec for definitions. Useful values are probably (1ow delay) and
(high throughput).

-v Verbose output. Received ICMP packets other than TIME_EXCEEDED and UNREACHABLES are
listed.
- Set the time (in seconds) to wait for a response to a probe (default is 3 seconds).

This program attempts to trace the route an IP packet would follow to some Internet host by launching UDP probe packets
with a small tt1 (time to live) and then listening for an ICMP “time exceeded” reply from a gateway. We start our probes
with a tt1 of one and increase by one until we get an ICMP “port unreachable” (which means we got to “host”) or hit a max
(which defaults to 30 hops and can be changed with the -m flag). Three probes (changed with the -q flag) are sent at each tt1
setting and a line is printed showing the tt1, address of the gateway, and round-trip time of each probe. If the probe answers
come from different gateways, the address of each responding system will be printed. If there is no response within a three
second time-out interval (changed with the -w flag), a * is printed for that probe.

We don’t want the destination host to process the UDP probe packets, so the destination port is set to an unlikely value (if
some clod on the destination is using that value, it can be changed with the -p flag).
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A sample use and output might be

[yak 71]% traceroute nis.nsf.net.
traceroute to nis.nsf.net (35.1.1.48), 30 hops max,

56 byte packet
helios.ee.lbl.gov (128.3.112.1) 19 ms 19 ms O ms
lilac-dmc.Berkeley.EDU (128.32.216.1) 39 ms 39 ms 19 ms
lilac-dmc.Berkeley.EDU (128.32.216.1) 39 ms 39 ms 19 ms
ccngw-ner-cc.Berkeley.EDU (128.32.136.23) 39 ms 40 ms 39 ms
ccn-nerif22.Berkeley.EDU (128.32.168.22) 39 ms 39 ms 39 ms
128.832.197.4 (128.32.197.4) 40 ms 59 ms 59 ms
131.119.2.5 (131.119.2.5) 59 ms 59 ms 59 ms
129.140.70.13 (129.140.70.13) 99 ms 99 ms 80 ms
129.140.71.6 (129.140.71.6) 139 ms 239 ms 319 ms
10 129.140.81.7 (129.140.81.7) 220 ms 199 ms 199 ms
11 nic.merit.edu (35.1.1.48) 239 ms 239 ms 239 ms

® N oW =

©

Note that Lines 2 and 3 are the same. This is due to a buggy kernel on the second hop system—1b1-csam.arpa—that
forwards packets with a zero tt1 (a bug in the distributed version of 4.3 BSD). Note that you have to guess what path the
packets are taking cross-country because the NSFNet (129.140) doesn’t supply address-to-name translations for its NSSs.

A more interesting example is

[yak 72]% traceroute allspice.lcs.mit.edu.

traceroute to allspice.lcs.mit.edu (18.26.0.115), 30 hops max

1 helios.ee.lbl.gov (128.3.112.1) @0 ms @ ms 0 ms
lilac-dmc.Berkeley.EDU (128.32.216.1) 19 ms 19 ms 19 ms
lilac-dmc.Berkeley.EDU (128.32.216.1) 39 ms 19 ms 19 ms
ccngw-ner-cc.Berkeley.EDU (128.32.136.23) 19 ms 39 ms 39 ms
ccn-nerif22.Berkeley.EDU (128.32.168.22) 20 ms 39 ms 39 ms
128.32.197.4 (128.32.197.4) 59 ms 119 ms 39 ms

131.119.2.5 (131.119.2.5) 59 ms 59 ms 39 ms

129.140.70.13 (129.140.70.13) 80 ms 79 ms 99 ms

9 129.140.71.6 (129.140.71.6) 139 ms 139 ms 159 ms

10 129.140.81.7 (129.140.81.7) 199 ms 180 ms 300 ms

11 129.140.72.17 (129.140.72.17) 300 ms 239 ms 239 ms

12 * ok x

13 128.121.54.72 (128.121.54.72) 259 ms 499 ms 279 ms

14 * ok x

15 * k%

16 * ok x

17 * k%

18 ALLSPICE.LCS.MIT.EDU (18.26.0.115) 339 ms 279 ms 279 ms

® N oA WD

Note that the gateways 12, 14, 15, 16, and 17 hop away. Either don’t send ICMP “time exceeded” messages or send them
with a tt1 too small to reach us. Lines 14-17 are running the MIT C Gateway code that doesn’t send “time exceeded”s. God
only knows what's going on with 12.

The silent gateway 12 may be the result of a bug in the 4.[23] BSD network code (and its derivatives): 4.x (x <= 3) sends an
unreachable message using whatever tt1 remains in the original datagram. Because for gateways the remaining tt1 is zero, the
ICMP “time exceeded” is guaranteed to not make it back to us. The behavior of this bug is slightly more interesting when it
appears on the destination system:

helios.ee.lbl.gov (128.3.112.1) @ ms @ ms @ ms
lilac-dmc.Berkeley.EDU (128.32.216.1) 39 ms 19 ms 39 ms
lilac-dmc.Berkeley.EDU (128.32.216.1) 19 ms 39 ms 19 ms
ccngw-ner-cc.Berkeley.EDU (128.32.136.23) 39 ms 40 ms 19 ms
ccn-nerif35.Berkeley.EDU (128.32.168.35) 39 ms 39 ms 39 ms
csgw.Berkeley.EDU (128.32.133.254) 39 ms 59 ms 39 ms

*kk

*kk

©® N oA WD =



Part VIII: Administration and Privileged Commands

Q kkx

10 * * *

11 * * x

P
13 rip.Berkeley.EDU (128.32.131.22) 59 ms ! 39 ms ! 39 ms

!

Notice that there are 12 “gateways” (13 is the final destination) and exactly the last half of them are “missing.” What's really
happening is that rip (a Sun-3 running Sun OS3.5) is using the tt1 from our arriving datagram as the tt1 in its ICMP reply.
The reply will time out on the return path (with no notice sent to anyone because ICMPs aren’t sent for ICMPs) until we
probe with a tt1 that's at least twice the path length. That is, rip is really only seven hops away. A reply that returns with a
tt1 of 1 is a clue this problem exists. traceroute prints a ! after the time if the tt1 is less than or equal to 1. Because vendors
ship a lot of obsolete (DEC Ultrix, Sun 3.x) or non-standard HPUX software, expect to see this problem frequently or take
care picking the target host of your probes. Other possible annotations after the time are !H, !N, !P (got a host, network, or
protocol unreachable), s, or tF (source route failed or fragmentation needed—neither of these should ever occur and the
associated gateway is busted if you see one). If almost all the probes result in some kind of unreachable, traceroute will give
up and exit.

This program is intended for use in network testing, measurement, and management. It should be used primarily for manual
fault isolation. Because of the load it could impose on the network, it is unwise to use traceroute during normal operations
or from automated scripts.

AUTHOR

Implemented by Van Jacobson from a suggestion by Steve Deering. Debugged by a cast of thousands with particularly
cogent suggestions or fixes from C. Philip Wood, Tim Seaver, and Ken Adelman.

SEE ALSO
netstat(1), ping(8)
BSD 4.3, 6 June 1993

tune2fs

tune2fs—Adjust tunable filesystem parameters on second extended filesystems.

SYNOPSIS

tune2fs [ -1 ][-c max-mount-counts ][-e errors-behavior ]
[-1 interval-between-checks ][ -m reserved-blocks-percentage ]
[-r reserved-blocks-count ][-u user ][-g group ]device

DESCRIPTION
tune2fs adjusts tunable filesystem parameters on a Linux second extended filesystem.

Never use tune2fs on a read/write mounted filesystem to change parameters!

OPTIONS
-C max-mount-counts Adjust the maximal mounts count between two filesystem checks.
-e errors-behavior Change the behavior of the kernel code when errors are detected. errors-behavior can
be one of the following:
continue Continue normal execution.
remount -ro Remount the filesystem read-only.

panic Causes a kernel panic.
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-g group Set the user group that can benefit from the reserved blocks. group can be a numerical
GID or a group name.

interval-between-checks[d!m!w] Adjust the maximal time between two filesystem checks. No postfix or d results in days,
m in months, and w in weeks. A value of o will disable the time-dependent checking.

[y

-1 List the contents of the filesystem superblock.
-m reserved-blocks-percentage Adjust the reserved blocks percentage on the given device.
-r reserved-blocks-count Adjust the reserved blocks count on the given device.
-u user Set the user who can benefit from the reserved blocks. user can be a numerical UID or a
username.
BUGS
We didn’t find any bugs. Perhaps there are bugs, but it’s unlikely.
WARNING
Use this utility at your own risk. You’re modifying filesystems.
AUTHOR

tune2fs was written by Remy Card (cardemasi.ibp.fr), the developer and maintainer of the ext2 filesystem. tune2fs
uses the ext2fs library written by Theodore T'so (tytsoemit.edu). This manual page was written by Christian Kuhtz
(chkedata-hh.Hanse.DE). Time-dependent checking was added by Uwe Ohse (uweetirka.gun.de).

AVAILABILITY

tune2fs is available for anonymous FTP from ftp.ibp.fr and tsx-11.mit.edu N /pub/linux/packages/ext2fs.
SEE ALSO
dumpe2fs(8), e2fsck(8), mke2fs(8)
Version 0.5b, November 1994

tunelp

tunelp—Set various parameters for the Ip device.

SYNOPSIS

tunelp device [-i IRQ |
| -w WAIT | -a [onjoff]
\ -r | -s | -q [onjoff]

DESCRIPTION
tunelp sets several parameters for the /dev/1p? devices, for better performance (or for any performance at all, if your printer
won’'t work without it...). Without parameters, tunelp tells whether the device is using interrupts, and if so, which one.
With parameters, tunelp sets the device characteristics accordingly. The parameters are as follows:

-t TIME | -c CHARS
| -0 [onjoff] | -C [on,off]
]

-i <IRQ> The IRQ to use for the parallel port in question. If this is set to something nonzero, -t
and -c have no effect. If your port does not use interrupts, this option will make
printing stop. tunelp -i o restores non-interrupt driven (polling) action, and your
printer should work again. If your parallel port does support interrupts, interrupt-driven
printing should be somewhat faster and efficient and will probably be desirable.

-t <TIME> The amount of time in jiffies that the driver waits if the printer doesn’t take a character
for the number of tries dictated by the -c parameter. 1o is the default value. If you want
the fastest possible printing and don’t care about system load, you can set this to . If
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-C <CHARS>

-w <WAIT>

-a [onjoff]

-0 [on}off]

-C [on}off]

-r
-q [on}off]

update state

update_state—Update system state.

SYNOPSIS

update_state

DESCRIPTION

you don’t care how fast your printer goes or are printing text on a slow printer with a
buffer, then see (5 seconds) should be fine and will give you very low system load. This
value generally should be lower for printing graphics than text, by a factor of approxi-
mately 10, for best performance.

The number of times to try to output a character to the printer before sleeping for

-t <TIME>. It is the number of times around a loop that tries to send a character to the
printer. 120 appears to be a good value for most printers. 250 is the default because there
are some printers that require a wait this long, but feel free to change this. If you have a
very fast printer like an HP Laserjet 4, a value of 10 might make more sense. If you have
areally old printer, you can increase this.

Setting -t <T1IME> tO @ is equivalent to setting -c <cHARS> to infinity.

The busy loop counter for the strobe signal. Although most printers appear to be able to
deal with an extremely short strobe, some printers demand a longer one. Increasing this
from the default @ might make it possible to print with those printers. This can also
make it possible to use longer cables.

This is whether to abort on printer error; the default is not to. If you are sitting at your
computer, you probably want to be able to see an error and fix it and have the printer go
on printing. On the other hand, if you aren’t, you might rather that your printer spooler
find out that the printer isn’t ready, quit trying, and send you mail about it. The choice
is yours.

This option is much like -a. It makes any open() of this device check to see that the
device is online and not reporting any out-of-paper or other errors. This is the correct
setting for most versions of 1pd.

This option adds extra (“careful”) error checking. When this option is on, the printer
driver will ensure that the printer is online and not reporting any out-of-paper or other
errors before sending data. This is particularly useful for printers that usually appear to
accept data when turned off.

This option returns the current printer status, both as a decimal number from 0 to 255
and as a list of active flags. When this option is specified, -q off, turning off the display
of the current IRQ, is implied.

-0, -C, and -s all require a Linux kernel version of 1.1.76 or later.
This option resets the port. It requires a Linux kernel version of 1.1.80 or later.
This option sets printing the display of the current IRQ setting.

Cohesive Systems, 26 August 1992

update_state updates a bunch of system states. It takes a long time to execute and would be suitable for execution in a cron

job.

Currently, update_state performs the following functions: updates the locate database (in /usr/1ib/locate), updates the
whatis database(in /usr/man, /usr/local/man, /usr/X386/man, and /usr/interviews/man), and updates the TeX 1s-r cache file

(in /usr/lib/texmf).
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BUGS

The script expects things to be where the FSSTND says they are. For example, if you have makewhatis(8) in /usr/1ib, where
it is traditionally, then you lose, because it should be in /usr/bin.

SEE ALSO
cron(8), find(1), locate(1)

AUTHOR

Rik Faith (faithecs.unc.edu)
Linux 1.0 8, July 1994

uucico

uucico—UUCP file transfer daemon.

SYNOPSIS
uucico [ options ]
DESCRIPTION

The uucico daemon processes file transfer requests queued by uucp(1) and uux(1). It is started when uucp or uux is run (unless
they are given the -r option). It is also typically started periodically using entries in the crontab tables.

When invoked with -r1, --master, -s, --system, or -S, the daemon will place a call to a remote system, running in master
mode. Otherwise, the daemon will start in slave mode, accepting a call from a remote system. Typically, a special login name
will be set up for UUCP, which automatically invokes uucico when a call is made.

When uucico terminates, it invokes the uuxqt(8) daemon, unless the -q or - -nouuxqt option is given; uuxqt(8) executes any
work orders created by uux(1) on a remote system and any work orders created locally that have received remote files for
which they were waiting.

If a call fails, uucico will usually refuse to retry the call until a certain (configurable) amount of time has passed. This may be
overridden by the -f, -force, or -s option.

The -1, --prompt, -e, Or --1oop Options may be used to force uucico to produce its own prompts of login: and Password: .
When another daemon calls in, it will see these prompts and log in as usual. The login name and password are usually
checked against a separate list kept specially for uucico rather than the /etc/passwd file; it is possible on some systems to
direct uucico to use the /etc/passwd file. The -1 or -prompt option will prompt once and then exit; in this mode, the UUCP
administrator or the superuser may use the -u or -1ogin option to force a login name, in which case uucico will not prompt
for one. The -e or -1oop option will prompt again after the first session is over; in this mode, uucico will permanently control
a port.

If uucico receives a SIGQUIT, SIGTERM, Or SIGPIPE signal, it will cleanly abort any current conversation with a remote system
and exit. If it receives a s1aHUP signal, it will abort any current conversation, but will continue to place calls to (if invoked
with -r1 or --master) and accept calls from (if invoked with -e or --1loop) other systems. If it receives a SIGINT signal, it will
finish the current conversation but will not place or accept any more calls.

OPTIONS

The following options may be given to uucico:

-r1, ---master Start in master mode (call out to a system); implied by -s, --system, or -s. If no system
is specified, call any system for which work is waiting to be done.
-r0, ---slave Start in slave mode. This is the default.

-s system, ---system system Call the named system.
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-S system Call the named system, ignoring any required wait. This is equivalent to -s system -f.
-f, ---force Ignore any required wait for any systems to be called.
-1, - - -prompt Prompt for login name and password using login: and password: . This allows uucico to

be easily run from inetd(8). The login name and password are checked against the
UUCP password file, which probably has no connection to the file /etc/passwd. The
--login option may be used to force a login hame, in which case uucico will only
prompt for a password.

-p port, ---port port Specify a port to call out on or to listen to.

-e, ---loop Enter endless loop of login/password prompts and slave mode daemon execution. The
program will not stop by itself; you must use ki11(1) to shut it down.

-w, ---wait After calling out (to a particular system when -s, --system, or -s is specified or to all
systems that have work when just -r1 or --master is specified), begin an endless loop as
with --1loop.

-q, - - -nouuxqt Do not start the uuxqt(8) daemon when finished.

-c, ---quiet If no calls are permitted at this time, then don’t make the call, but also do not put an

error message in the log file and do not update the system status (as reported by
uustat(1)). This can be convenient for automated polling scripts, which may want to
simply attempt to call every system rather than worry about which particular systems
may be called at the moment. This option also suppresses the log message indicating
that there is no work to be done.

-C, ---ifwork Only call the system named by -s, --systenm, or -s if there is work for that system.

-D, - - -nodetach Do not detach from the controlling terminal. Normally, uucico detaches from the
terminal before each call out to another system and before invoking uuxqt. This option
prevents this.

-u name, ---login name Set the login name to use instead of that of the invoking user. This option may only be
used by the UUCP administrator or the superuser. If used with - -prompt, this will cause
uucico to prompt only for the password, not the login name.

-z, ---try-next If a call fails after the remote system is reached, try the next alternate rather than simply
exiting.
-i type, ---stdin type Set the type of port to use when using standard input. The only support port type is

TLI, and this is only available on machines that support the TLI networking interface.
Specifying -iTLI causes uucico to use TLI calls to perform 1/O.

-X type, -X type, ---debug type Turn on particular debugging types. The following types are recognized: abnormal, chat,
handshake, uucp-proto, proto, port, config, spooldir, execute, incoming, outgoing.
Multiple types may be given, separated by commas, and the - -debug option may appear
multiple times. A number may also be given, which will turn on that many types from
the foregoing list; for example, --debug 2 is equivalent to - -debug abnormal,chat.
The debugging output is sent to the debugging file, usually one of /usr/spool/uucp/Debug,
/usr/spool/uucp/DEBUG, OF /usr/spool/uucp/.Admin/audit.local.

-1 file, ---config file Set configuration file to use. This option may not be available, depending on how
uucico Was compiled.
-v, ---version Report version information and exit.
--help Print a help message and exit.
-u login This option is ignored. It is only included because some versions of uucpd invoke uucico
with it.
FILES

The filenames may be changed at compilation time or by the configuration file, so these are only approximations:

fusr/lib/uucp/config Configuration file.
fusr/lib/uucp/passwd Default UUCP password file.
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Jusr/spool/uucp UUCP spool directory.
/usr/spool/uucp/Log UUCP log file.
/usr/spool/uucppublic Default UUCP public directory.
/usr/spool/uucp/Debug Debugging file.

SEE ALSO
kil1(1), uucp(1), uux(1), uustat(1), uuxqt(8)

AUTHOR

lan Lance Taylor (ianeairs.com)
Taylor UUCP 1.05

vmstat

vmstat—Report virtual memory statistics.

SYNOPSIS
vmstat [ -n ] [ delay [ count ] ]
DESCRIPTION

vmstat reports information about processes, memory, paging, block 10, traps, and CPU activity.
The first report produced gives averages since the last reboot. Additional reports give information on a sampling period of
length delay. The process and memory reports are instantaneous in either case.

OPTIONS

The -n switch causes the header to be displayed only once rather than periodically.

delay is the delay between updates in seconds. If no delay is specified, only one report is printed with the average values since
boot.

count is the number of updates. If no count is specified and delay is defined, count defaults to infinity.

FIELD DESCRIPTIONS

Procs

r The number of processes waiting for runtime.

b The number of processes in uninterruptible sleep.

w The number of processes swapped out but otherwise runnable.

This field is calculated, but Linux never desperation swaps.

Memory

swpd The amount of virtual memory used (KB).

free The amount of idle memory (KB).

buff The amount of memory used as buffers (KB).
Swap

si Amount of memory swapped in from disk (KB/s).

s0 Amount of memory swapped to disk (KB/s).
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10
bi Blocks sent to a block device (blocks/s).
bo Blocks received from a block device (blocks/s).
System
in The number of interrupts per second, including the clock.
cs The number of context switches per second.

CPU (These are percentages of total CPU time.)

us User time.

sy System time.

id Idle time.
NOTES

vmstat does not require special permissions.
These reports are intended to help identify system bottlenecks. Linux vmstat does not count itself as a running process.
All Linux blocks are currently 1KB, except for CD-ROM blocks, which are 2KB.

FILES

/proc/meminfo
/proc/stat
/proc/*/stat

SEE ALSO
ps(1), top(1), free(1)
BUGS

vmstat does not tabulate the block 10 per device or count the number of system calls.

AUTHOR
Written by Henry Ware (al172@eyfn.ysu.edu)
Throatwobbler Ginkgo Labs, 27 July 1994

Vipw
vipw—Edit the password file.

SYNOPSIS

vipw

DESCRIPTION
vipw edits the password file after setting the appropriate locks and does any necessary processing after the password file is
unlocked. If the password file is already locked for editing by another user, vipw will ask you to try again later. The default
editor for vipw is vi(1).
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ENVIRONMENT
If the following environment variable exists, it will be utilized by vipw:
EDITOR The editor specified by the string. ep1tor will be invoked instead of the default editor
vi(l).
SEE ALSO
passwd(1), vi(1), passwd(5)
HISTORY

The vipw command appeared in BSD 4.0.
BSD 4, 16 March 1991

zdump

zdump—Time zone dumper.

SYNOPSIS

zdump [ -v ][-c cutoffyear ] [ zonename ... ]

DESCRIPTION
zdump prints the current time in each zonename named on the command line.
These options are available:

-v For each zonename on the command line, print the current time, the time at the lowest
possible time value, the time one day after the lowest possible time value, the times both
one second before and exactly at each detected time discontinuity, the time at one day
less than the highest possible time value, and the time at the highest possible time value.
Each line ends with isdst=1 if the given time is Daylight Saving Time or isdst=0

otherwise.

-¢ cutoffyear Cut off the verbose output near the start of the given year.
SEE ALSO

newctime(3), tzfile(5), zic(8)
Z1C

zic—Time zone compiler.
SYNOPSIS

zic [ -v ][-d directory ][-1 localtime ][-p posixrules ]

[-L leapsecondfilename ][-s ] [ -y command ][filename ... ]
DESCRIPTION

zic reads text from the files named on the command line and creates the time conversion information files specified in this
input. If a filename is -, the standard input is read.

These options are available:

-d directory Create time conversion information files in the named directory rather than in the
standard directory named below.
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-1 timezone Use the given time zone as local time. zic will act as if the input contained a link line of
the form.

Link timezone localtime.

-p timezone Use the given time zone’s rules when handling POSIX-format time zone environment
variables. zic will act as if the input contained a link line of the form.

Link timezone posixrules.

-L leapsecondfilename Read leap second information from the file with the given name. If this option is not
used, no leap second information appears in output files.

-v Complain if a year that appears in a data file is outside the range of years representable
by time(2) values.

-s Limit time values stored in output files to values that are the same whether they’re taken
to be signed or unsigned. You can use this option to generate SVVS-compatible files.

-y command Use the given command rather than yearistype when checking year types.

Input lines are made up of fields. Fields are separated from one another by any number of whitespace characters. Leading
and trailing whitespace on input lines is ignored. An unquoted sharp character (#) in the input introduces a comment that
extends to the end of the line the sharp character appears on. Whitespace characters and sharp characters may be enclosed in
double quotes (*) if they’re to be used as part of a field. Any line that is blank (after comment stripping) is ignored. Non-
blank lines are expected to be of one of three types: rule lines, zone lines, and link lines.

A rule line has the form
Rule NAME FROM TO TYPE IN ON AT SAVE LETTER/S

For example:
Rule US 1967 1973 - Apr lastSun 2:00 1:00 D

The fields that make up a rule line are

NAME Gives the (arbitrary) name of the set of rules this rule is part of.

FROM Gives the first year in which the rule applies. Any integer year can be supplied; the
Gregorian calendar is assumed. The word minimum (Or an abbreviation) means the
minimum year representable as an integer. The word maximum (Or an abbreviation) means
the maximum year representable as an integer. Rules can describe times that are not
representable as time values, with the unrepresentable times ignored; this allows rules to
be portable among hosts with differing time value types.

TO Gives the final year in which the rule applies. In addition to minimum and maximum,
the word only (or an abbreviation) may be used to repeat the value of the Frow field.
TYPE Gives the type of year in which the rule applies. If TYPe is -, the rule applies in all years

between From and To inclusive. If TYPe is something else, then zic executes the command
yearistype year type

to check the type of a year. An exit status of zero is taken to mean that the year is of the
given type; an exit status of one is taken to mean that the year is not of the given type.

IN Names the month in which the rule takes effect. Month names may be abbreviated.
ON Gives the day on which the rule takes effect. Recognized forms include

5 The fifth of the month

lastSun The last Sunday in the month

lastMon The last Monday in the month

Sun>=8 First Sunday on or after the eighth

Sun<=25 Last Sunday on or before the 25th

Names of days of the week may be abbreviated or spelled out in full.
Note that there must be no spaces within the on field.
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AT Gives the time of day at which the rule takes effect. Recognized forms include
2 Time in hours
2:00 Time in hours and minutes
15:00 24-hour format time (for times after noon)
1:28:14 Time in hours, minutes, and seconds

Any of these forms may be followed by the letter w if the given time is local wall clock
time, s if the given time is local standard time, or u (or g or z) if the given time is
universal time; in the absence of an indicator, wall clock time is assumed.

SAVE Gives the amount of time to be added to local standard time when the rule is in effect.
This field has the same format as the AT field (although, of course, the w and s suffixes
are not used).

LETTER/S Gives the variable part (for example, the s or b in EST or EDT) of time-zone abbrevia-
tions to be used when this rule is in effect. If this field is -, the variable part is null.

A zone line has the form
Zone NAME GMTOFF RULES/SAVE FORMAT [UNTIL]

For example:
Zone Australia/Adelaide 9:30 Aus CST 1971 Oct 31 2:00

The fields that make up a zone line are

NAME The name of the time zone. This is the name used in creating the time conversion
information file for the zone.
GMTOFF The amount of time to add to GMT to get standard time in this zone. This field has the

same format as the AT and save fields of rule lines; begin the field with a minus sign if
time must be subtracted from GMT.

RULES/SAVE The name of the rules that apply in the time zone or, alternately, an amount of time to
add to local standard time. If this field is -, standard time always applies in the time
zone.

FORMAT The format for time zone abbreviations in this time zone. The pair of characters %s is

used to show where the variable part of the time-zone abbreviation goes. Alternately, a
slash (/) separates standard and daylight abbreviations.

UNTIL The time at which the GMT offset or the rules change for a location. It is specified as a
year, a month, a day, and a time of day. If this is specified, the time-zone information is
generated from the given GMT offset and rule change until the time specified.

The next line must be a continuation line; this has the same form as a zone line except
that the string zone and the name are omitted because the continuation line will place
information starting at the time specified as the unTiL field in the previous line in the file
used by the previous line. Continuation lines may contain an unTiL field, just as zone
lines do, indicating that the next line is a further continuation.

A link line has the form

Link LINK-FROM LINK-TO
For example:
Link US/Eastern ESTSEDT

The Link-Frou field should appear as the name field in some zone line; the Link-To field is used as an alternate name for that
zone.

Except for continuation lines, lines may appear in any order in the input.

Lines in the file that describe leap seconds have the following form:
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Leap YEAR MONTH DAY HH:MM:SS CORR R/S
For example:
Leap 1974 Dec 31 23:59:60 + S

The YEAR, MONTH, DAY, and HH:MM:Ss fields tell when the leap second happened. The corr field should be + if a second was
added or - if a second was skipped. The r/s field should be (an abbreviation of) stationary if the leap second time given by
the other fields should be interpreted as GMT or (an abbreviation of) Rol1ing if the leap second time given by the other
fields should be interpreted as local wall clock time.

NOTE

For areas with more than two types of local time, you may need to use local standard time in the AT field of the earliest
transition time’s rule to ensure that the earliest transition time recorded in the compiled file is correct.

FILE

Jusr/local/etc/zoneinfo Standard directory used for created files.

SEE ALSO

newctime(3), tzfile(5), zdump(8)
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add timer,del timer,init timer

add_timer, del_timer, init_timer—Manage event timers.

SYNOPSIS

#include <asm/param.h>

#include <linux/timer.h>

extern void add_timer(struct timer_list * timer);

extern int del_timer(struct timer_list * timer)

extern inline void init_timer(struct timer_list * timer);

DESCRIPTION

add_timer schedules an event, adding it to a linked list of events maintained by the kernel. de1_timer deletes a scheduled
event. timer points to a

struct timer_list {

struct timer_list *next;

struct timer_list *prev;
unsigned long expires;

unsigned long data;

void (*function) (unsigned long);

b

init_timer Sets next and prev to NULL. This is required for the argument of add_timer. expires is the desired duration of the
timer in jiffies, where there are Hz (typically 100) jiffies per second. When the timer expires, function is called with data as
its argument. It is the responsibility of function to delete the event. If the same function is managing several timers, the
argument can be used to distinguish which one expired.

RETURN VALUE

del_timer returns zero on error—if next or prev are not NULL, but the timer was not found. de1_timer also sets expires to the
time remaining before the timer expires and sets next and prev to NULL. Thus, calling del_timer followed immediately by
add_timer is a no-op provided a kernel tick does not occur between the two calls.

AUTHOR

Linus Torvalds
Linux 1.2.8, 31 May 1995

adjust_clock

adjust_clock—Adjusts startup time counter to tick in GMT.

SYNOPSIS

linux/kernel/sys.c
void adjust_clock();

DESCRIPTION

This routine adjusts the startup time by adding the time zone information to it. The goal is to get the startup time ticking in
GMT time.

NOTES

This routine is called from settimeofday(2) when the time-zone information is first set.
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AUTHOR

Theodore T'so (tytso@mit.edu)

SEE ALSO

settimeofday(2)
Linux 0.99.10, 7 July 1993

ctrl alt del

ctrl_alt_del—Routes the keyboard interrupt Ctrl+Alt+Del key sequence.

SYNOPSIS

linux/kernel/sys.c
void ctrl_alt_del(void);

DESCRIPTION

This simple routine tests the variable c_a_b for a true/false condition. If it is true, a hard reset is done by the system.
Otherwise, a signal SIGINT is sent to the process with the process ID 1, usually a program called init.

WARNINGS

This routine is in interrupt mode. It cannot sync() your system. Data loss may occur. It is recommended that you configure
your system to send a signal to init, where you can control the shutdown.

NOTES

The default of this function is to do hard resets immediately.

AUTHOR

Linus Torvalds

SEE ALSO

reboot(2), reset_hard_now(9), sync(2)
Linux 0.99.10, 6 July 1993

file table

file_table—Detailed description of the table and table entry.

SYNOPSIS
From #include <linux/fs.h>

struct file {

mode_t f_mode;

dev_t f_rdev; /* needed for /dev/tty */
off_t f_pos;

unsigned short f_flags;

unsigned short f_count;

unsigned short f_reada;

struct file *f_next, *f_prev;

struct inode *f_inode;
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struct file_operations *f_op;
H

From linux/fs/file_table.c

struct file *first_file;
int nr_files = 0;

DESCRIPTION

The file table is fundamentally important to any UNIX system. It is where all open files (Linux includes closed files as well)
are stored and managed by the kernel. For Linux, you can hardly do anything without referencing it in some way.

Linux stores its file table as a double circular linked list. The root pointer to the “head” of this list is first_file. Also, a count
of how many entries are in the file table is maintained, called nr_files. Under this scheme, the file table for Linux could be
as large as memory could hold. Unfortunately, this would be unmanageable in most cases. Your computer would be in the
kernel most of the time when processes are more important. To keep this from happening, nr_files is tested against NR_FILE
to limit the number of file table entries.

UNDERSTANDING THE STRUCTURE OF THE FILE TABLE

The file table is organized as a double circular linked list. Imagine a circle of people with everyone facing the same direction.
Each person is facing so that one arm is in the circle and the other arm is outside the circle. Now, if each person put his or
her right hand on the shoulder of the person in front of him or her and if each person touched the person behind him or her
with his or her left hand. You have formed two circles of arms, one inside and the other outside. The right arms represent
pointers to the next entry (or person). The left arms represent pointers to the previous entry (or person).

THE FILE STRUCTURE, A FILE TABLE ENTRY

At first glance, a table entry looks quite simple. An entry contains how a file was opened, what tty device, a reference count,
pointers to other entries, pointer to v-node (the vfs i-node) filesystem-specific i-node information, and so on.

f_mode After ANDing with o Accmope, this is what bits 0 and 1 mean:
00 No permissions needed
01 Read-permission
10 Write-permission
11 Read-write
f_rdev It is used only with tty lines. It contains the major and minor numbers of the tty device.
f_pos The current position in a file, if meaningful.
f_flags Storage for the flags from open() and fcntl()
f_count Reference counter
f_reada This is a Boolean variable where True means that an actual read is needed.
f_next, f_prev Pointers to other entries
f_inode Pointer to v-node and filesystem-specific i-node information
f_op Pointer to a file’s operations
AUTHOR
Linus Torvalds
SEE ALSO

insert_file free(9), remove_file_free(9), put_last_free(9) grow_files(9), file_table_init(9), get_empty_filp(9)
Linux 0.99.10, 11 July 1993
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file table init

file_table_init—Initializes the file table in the kernel.

SYNOPSIS

linux/fs/file_table.c unsigned long file_table_init(
unsigned long start, unsigned long end);

DESCRIPTION
This routine is called from kernel_start() in linux/init/main.c. It sets first_file, a struct file pointer, to nuLL. This is the
head of the linked list of open files maintained in the kernel, the infamous file table in all UNIXs.

RETURN VALUE

Returns start.

NOTES

Because this is part of the kernel’s startup routine, it has the option to allocate memory, in kernel space, for itself. It does not
need to do this and returns the new start of memory for the next initializing section. In this case, start is returned unmodi-
fied.

AUTHOR

Linus Torvalds
Linux 0.99.10, 9 July 1993

filesystems

filesystems—Details the table of configured filesystems.

SYNOPSIS
linux/fs/filesystems.c
From #include <linux/fs.h>

struct file system type {

struct super_block *(*read_super) (struct super_block *, void *, int);
char *name;

int requires dev;

Iy

DESCRIPTION
This source code makes a data structure call file_systems[], which contains all the configured filesystems for the kernel. It is
used primarily in linux/fs/super.c for many of the mounting of filesystems functions.

THE MEANINGS

This first member, in struct file_system_type, is a function pointer to a routine that will read in the super_block. A
super_block generically means an i-node or special place on the device where information about the overall filesystem is
stored.

The name is just the string representation of the name of a specific filesystem, such as ext2 or minix.

The final member, int_requires_dev, is a Boolean value. If it is True, then the filesystem requires a block device. For False, it
is unclear what happens, but an unnamed device is used, such as proc and nfs.



Part I1X: Kernel Reference Guide

AUTHOR

Linus Torvalds
Linux 0.99.10, 12 July 1993

get_empty filp
get_empty_filp—Fetches an unreferenced entry from the file table.

SYNOPSIS

linux/fs/file table.c
struct file *get_empty_filp(void);

DESCRIPTION

This routine will seek out an entry that is not being referenced by any processes. If none are found, then it will add new
entries to the file table, minimum of NR_FILE entries.

NOTES

Due to grow_files(), a whole page of entries is created at one time. This may make more than NR_FILE entries. Also when an
unreferenced entry is found, it is moved to the “end” of the file table. This heuristic is used to speed up finding unreferenced
entries.

RETURN VALUE

nuLL—No entries were found and the file table is full.

Returns a pointer to the entry in the file table.

AUTHOR

Linus Torvalds

SEE ALSO
grow_files(9)
Linux 0.99.10, 12 July 1993

grow_files
grow_files—Adds entries to the file table.

SYNOPSIS

linux/fs/file table.c
void grow_files(void);

DESCRIPTION

This function adds entries to the file table. First, it allocates a page of memory. It fills the entire page with entries, adding
each to the file table.

AUTHOR

Linus Torvalds
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SEE ALSO

insert_file free(9), remove_file_free(9), put_last_free(9)
Linux 0.99.10, 12 July 1993

in_group p

in_group_p—Searches group IDs for a match.

SYNOPSIS

linux/kernel/sys.c
int in_group_p(gid_t grp);

DESCRIPTION

Searches supplementary group IDs and the effective group ID for a match with grp.

RETURN VALUE

Returns True (1) if found; otherwise, false (0).

AUTHOR

Linus Torvalds
SEE ALSO

getgroups(2), getgid(2), getregid(2), setgid(2), setregid(2), setgroups(2)
Linux 0.99.10, 7 July 1993

insert file free

insert_file free—Adds a file entry into the file table.

SYNOPSIS

linux/fs/file_table.c
static void insert_file_free(struct file *file);

DESCRIPTION

This nightmare of pointers adds file into the file table with the root pointer at fite. This is a building block of the file table
management.

AUTHOR

Linus Torvalds

SEE ALSO
file_table_init(9), remove_file_free(9), put_last_free(9)
See file_table(9) for details on the file table structure.
Linux 0.99.10
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kernel mktime
kernel_mktime—Convert startup struct mktime into the number of seconds since 00:00:00 January 1, 1970.

SYNOPSIS

linux/kernel/mktime.c
long kernel_mktime(struct mktime * time);

DESCRIPTION

This routine is called from time_init(void), linux/init/main.c. kernel_mktime () converts struct mktime (initialized from
CMOS) into an encoded long.

CONVERSION METHOD

First an array, month[12], is created, holding how many seconds have passed to reach a peculiar month for a leap year. Next,
it subtracts 70 from the current year, making 1970 the beginning year. It is math magic after this point; please look yourself.
If you know why it does this, then send e-mail (see nroff source).

RETURN VALUE

Returns the encoded time in a long.

FILES

linux/kernel/mktime.c home of routine
NOTES

This routine is called only during startup of the kernel.

Historically, the value (encoded long) counts the number of seconds since the Epoch, which occurred at 00:00:00 January 1,
1970, and is called Coordinated Universal Time (UTC). In older manuals, this event is called Greenwich Mean Time
(GMT).

WARNINGS

kernel_mktime () doesn’t check to see if the year is greater than 1969. Be sure your CMOS is set correctly. It is customary to
set on-board clocks to GMT and let processes who ask for the time to convert it to local time, if necessary.

RESTRICTIONS

For kernel use only.

AUTHOR

Linus Torvalds
Linux 0.99.10, 5 July 1993

proc_sel

proc_sel—Select a process by a criterion.

SYNOPSIS

linux/kernel/sys.c
#include <linux/resource.h>
static int proc_sel(struct task_struct *p, int which, int who);



remove_file_free
DESCRIPTION

Compares a task p to supplied information or the current task in some aspect of priority. If who is zero, the comparison is task
p and the current task. Otherwise, who and *p are the supplied information for the comparison.

OPTIONS

Valid values of which:

PRIO_PROCESS Compares process ID numbers. There is an exception here. If who is not zero and task p is
the current task, then True is always returned.
PRIO_PGRP Compares process group leader numbers.
PRIO_USER Compares user |D numbers.
RETURN VALUE
Returns truth values (o, 1).
AUTHOR
Linus Torvalds
SEE ALSO

sys_setpriority(2), sys_getpriority(2)
Linux 0.99.10, 7 July 1993

put file last
put_file last—Moves a file to the “end” of the file table.

SYNOPSIS

linux/fs/file table.c
static void put_last_free(struct file *file);

DESCRIPTION
This function will remove file from the file table and insert it again at the end. You can access by

first_file->prev

AUTHOR

Linus Torvalds

SEE ALSO

insert_file_free(9), remove_file_free(9)

Linux 0.99.10, 11 July 1993

remove file free

remove_file_free—Remove a file table entry from the linked list.

SYNOPSIS

linux/fs/file table.c
static void remove_file_free(struct file *file);
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DESCRIPTION

This routine removes the file from the table. This is used mostly for moving a file to the “end” of the list.

AUTHOR

Linus Torvalds

SEE ALSO

insert_file free(9), put_file_last(9)
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* (asterisk), bash special parameters

Symbols

* (asterisk), bash special
parameters, 15
@ (at sign), bash special
parameters, 15
\ (backslash), bash escape
character, 14
$ (dollar sign)
bash special parameters, 15
expansion, 19
ftp command, 148
I (exclamation point)
bash special parameters, 15
ftp command, 148
I'command (telnet), 512
> (greater than sign),
redirection operator, 21
- (hyphen), bash special
parameters, 15
< (less than sign), redirection
operator, 21
| (pipeline), bash, 12
# (pound sign)
bash comments, 14
bash special parameters, 15
? (question mark)
bash special parameters, 15
ftp command, 152
? command
telnet, 512
xauth, 591
_ (underscore), bash special
parameters, 15
/ directory, 1236
0, bash special parameter, 15
8859-1 character set, 1064
8859-2 character set, 1064
8859-3 character set, 1064
8859-4 character set, 1064
8859-5 character set, 1065
8859-6 character set, 1065
8859-7 character set, 1065
8859-8 character set, 1065
8859-9 character set, 1065
8859-10 character set, 1065

A

Abekas YUV bytes, converting
to portable pixmaps, 731
abort( ) function, 892
abs( ) function, 892-893
absolute values, 892-893
floating-point numbers, 919
long integers, 960-961
accept, 740-741
access, 741-742
errors, 741
restrictions, 741
return value, 741
access control
files, changing permissions,
61-62
hosts_access, 1133-1136
diagnostics, 1136
files, 1133, 1136
operators, 1134
patterns, 1133-1134
remote username lookup,
1134-1135
rules, 1133
shell commands, 1134
wildcards, 1134
language extensions,
1137-1139
memory, 804-805
NNTP sites, 1167-1168
account (ftp command), 148
acct, 742
acos( ) function, 893
acosh( ) function, 893-894
active, 1104-1105
active.times, 1104-1105
add (cvs command), 96
ADD_ADDRESS environ-
ment variable, 529
add_timer, 1424
addftinfo, 2
addgroup, 1258-1259
addmntent( ) function,
935-936

addresses
Internet, manipulating,
953-954
mail addressing, 1244-1246
abbreviations, 1245
case sensitivity, 1245
compatibility, 1245
postmasters, 1246
routing, 1245
physical, accessing, 818
sed, 476
virtual memory, remapping,
805-806
adduser, 1258-1259
adduser.conf, 1105
adjtimex, 742-743
adjust_clock, 1424-1425
admin (cvs command), 96
advisory locks, open files
(applying/removing), 757
afmtodit, 2-4
files, 3
options, 3
running, 3
agetty, 1259-1262
arguments, 1260
bugs, 1261
diagnostics, 1261
files, 1261
issue escapes, 1261
options, 1260
alarm, 744
alarm clock, setting, 744
alias (shell command), 35
aliases, 23-24, 1106
bugs, 1106
printing, 35
removing names, 45
alloca function, 894
bugs, 894
return values, 894
allocating memory, 894, 976
allow-null_glob_expansion
variable (bash), 17
allow-send-events( ) action
(xterm), 714



alphasort( ) function,
1012-1013
American Standard Code for
Information, see ASCII
Andrew Toolkit raster objects,
converting to portable
bitmaps, 10
ANSI C, converting to
Kernighan & Ritchie, 4
ansi2knr, 4
antialiasing portable anymaps,
381-382
anytopnm, 4
append (ftp command), 148
application resources,
printing, 5
applications (client), listing,
669-670
appres, 5
ar, 5-7
copying, 7
modifiers, 7
options, 6-7
arc cosines, 893
arc sines, 894-895
arc tangents, 896
two variables, 896-897
arch, 8
archive, 1262-1263
archives
creating, 5-7
extracting from, 5-7
indexes (generating),
437-438
modifying, 5-7
shell, creating, 484-487
arguments
concatenating, 37
outputting, 36-37
reading from standard input,
586-587
arithmetic
evaluation
bash, 34
let command, 39
expansion, bash, 20

functions
awk, 168-169
sin(), 1020-1021
sinh( ), 1021
sart( ), 1023
tan( ), 1047-1048
tanh()), 1048
performing on portable
anymaps, 382-383
arp, 1263
ARP cache, manipulating,
1263
arrays
awk, 164
linear searches, 975-976
searching sorted, 900-901
sorting, 1000
articles (news), see tin
as, 8-9
ASCII (American Standard
Code for Information), 1064
character set, 1214-1216
graphics, converting to
portable graymap, 10
ascii (ftp command), 148
ascii manual page, 1214-1216
asciitopgm, 10
asctime, 984-986
asctime( ) function, 910
asin( ) function, 894-895
errors, 895
return value, 895
asinh( ) function, 895
assemblers, as, 8-9
assert( ) function, 895-896
asterisk (*), bash special
parameters, 15
at sign (@), bash special
parameters, 15
atan( ) function, 896
atan2( ) function, 896-897
atanh() function, 897
Atari compressed Spectrum
files, converting to portable
pixmaps, 494
Atari Degas P11 files,
converting to portable
pixmaps, 378

awk

Atari Degas P13 files,
converting to portable
bitmaps, 379

Atari uncompressed Spectrum
files, converting to portable
pixmaps, 495-496

atexit() function, 897-898

errors, 898

return value, 898
atktopbm, 10
atobm, 49-57

options, 50

atof( ) function, 898

atoi( ) function, 898-899

atol( ) function, 899

attributes, file, 59

authentication

cidentd, 69-70
Kerberos authentication,
461
penfsd, 1355-1356
pppd, 1366-1367
authority files (X), xauth
utility, 587-592
auto_resume variable (bash),
18

AutoCAD slide files, convert-
ing to portable pixmaps,
490-491

AUTOSUBSCRIBE environ-
ment variable, 529

AUTOUNSUBSCRIBE
environment variable, 530

awk

actions, 165-166

arithmetic functions,
168-169

control statements, 167

fields, 163

functions, 170

GNU extensions, 171

historical features supported
by gawk, 172

1/0 statements, 167

operators, 166-167

patterns, 165-166

printf statement, 167-168



awk

program execution, 162-163

regular expressions, 166

sprintf( ) function, 167-168

string constants, 169-170
string functions, 169
time functions, 169
variables, 163-165
arrays, 164
built-in, 163-164
typing and conversion,
164-165

backslashes (\), bash escape
character, 14

badblocks, 1264

banner, 1210

bash

aliases, 23-24
arguments, 11
arithmetic evaluation, 34
blanks, 12
bugs, 46
command execution, 25
comments, 14
compound commands, 13
case, 13
list, 13
while, 13
control operators, 12
environments, 25-26
escape character, 14
exit status, 26
expansion, 18-21
arithmetic, 20
brace, 19

command substitution, 20

history, 33-34
parameter, 19-20
pathname, 21
process substitution, 20
quote removal, 21
tilde, 19
word splitting, 21
files, 46
functions, 23

history list, 32-33

invocation, 45-46

job control, 24-25

lists, 12-13

meta characters, 12

names, 12

options, 11

parameters, 14-15
positional, 14
special, 14-15

pipelines (), 12

prompting, 26

quoting, 14

readline, 27-32
commands, 29-32
controlling key bindings,

27

customizing, 27
denoting keystrokes, 27
macro definitions, 28
parser directives, 28-29
variables, 28

redirection, 21-23

duplicating file descriptors,

23
here-documents, 22-23
input, 22

opening file descriptors, 23

operators, 21
output, 22

standard error output, 22

standard output, 22
reserved words, 12
shell variables, 15-18

allow-

null_glob_expansion, 17

auto_resume, 18
BASH, 15
BASH_VERSION, 15
cdable_vars, 18
CDPATH, 16

command_oriented_history,

17
ENV, 16
EUID, 15
FCEDIT, 17
FIGNORE, 17

glob_dot_filenames, 17

histchars, 17-18

HISTCMD, 16

HISTFILE, 17

HISTFILESIZE, 17

history control, 17

HISTSIZE, 17

HOME, 16

hostname_completion_file,
18

HOSTTYPE, 16

IFS, 16

IGNOREEOF, 17

INPUTRC, 17

LINENO, 15

MAIL, 16

MAIL_WARNING, 16

MAILCHECK, 16

MAILPATH, 16

no_exit_on_failed_exec,
18

noclobber, 18

nolinks, 18

notify, 17

OLDPWD, 15

OPTARG, 16

OPTERR, 17

OPTIND, 16

OSTYPE, 16

PATH, 16

PPID, 15

PROMPT_COMMAND,
17

PS1, 16

PS2, 16

PS3, 17

PS4, 17

PWD, 15

RANDOM, 15

REPLY, 15

SECONDS, 15

SHLVL, 15

TMOUT, 17

uID, 15

signals, 25
simple commands, 12
words, 12



BASH variable (bash), 15
BASH_VERSION variable
(bash), 15
bemp() function, 899-901
bcopy() function, 900-901
BDF fonts, generating,
146-147
bdflush, 744-745
errors, 745
return value, 745
bdftopcf, 47
beforelight, 47-48
bell (ftp command), 148
bell() action (xterm), 713
bell-style variable (readline),
28
Bennet Yee face files, see face
files
Bentleyizing portable
graymaps, 369
Bessel functions, 959-960
jO(), 959
j1(), 959
jn(), 959
y0(), 959
y1(), 959
yn( ), 959
bg (shell command), 35
bibliographic databases, 219
fields, 219
inverted indexes, 209-210
searching, 210, 292-293
biff, 48
biff server, 1274-1275
/bin directory, 1236
binary (ftp command), 148
binary dates/times, converting
to ASCII, 909-911
binary files, encoding/
decoding, 565-566
binary streams, input/output
(getting), 926-927
binary trees
deleting items, 1056
searching, 1056
traversing, 1056

bind, 35, 745-746
errors, 745-746
return value, 745
binding names to sockets,
745-746
bioradtopgm, 48-49
bugs, 49
options, 49
bit sets, finding first in words,
921
Bitmap Distribution Format
fonts, converting to Portable
Complied Format, 47
bitmap widget, 56-57
bitmaps, 49-57
CMU, converting to
portable, 71
color, 56
conversion, 49
cutting and pasting, 54
display, 50
drawing commands, 51-53
Edit menu commands,
53-54
editing images, 50-51
File menu commands, 53
options, 49-50
Universal Product Code,
creating, 368
widgets, 54-56
blanks (bash), 12
block buffered streams, 1016
block special files, creating,
325
BMP files, converting to
portable pixmaps, 57
bmptoppm, 57
bmtoa, 49-57
/boot directory, 1236
boot-time parameters
(kernel), see bootparam
bootparam, 1216-1224
Adaptec configurations,
1219-1220
argument list, 1216-1217
BusLogic configuration,
1220

bsearch( ) function

busmouse driver parameters,
1224
CD-ROM parameters,
1222-1223
debug argument, 1217
Ethernet device parameters,
1223
floppy disk driver param-
eters, 1223-1224
future domain configura-
tion, 1220
hard disk parameters,
1220-1221
mem= argument, 1218
no-hlt argument, 1217
no387 argument, 1217
Pro Audio configuration,
1220
ramdisk= argument, 1218
reboot=warm argument,
1218
reserve= argument,
1217-1218
ro argument, 1217
root= argument, 1217
rw argument, 1217
SCSI device arguments,
1218-1219
SCSI tape configuration,
1219
Seagate ST-0x configuration,
1220
sound driver parameters,
1224
Trantor T128 configuration,
1220
Bourne shell, see sh
Bourne-again shell, see bash
brace expansion, 19
break (shell command), 35
brk, 746
browsers, lynx, 306-309
commands, 308-309
options, 306-308
brushtopbm, 57
bsearch(') function, 900-901



buffchan

buffchan, 1264-1265
drop command, 1265
flush command, 1265
readmap command, 1265
buffer-dirty-flush daemon,
744-745
buffering streams, 1016-1017
buffers
cache, committing to disk,
869
filesystem, flushing,
1401-1402
flushing from files to disk,
756-757
kernel log, 873
kernel message ring, reading/
clearing, 872-874
multiple, reading/writing
data, 1003-1004
BUG_ADDRESS environ-
ment variable, 529
buildhash, 274, 279
files, 281
builtin (shell command), 35
busmouse drivers, boot-time
parameters, 1224
bye (ftp command), 148
byte strings
comparing, 899-900
copying, 900
operations, 901
writing zeros to, 902
bytes
counting (in files), 70
swapping adjacent, 1043
bzero( ) function, 901-902

C

C
converting ANSI to
Kernighan & Ritchie, 4
functions, displaying
headers, 455-456
preprocessors, 81-84
imake, 264-267
options, 82-84

string table source files/
headers, 314-315
see also gcc
C++ compiler, see g++
cacheflush, 746-747
bugs, 747
errors, 747
return value, 747
caches (ARP), manipulating,
1263
CAclose routine, 964
cal, 58
calendar sheets, see gcal
CAlistopen routine, 964
calling up systems, 88-90
calloc( ) function, 976
canonicalized absolute
pathnames, 1004-1005
CAopen routine, 964
case
bash command, 13
ftp command, 148
cat, 58-59
catclose( ) function, 903-904
catgets( ) function, 902-903
catopen( ) function, 903-904
ccep, 81-84
copying, 84
options, 82-84
cd
ftp command, 148
shell command, 35-36
CD-ROMs, boot-time
parameters, 1222-1223
cdable_vars variable (bash),
18
CDPATH variable (bash), 16
cdtin, 516
see also tin
cdup (ftp command), 148
ceil() function, 904
cfdisk, 1265-1269
bugs, 1269
commands, 1267-1268
options, 1268-1269
cfgetispeed( ) function, 877,
1053

cfgetospeed( ) function, 877,
1052
cfingerd, 1106-1109
bugs, 1108
error messages, 1108
features, 1107-1108
options, 1106-1107
SYSLOG messages, 1108
text commands, 1115
cfingerd.conf, 1109-1115
display files section,
1109-1110
finger display configure
section, 1110-1111
finger fake users files section,
1114
finger programs files section,
1114
finger strings configure
section, 1113
forwarded host section,
1112
internal config configure
section, 1111-1112
internal strings configure
section, 1113
rejected host section, 1112
services header configure
section, 1114
services positions configure
section, 1114-1115
signal strings configure
section, 1113-1114
system list sites configure
section, 1112
trusted host section, 1112
cfmakeraw( ) function, 1052
cfsetispeed( ) function, 877,
1053
cfsetospeed( ) function, 877,
1052-1053
character sets, 1064-1066
ASCII, 1064, 1214-1216
1SO 2022, 1066
1SO 4873, 1066
1SO 8859, 1064-1065
I1SO 8859-1, 1239-1242
alphabets, 1240
characters, 1240-1242



KOI8-R, 1065
Unicode, 1065, 1253-1255
combining characters,
1254
implementation levels,
1254
character special files,
creating, 325
characters
classifying, 957-958
converting
to ASCII, 1055
wide to multibyte,
1061-1062
locating in strings, 953,
1029
multibyte, converting to
wide characters, 978
outputting, 997-999
returning number of bytes
in, 977
searching strings for sets,
1035-1039
translating/deleting,
536-539
chat, 727-730, 1269-1273
abort strings, 1270-1271
Boolean options, 729
daemons, 727
escape menu, 728
escape sequences,
1271-1272
options, 1269-1270
readdressing, 729
report strings, 1271
runtime options, 728-729
script, 1270
startup file, 729
termination codes, 1272
time-out value, 1271
username field, 727
X11 interface, 730
chattr, 59-60
chdir, 747-748
checkout (cvs command),
96-97
checksums, computing on
files, 501

chfn, 60
chgrp, 61
child processes, creating, 751,
758
chkdupexe, 61
chmod, 61-62, 148, 748-749
errors, 749
operators, 62
options, 62
return value, 748
specifying mode, 748
chooser (xdm), 607
chown, 62-63, 749-750
errors, 749-750
options, 63
chroot, 750-751, 1273
errors, 750-751
return value, 750
chsh, 63
ci, 64-69
controlling file access, 67
diagnostics, 68
environment, 68
file modes, 67
options, 65-66
setuid privileges, 67-68
specifying files, 66-67
temporary files, 67
cidentd, 69-70
cksum, 70
clear, 70-71
clear-saved-lines( ) action
(xterm), 715
clearerr function, 919-920
clearing terminal screen,
70-71
clientlib, 904-905
clients
listing running applications,
669-670
Remote Start, see rstart
X, killing, 666-667
clipboards, X client, 595-597
buttons, 596
sending/retrieving contents,
596-597

commands

clock, 344, 1273-1274
colors, 344
options, 1273
xclock, 593-595
clock( ) function, 905
clocks
alarm, setting, 744
CMOS, 1273-1274
kernel, adjusting, 742-743
clone, 751
close, 752
ftp command, 148
telnet command, 508
closedir( ) function, 905-906
closelog( ) function,
1045-1046
CloseOnExec routine, 965
CMOS clock, 1273-1274
CMU bitmaps, converting to
portable, 71
cmuwmtopbm, 71
co, 71-75
diagnostics, 75
environment, 75
file modes, 75
keyword substitution, 74-75
limitations, 75
options, 72-74
col, 76
colert, 77
color, bitmap application, 56
colrm, 77-78
column, 78
columns
formatting lists into, 78
removing from files, 77-78
comm, 78-79
options, 79
command (shell command),
36
command-line options,
parsing, 937-940
command_oriented_history
variable (bash), 17
commands
bitmap application
drawing, 51-53
Edit menu, 53-54
File menu, 53



commands

building/executing from
standard input, 586-587

cu, 88-89

cvs, 91-104

editres, 121-122

execution, bash, 25

exit status, 26

ftp, 148-152

gpic, 212-213

history lists, displaying, 39

info, 269-270

ispell, 274-275

locating source/binary and
manuals files, 575-576

Ipc, 1317-1318

lynx, 308-309

more, 328

nslookup, 1351-1353

options, parsing, 207-208

RCS, 447-449

readline library, 29-32

redirection, 21-23

duplicating file descriptors,

23
here-documents, 22-23
input, 22

opening file descriptors, 23

operators, 21
output, 22

standard error output, 22

standard output, 22
remote execution, 569-571
sed, 478-479

grouping, 478

syntax, 476
shell (built-in), 35-45

enabling/disabling, 37

help information, 38
telnet, 508-512
tftp, 514
timedc, 1409
tin

article viewer, 522-524

editing, 519

global options menu, 524-

525
group index, 521-522

newsgroup selection,
519-520
spool directory selection,
520
thread listing, 522
top, 534-535
xauth, 588, 591
zmore, 733-734
comment-begin variable
(readline), 28
comments
bash, 14
sed, 477
commit (cvs command),
96-98
comparing
files, 78-79
compressed, 731-732
strings, 1029-1030
ignoring case, 1028
using current locale, 1030
compilers
g++, 155-160, 174-201
bugs, 160
copying, 160, 201
filename suffixes, 174-175
files, 159-160, 200
options, 155-159,
175-178
pragmas, 159, 200
gce, 174-201
assembling output, 8-9
bugs, 201
copying, 201
filename suffixes, 174-175
files, 200
options, 175-178
pragmas, 200
rpcgen, 464-466
compiling, make utility
(recompiling programs),
310-312
completion-query-items
variable (readline), 28
compound commands (bash),
13

compressed files
comparing, 731-732
compressing/expanding,
248-252
executable files, 252-253
searching for regular
expressions, 733
viewing text, 733-734
comsat, 1274-1275
concatenating
files, 58-59
compressed, 251
portable anymaps, 383
strings, 1028-1029
Concurrent Versions System,
see cvs
conditional expressions,
evaluating, 43
configurable finger daemon,
1106-1109
configuration file,
1109-1115
display files section,
1109-1110
finger display configure
section, 1110-1111
finger fake users files
section, 1114
finger programs files
section, 1114
finger strings configure
section, 1113
forwarded host section,
1112
internal config configure
section, 1111-1112
internal strings configure
section, 1113
rejected host section, 1112
services header configure
section, 1114
services positions configure
section, 1114-1115
signal strings configure
section, 1113-1114
system list sites configure
section, 1112
trusted host section, 1112



error messages, 1108
features, 1107-1108
SYSLOG messages, 1108
configuration information,
getting at runtime,
1043-1045
configuring
network interfaces,
1304-1305
rstartd, 469
keywords, 470
serial ports, 1394-1395
SF86_SVGA servers,
627-628
SF86_VGALG6 servers, 631
system logging file,
1402-1403
tinrc, 525-526
XF86_Accel servers,
615-616
XF86_Mono servers, 624
XFree86, 636
xfs, 642
xinetd, 656-660
confstr( ) function, 906-907
connect, 752-753
connections
dialup IP, handler,
1285-1288
displaying active, 1339-1342
routing information, 1341
socket information,
1340-1341
displaying active routing
information, 1341
full-duplex, shutting down,
855
socket
accepting, 740-741
initiating, 752-753
listening for, 792-793
console, 1066-1067
console_codes, 1067-1074
character sets, 1072
control characters, 1068
CSI sequences, 1069-1070,
1074

display attributes,
1070-1071
ESC sequences, 1068-1069,
1073-1074
mode switches, 1071
mouse tracking, 1072-1073
private CSI sequences, 1072
Set/Reset Mode sequences,
1071
status report commands,
1071
console_ioctls, 1074-1080
consoles
control-character handling,
1073
properties, 1067
sequences, 1067-1074
character sets, 1072
control characters, 1068
CSl, 1069-1070, 1074
display attributes,
1070-1071
ESC, 1068-1069,
1073-1074
mode switches, 1071
mouse tracking,
1072-1073
private CSI, 1072
Set/Reset Mode, 1071
status report commands,
1071
starting processes on, 1066
switching, 1067
virtual, 1066
memory, 1101-1102
continue (shell command), 36
control messages, 1310
control operators (bash), 12
control statements, awk, 167
control.ctl, 1115-1116
controlling terminal, getting
name, 909
convdate, 79
conversational exchanges,
1269-1273
abort strings, 1270-1271
chat script, 1270
escape sequences,
1271-1272

converting

report strings, 1271
termination codes, 1272
time-out value, 1271
convert-meta variable
(readline), 28
converting
Abekas YUV bytes to
portable pixmaps, 731
Andrew Toolkit raster
objects to portable
bitmaps, 10
ANSI C to Kernighan &
Ritchie C, 4
ASCII graphics to portable
graymap, 10
Atari files
compressed Spectrum files
to portable pixmaps, 494
Degas P11 files to portable
pixmaps, 378
Degas P13 files to portable
bitmaps, 379
uncompressed Spectrum
files to portable pixmaps,
495-496
AutoCAD slide files to
portable pixmaps, 490-491
Bennet Yee face files to
portable bitmaps, 726
Biorad confocal files to
portable graymaps, 48-49
bitmap files, 49
CMU to portable, 71
to portable pixmaps, 57
characters
to ASCII, 1055
wide to multibyte,
1061-1062
dates/times, 79
to ASCII, 984-986
to Discordian format,
1210-1211
documents, troff to LaTeX,
1252-1253
doodle brush files to
portable bitmaps, 57
FITS files to portable
anymaps, 142-143



converting

fonts
Bitmap Distribution
Format to Portable
Compiled Format, 47
packed format to portable
bitmaps, 381
GEM IMG files to portable
bitmaps, 201
GIF files to portable
anymaps, 208-209
Gould scanner files to
portable pixmaps, 211
groff output to TeX dvi
format, 227-228
Group 3 fax files to portable
bitmaps, 160-161
HIPS files to portable
graymaps, 256
HP PaintJet files to portable
pixmaps, 381
ILBM files to portable
pixmaps, 263-264
image file to portable
anymap, 4
Img-whatnot files to
portable pixmaps, 267
letters
to lowercase, 1055-1056
to uppercase, 1055-1056
Lisp machine bitmap files to
portable graymaps, 292
Macintosh PICT files to
portable pixmaps, 379-380
MacPaint files to portable
bitmaps, 309-310
MGR bitmaps to portable
bitmaps, 322-323
multibyte characters to wide
characters, 978
multibyte strings to wide
character, 977-978
object code into NLM
outfiles, 338-339
PCX files to portable
pixmaps, 368-369
Photo-CD files to portable
pixmaps, 260-261

portable anymaps

to DDIF format, 396

to FITS format, 396-397

to PostScript, 397

to SGI image file,
398-399

to Solitaire format, 399

to Sun raster files, 398

to TIFF files, 399-400

into X11 window dumps,
400

portable bitmaps

to Andrew Toolkit raster
objects, 358

to ASCII graphics, 357

to Atari Degas P13 files,
364

to Bennet Yee “face” files,
367

to BitGraph graphics, 358

to CMU window manager
bitmaps, 358-359

to compressed GraphOn
graphics, 360-361

to DEC LNO3+ Sixel
output, 362

to encapsulated PostScript-
style bitmaps, 359

to Epson printer graphics,
359

to GEM IMG files, 360

to Gemini 10x graphics,
356

to Group 3 fax files, 360

to HP LaserJet format,
361-362

to MacPaint files, 363

to MGR bitmap, 363

to packed format fonts,
364-365

to portable graymaps, 364

to PostScript, 362

to Printronix printer
graphics, 366

to Sun icons, 361

to UNIX plot files,
365-366

to X10 bitmaps, 366
to X11 bitmaps, 367
to Zinc bitmaps, 367-368
portable graymaps
to Lisp machine format,
376-377
to portable bitmaps, 377
to portable pixmaps, 378
to Usenix FaceSaver
format, 376
portable pixmaps
to Abekas YUV files, 428
to Atari Degas P11 files,
422
to AutoCAD, 414-416
to BMP files, 416
to DEC sixel format,
425-426
to GIF files, 416-417
to HP PaintJet files, 423
to HP PaintJet XL PCL
files, 424
to ILBM files, 418-419
to Macintosh PICT files,
422-423
to Mitsubishi S340-10
files, 420-421
to MotifUIL icon files,
427
to NCSA ICR format,
417-418
to PCX files, 421
to portable graymaps,
421-422
to red/blue 3D glasses,
400-401
to three portable graymaps,
425
to three raw YUV files,
428-429
to TrueVision Targa files,
426
to X11 pixmaps, 427-428
to X11 puzzle files,
424-425
PostScript files to portable
anymaps, 434-435



PostScript image data to
portable graymap,
433-434

QRT ray tracer output to
portable pixmaps, 436-437

raw grayscale bytes to
portable graymaps, 439

raw RGB bytes to portable
pixmaps, 439-440

ray tracer output to portable
pixmaps, 333

SGI image files to portable
anymaps, 483-484

Solitaire files to portable
anymaps, 488-489

spaces to tabs, 559

SPOT satellite images to
portable graymaps, 495

strings
ASCII to double,
1039-1040

to long integers, 1041
to unsigned long integers,
1041-1042
wide character to
multibyte character,
1061
Sun icons to portable
bitmaps, 262
Sun raster files to portable
anymaps, 438
tabs to spaces, 137
TIFF files to portable
anymaps, 515-516
times
initializing information,
1058-1060
to ASCII, 984-986
to tm structure, 1036-
1037
TrueVision Targa files to
portable pixmaps, 515
Usenet batch files to INN
format, 1281-1282
Usenix FaceSaver files to
portable graymaps, 147

X11 or X10 bitmaps to
portable, 592
X11 pixmaps to portable,
677
X11/X10 window dump
files to portable anymaps,
722
Xconfig file format to
XF86Config, 454
XIM files to portable
pixmaps, 654
XV thumbnail pictures to
portable pixmaps, 720
YUV files to portable
pixmaps, 730-731
convolution kernels, generat-
ing, 372-373
cookies, generating, 317
copying
ar utility, 7
as, 9
byte strings, 900
files, 80-81
converting while, 108-109
install, 272-273
MS-DOS to/from UNIX,
317-318
UNIX-to-UNIX,
563-565
MS-DOS files to UNIX,
329
number signs, 907
strings, 1030-1031
stpepy( ) function,
1027-1028
copysign() function, 907
cos( ) function, 907
cosh() function, 908
cosines, 907
cp, 80-81
cpp, 81-84
copying, 84
options, 82-84
CPU, listing most intensive
processes, 533-535
cr (ftp command), 148
creat, 815-816

(WS

create_module, 800-802
crond, 1275
crontab, 84-85
crypt function, 908-909
csplit, 85-86
ctags, 87-88, 135-137
bugs, 88
copying, 136-137
files, 87
options, 87, 136
ctermid( ) function, 909
ctime, 909-910, 984-986
ctlinnd, 1276-1279
bugs, 1279
commands, 1276-1278
Ctrl+Alt+Del combination,
setting function, 1279
ctrl_alt_del, 1425
ctrlaltdel, 1279
cu, 88-90
bugs, 90
commands, 88-89
options, 89-90
cuserid( ) function, 934-935
bugs, 935
errors, 934
files, 935
cut, 90-91
cut buffers, copying selections
into, 598-599
cvs, 91-106, 1116-1120
commands, 91-104
add, 96
admin, 96
checkout, 96-97
commit, 96-98
diff, 98
export, 98
history, 99
import, 100
log, 100
rdiff, 101
release, 101
remove, 101-102
rtag, 102
status, 102
tag, 102-103
update, 103-104



(WS

environment variables,
105-106

CVS_IGNORE_REMOTE

_ROOT, 105
CVS_RSH, 106
CVS_SERVER, 106
CVSEDITOR, 105
CVSREAD, 105
CVSROOT, 105
CVSWRAPPERS, 106
RCSBIN, 105

files, 104-105, 1117-1119
options, 92-104
checkout command, 97
commit command, 97
history command, 99
import command, 100
rdiff command, 101
sending problem reports,
1279-1281
filling out reports,
1280-1281
startup file, 93
support files, 1116-1120
CVS_IGNORE_REMOTE
_ROOT environment
variable, 105
CVS_RSH environment
variable, 106
CVS_SERVER environment
variable, 106
cvsbug, 1279-1281
EMACS interface, 1281
environment, 1280
files, 1281
filling out reports,
1280-1281
options, 1280
CVSEDITOR environment
variable, 105
CVSREAD environment
variable, 105
CVSROOT environment
variable, 105

CVSWRAPPERS environment

variable, 106

cvtbatch, 1281-1282
Cyclades drivers, tuning,
1282-1284
cytune, 1282-1284
bugs, 1283
options, 1283

D

daemons
buffer-dirty-flush, 744-745
configurable finger daemon,
1106-1109
configuration file,
1109-1115
error messages, 1108
features, 1107-1108
SYSLOG messages, 1108
cron, 1275
InterNetNews, 1309-1312
control messages, 1310
controling, 1276-1279
kernel log, 1315-1317
line printer spooler,
1318-1320

network routing, 1380-1382

NFS mount, 1332-1333
NFS service, 1347
powerd, 1359-1360
pppd, 1360-1369
time server, 1407-1408
UUCP file transfer,
1415-1417
DARPA
FTP server, 1301-1304
requests supported,
1302-1303
port numbers, converting
PRC program numbers to,
1358-1359
Telnet server, 1406-1407
TFTP server, 1407
data buffers, flushing from
files to disk, 756-757
data cache, flushing contents,
746-747
data segments, changing, 746

databases
bibliographic, 219
fields, 219
inverted indexes, 209-210
searching, 210, 292-293
filename, updating, 561-562
files, searching for patterns,
295
News overview
expiring entries,
1293-1294
format, 1168-1169
updating, 1353-1354
ps, updating, 436
rebuilding for mail aliases
file, 336
RGB colorname,
uncompiling, 488
terminal capability,
1188-1197
boolean capabilities, 1189
numeric capabilities,
1189-1190
string capabilities,
1190-1197
Usenet, recovering, 1342-
1344
date, 106-108
arguments, 106-107
files, 108
options, 108
dates/times
converting, 79
to ASCII, 909-911,
984-986
to Discordian format,
1210-1211
strings to numbers,
989-990
formatting, strftime( )
function, 1032-1034
returning current, 928-929
setting, 107-108
showing, 106-107
dd, 108-109
ddate, 1210-1211
DDcheck routine, 965



DDend routine, 965
DDstart routine, 965
debug (ftp command), 149
debugfs, 1284-1285
commands, 1284-1285
options, 1284
declare (shell command), 36
del_timer, 1424
delete_module, 800-802
delete (ftp command), 148
deleting
binary tree items, 1056
directories, 829-830
MS-DOS directory trees,
319
MS-DOS files, 318-319
depmod, 109-112
configuration, 110-111
files, 111
strategy, 111
descriptor tables, size
(getting), 760-761
descriptors, testing, 958-959
/dev directory, 1236
devices
bad blocks (searching for),
1264
controlling, 774-788
ioctl calls (list of),
775-786
creating, 815-816,
1321-1324
describing all, 1120-1121
disk, ram, 1094-1095
DOS (table of), 1152-1158
Ethernet, boot-time
parameters, 1223
floppy disk, 1080-1083
configuration, 1080-1082
hard disk, 1083
line printer (ioctl( ) calls),
1090-1091
Ip, parameters (setting),
1413-1414
opening, 815-816
PLIP, tuning parameters,
1357

SCSI tape, drivers,
1096-1100
setup, 849
swapping
enabling/disabling, 1401
starting/stopping, 866-867
terminal (list of), 1197
DEVINFO, 1120-1121
df, 112-113
dialup IP connection handler,
1285-1288
dialin mode, 1286-1287
dialout mode, 1287-1288
dictionaries, compressing/
uncompressing, 496
diff (cvs command), 98
difftime, 911, 984-986
dig, 113-117
bugs, 117
environment, 117
files, 117
options, 114-115
dip, 1285-1288
command mode, 1285-1286
dialin mode, 1286-1287
dialout mode, 1287-1288
files, 1288
dir, 303-304
bugs, 304
ftp command, 149
options, 303-304
directories
/,1236
adding to stack, 40
alphabetizing entries,
1012-1013
/bin, 1236
/boot, 1236
changing, 35-36, 747-748
closing, 905-906
creating, 323
mkdir, 794-795
mknod, 795-796
deleting, 829-830
/dev, 1236
displaying list of, 36
/dos, 1236

directory trees

letc, 1236
/fetc/skel, 1236
letc/X11, 1236
files (searching for), 137-142
getting current, 931
getting entries, 759
filesystem-independent
format, 931-932
hierarchies, creating, 323
/home, 1236
/lib, 1236
listing contents, 303-304
/mnt, 1236
MS-DOS
changing, 316-317
displaying, 319
opening, opendir, 989
printing pathnames, 40
/proc, 1236
promoting, 39-40
RCS, creating, 447-449
reading
entries, 823
readdir( ) function,
1002-1003
removing, 462
root, changing, 750-751,
1273
/sbin, 1237
scanning for matching
entries, 1012-1013
stream, resetting, 1011
/tmp, 1237
trees, walking through, 930
lusr, 1237
Jusr/X11R6, 1237
Jusr/X11R6/bin, 1237
Jusr/X11R6/lib, 1237
Jusr/X11R6/lib/X11, 1237
JusrX11R6/include/X11,
1237
directory stream, current
location (returning), 1048
directory trees
MS-DOS, deleting, 319
shadow directories
(creating), 294



dirs (shell command)

dirs (shell command), 36
disconnect (ftp command),
149
Discordian dates (converting
to), 1210-1211
disks
adding MS-DOS filesystems
to, 321-322
devices, ram, 1094-1095
displaying usage/limits, 437
floppy
formatting, 1295-1296
marking bad blocks, 316
setting parameters, 1391
MS-DOS, mounting,
326-327
quotas, manipulating,
821-822
SCSI, drivers, 1095-1096
summarizing free space,
112-113
summarizing usage, 120-121
Xdf, 332
display argument command
(telnet), 508
DISTRIBUTION environ-
ment variable, 529
div() function, 911
dividing integers, 911
floating-point remainders,
913, 923
returning quotient and
remainder, 961
dmesg, 1288-1289
dn_comp, 1008-1011
dn_expand, 1008-1011
dnsdomainname, 259-260
dnsquery, 117-119
bugs, 119
diagnostics, 118
files, 118
options, 117-118
documents
converting, troff to LaTeX,
1252-1253
formatting, gtroff, 237-248

dollar signs ($)
bash special parameters, 15
expansion, 19
ftp command, 148
domain names
current host, 119
displaying, 259-260
getting/setting, 760
querying servers, 117-119
sending query packets to
servers, 113-117
servers, resolver routines,
1008-1011
domain servers, looking up
hostnames with, 257-258
domainname, 119
domains, nameserver,
1334-1338
querying, 1350-1353
doodle brush files, converting
to portable bitmaps, 57
DOS devices, table of,
1152-1158
/dos directory, 1236
drand48( ) functions, 912
drawing bitmaps (commands),
51-53
drem( ) function, 913
drivers
busmouse, boot-time
parameters, 1224
Cyclades, tuning,
1282-1284
floppy disk, boot-time
parameters, 1223-1224
SCSI disks, 1095-1096
SCSI tape devices,
1096-1100
ioctl( ) calls, 1097-1100
sound, boot-time param-
eters, 1224
dsplit, 119-120
du, 120-121
dumpe2fs, 1289
dumping files, 345-346
dup, 753-754

dup2, 753-754

duplicate executables, finding,
61

duplicating strings, 1031

E

e-mail
notification, 48
sending, 1387-1390
aliases, 1390
e2fsck, 1289-1291
bugs, 1291
exit code, 1290
options, 1290
echo (shell command), 36-37
ECHO_REQUEST packets,
sending, 1358
ecvt( ) function, 913-914
Edit menu commands, bitmap
application, 53-54
editing bitmaps, 49-51
editing-mode variable
(readline), 28
editors
emacs, 130-133
bugs, 133
distributing, 133
files, 132-133
manuals, 132
mouse button bindings,
132
options, 130
X Window System,
131-132
stream-oriented, see sed
editres, 121-126
beginning sessions, 121
blocking requests, 124
commands, 121-122
environment, 126
files, 126
options, 121
resource box, 123-124
resources, 124-125
widgets, 125-126
window, 121



edquota, 1291-1292
egrep, 224-226
bugs, 226
diagnostics, 226
options, 224-225
regular expressions, 225-226
Pelse parser directive
(readline), 29
elvis, 126-128
bugs, 128
environment, 127-128
files, 127
options, 127
ref interaction, 455
tag files, 135-137
elvprsv, 128-129
elvrec, 129-130
emacs, 130-133
bugs, 133
distributing, 133
files, 132-133
function key/mouse support,
134-135
manuals, 132
mouse button bindings, 132
options, 130
tag files, 135-137
using emacstool with, 135
X Window System, 131-132
EMACS user interface,
cvsbug, 1281
emacstool, 134-135
bugs, 135
environment variables, 135
files, 135
options, 134
using with emacs, 135
enable (shell command), 37
encoded files, uuencode
format, 1200
encryption
crypt function, 908-909
memory areas, 980-981
endgrent( ) function, 932-933
$endif parser directive
(readline), 29

endmntent( ) function,
935-936
endnetent subroutine,
936-937
endprotoent( ) function,
941-942
endpwent( ) function, 943
endservent( ) function, 946
endusershell() function,
946-947
endutent( ) function, 947
ENV variable (bash), 16
environ, 1121
environ command (telnet),
511
environment variables
adding/changing, 996-997,
1017
bash, 25-26
ci, 68
co, 75
cvs, 105-106
CVS_IGNORE
_REMOTE_ROOT,
105
CVS_RSH, 106
CVS_SERVER, 106
CVSEDITOR, 105
CVSREAD, 105
CVSROOT, 105
CVSWRAPPERS, 106
RCSBIN, 105
cvsbug, 1280
dig, 117
editres, 126
elvis, 127-128
emacstool, 135
fsinfo, 145
fslsfonts, 146
fstobdf, 146
ftp, 154
gawk, 172
getopt( ) function, 939
getting, 932
groff, 229
gtroff, 248
gzip, 251

environment variables

imake, 267

info, 270

Id, 291

Ikbib, 293

locate, 295

Ipg, 299

Ipr, 300

Iprm, 302

more, 328

nslookup, 1353

rcs, 443

rcsclean, 444

resdiff, 445

rcsmerge, 450

ref, 455

rlog, 459

rlogin, 461

script, 475

startx, 497

tcal, 506

telnet, 512

tin, 528-530
ADD_ADDRESS, 529
AUTOSUBSCRIBE, 529
AUTOUNSUBSCRIBE,

530

BUG_ADDRESS, 529
DISTRIBUTION, 529
MAILER, 529
NNTPSERVER, 529
ORGANIZATION, 529
REPLYTO, 529
TI_ACTIVEFILE, 529
TI_NOVROOTDIR, 529
TIN_HOMEDIR, 528
TIN_INDEXDIR, 529
TIN_LIBDIR, 529
TIN_SPOOLDIR, 529
TINRC, 528
VISUAL, 529

tset, 541

twm, 557

TZ, 987

ul, 559

xauth, 589, 592

xclipboard, 597

xclock, 595

xcmsdb, 593



environment variables

xconsole, 598
xdm, 608
XFree86, 637
xhost, 644
Xinit, 666
xlogo, 668
xlsatoms, 669
xlsclients, 669
xlIsfonts, 671
xmodmap, 675
xprop, 680
xrdb, 684
xrefresh, 685
xstdcmap, 700
xterm, 717
xwd, 722
xwininfo, 724
xwud, 726
eqn, see gegn
equation formatting, 202-206
erand48( ) functions, 912
erf() function, 914
erfc( ) function, 914
errno, 916-917
error functions, 914
errors
access, 741
adjtimex, 743
bdflush, 745
bind, 745-746
cacheflush, 747
chdir/fchdir, 747-748
chmod, 749
chown, 749-750
chroot, 750-751
clone, 751
close, 752
codes, describing (returning
strings), 1032
creat, 816
dup/dup2, 753
execve, 754
fchmod, 749
fchown, 749-750
fentl, 756
fdatasync, 757
fork/vfork, 758

fsync, 759
getdents, 759
getdomainname, 760
getgroups, 762
gethostname, 763
getitimer, 764
getpeername, 765
getpriority, 766-767
getrlimit, 768
getsid, 768
getsockname, 769
getsockopt, 771
gettimeofday, 773
idle, 774

ioctl, 774

iopl, 789

kill, 790

killpg, 791

link, 791-792
listen, 792

llseek, 793

Iseek, 794

mkdir, 795
mknod, 796
mlockall, 798
mmap, 799
modify_ldt, 800
mount, 803
mprotect, 804
mremap, 806
msgctl, 807
msgget, 808
msgop, 810
munlock, 812
munmap, 799
mysnc, 811
nanosleep, 813
nice, 814

open, 816

pause, 817
personality, 818
return value, 797
returning number, 916-917
setdomainname, 760
setgroups, 762
sethostname, 763
setitimer, 764

setpriority, 766-767
setrlimit, 768
setsockopt, 771
settimeofday, 773
symbolic error names,
916-917
unmount, 803
escape character, bash, 14
etags, 135-137
copying, 136-137
options, 136
/etc directory, 1236
/etc/modules file, 1152
/letc/skel directory, 1236
letc/X11 directory, 1236
Ethernet devices, boot-time
parameters, 1223
Euclidean distance (finding),
953
EUID variable (bash), 15
eval (shell command), 37
event timers, managing, 1424
ex, see elvis
exclamation points (!)
bash special parameters, 15
ftp command, 148
exec (shell command), 37
execl function, 914-916
execle function, 914-916
execlp function, 914-916
exect function, 914-916
executable files, compressing/
expanding, 252-253
executables, duplicate
(finding), 61
executing programs, 754-755
pausing, 813-814
suspending, 1061
execv function, 914-916
execve, 754-755
execvp function, 914-916
exit, 739-740, 917
shell command, 37
xauth, 591
exit status (commands), 26
exp( ) function, 918



expand, 137
expand-tilde variable
(readline), 28
expanding files, see compress-
ing/expanding files
expansion, 18-21
arithmetic, 20
brace, 19
command substitution, 20
history, 33-34
event designators, 33
modifiers, 34
word designators, 33
parameter, 19-20
pathname, 21
process substitution, 20
quote removal, 21
tilde, 19
word splitting, 21
expire, 1292-1293
expire.ctl, 1121-1123
expireover, 1293-1294
expml() function, 918
exponents, 918
export
cvs command, 98
shell command, 37
exported kernel symbols,
displaying, 284-285
exports, 1123-1125
files, 1124
options, 1123
user ID mapping,
1123-1124
expressions
conditional, evaluating, 43
find, 138
gawk, 166
gpic, 213-214
grep, 225-226
label, grefer, 223-224
numeric, gtroff, 239
regular, sed, 476-477
ext filesystem, 1125
ext2 filesystem, 1125
extracting from archives, 5-7

F

fabs(') function, 919
face files, converting to
portable bitmaps, 726
fastrm, 1294-1295
fc (shell command), 37-38
FCEDIT variable (bash), 17
fchdir, 747-748
fchmod, 748-749
fchown, 749-750
fclose function, 919
fentl, 755-756
fevt() function, 913-914
fd, 1080-1083
configuration, 1080-1082
ioctl( ) calls supported, 1082
FD_CLR macro, 836
FD_ISSET macro, 836
FD_SET macro, 836
FD_ZERO macro, 836
fdatasync, 756-757
fdformat, 1295-1296
fdisk, 1296-1297
fdopen function, 924-925
feof function, 919-920
ferror function, 919-920
fflush function, 920-921
ffs() function, 921
fg (shell command), 38
fgetc() function, 945
fgetgrent( ) function, 921-922
fgetpos function, 927-928
fgetpwent( ) function,
922-923
fgets( ) function, 945
fgrep, 224-226
bugs, 226
diagnostics, 226
options, 224-225
regular expressions, 225-226
fields, awk, 163
FIFOs (named pipes), 1403
creating, 323-325, 982-983
system logging, 1403
FIGNORE variable (bash), 17

files

file descriptors
duplicating, 23
manipulating sets, 836
opening, 23
reading from, 822
writing to, 889-890
File menu commands, bitmap
application, 53
file table
adding entries, 1428-1429
description, 1425-1426
initializing, 1427
moving files to end, 1431
removing files, 1431-1432
structure, 1426
table entries, 1426
unreferenced entries,
fetching, 1428
file-creation mask, setting, 45
file_table, 1425-1426
table entries, 1426
table structure, 1426
file_table_init, 1427
filechan, 1297-1298
filename databases, updating,
561-562
filenames
matching, 924
temporary, creating,
983-984
fileno function, 919-920
files
aborting transfer, 152
access permissions,
changing, 61-62
agetty, 1261
Atari
compressed Spectrum,
converting to portable
pixmaps, 494
Degas P11, converting to
portable pixmaps, 378
Degas PI3, converting to
portable bitmaps, 379
uncompressed Spectrum,
converting to portable
pixmaps, 495-496



files

attributes, 59
changing (second extended
file system), 59-60
authority (X), xauth file
utility, 587-592
AutoCAD slide, converting
to portable pixmaps,
490-491
bash, 46
binary
encoding/decoding,
565-566
locating for commands,
575-576
Biorad confocal, converting
to portable graymaps,
48-49
bitmap, converting, 49
to portable pixmaps, 57
block special, creating, 325
character special, creating,
325
comparing, 78-79
compressed
comparing, 731-732
searching for regular
expressions, 733
viewing text, 733-734
compressing/expanding,
248-252
concatenation, 251
executable files, 252-253
computing checksums, 501
concatenating, 58-59
configuration values, getting,
925-926
copying, 80-81
between machines,
440-441
converting while, 108-109
install, 272-273
counting bytes/words/lines,
70,574
creating, 815-816
masks, 880
cuserid( ) function, 935
cutting sections from, 90-91

cvs, 104-105, 1117-1119
startup, 93
cvsbug, 1281
database, searching for
patterns, 295
date, 108
descriptors
closing, 752
duplicating, 753-754
manipulating, 755-756
domainname, 119
doodle brush, converting to
portable bitmaps, 57
dumping, 345-346
/etc/modules, 1152
executing, 914-916
exports, 1124
face, converting to portable
bitmaps, 726
filesystem description,
accessing, 935-936
filters, hexdump, 254-256
FITS, converting to portable
anymaps, 142-143
font, 1128
adding font-metric
information, 2
creating, 3
groff (creating for), 513
formats, converting Xconfig
to XF86Config, 454
free, 144
gee/g++, 159-160, 200
GEM IMG, converting to
portable bitmaps, 201
GIF, converting to portable
anymaps, 208-209
Gould scanner, converting
to portable pixmaps, 211
group, getting entries,
921-922, 932-934
group ownership, changing,
61
gtroff, 248
gzip, forcing .gz extension,
732-733

HIPS, converting to
portable graymaps, 256
HP PaintJet, converting to

portable pixmaps, 381
httpd, 261
identifying processes, 154-
155
identifying RCS keyword
strings in, 262-263
ifconfig, 1305
ILBM, converting to
portable pixmaps, 263-264
image, converting to
portable anymap, 4
imake, 266
Img-whatnot, converting to
portable pixmaps, 267
joining fields, 282-283
linking, 293-294, 791-792
Lisp machine bitmap,
converting to portable
graymaps, 292
listing attributes, 304-305
location, changing, 828-829
lock, creating for shell
scripts, 487
login, 297
login record, 1198-1200
Macintosh PICT, convert-
ing to portable pixmaps,
379-380
MacPaint, converting to
portable bitmaps, 309-310
MAKEDEV, 1321
makefiles, creating
dependencies in, 312-314
man, 1248
manual page, locating for
commands, 575-576
mapping/unmapping,
799-800
merging
lines, 347
three-way, 320
mesg, 321
modprobe, 111
mount, 1332



MS-DOS
changing attribute flags,
315-316
copying to/from UNIX,
317-318, 329
deleting, 318-319
displaying contents,
333-334
manipulating (mtools),
330-333
moving, 327
renaming, 329-330
mtools, testing, 330
named, 1337
names
changing, 828-829
displaying from Usenet
history file, 226-227
naming conventions, 153
.netrc, 153-154
NLM outfiles, converting
object code into, 338-339
nontext, printing strings
from, 498
numbering lines, 337-338
object
copying/translating,
341-342
discarding symbols from,
499
displaying information
from, 342-343
listing section and total
sizes, 489-490
listing symbols from,
339-340
offsets, repositioning,
793-794
opening, 815-816
advisory locks (applying/
removing), 757
outputting
ends of, 504
headers, 253-254
ownership, changing, 62-63,
749-750

password, editing,
1418-1419
PCX, converting to portable
pixmaps, 368-369
permissions
changing, 748-749
checking, 741-742
setting modes, 272-273
Photo-CD, converting to
portable pixmaps, 260-261
portable anymap
format, 1173
reading, 971
writing, 971-972
portable bitmap
format, 1170-1171
reading, 968
writing, 968-969
portable graymap
format, 1171-1172
reading, 970
writing, 970
portable pixmap
format, 1173-1174
reading, 974
writing, 974
PostScript, converting to
portable anymaps, 434-
435
preserving after crashes,
128-129
printer/plotter accounting,
reading, 1354-1355
printing, in reverse, 503-504
protocol definition, 1180-
1181
RCS
changing attributes,
441-443
cleaning, 443-445
comparing revisions,
445-446
controlling access, 67
format, 1181-1183
freezing configuration,
446-447
modes, 67

files

organization (diagram),
1182
printing log messages,
458-460
retrieving revisions, 71-75
specifying, 66-67
storing revisions, 64-69
temporary files, 67
recovering after crashes,
129-130
refs, generating, 87-88
remote distribution,
451-454
removing, 461-462
columns, 77-78
sets of, 1294-1295
renaming, 334-335
resolver configuration,
1183-1184
reversing lines, 457
searching for (in directories),
137-142
SF86Config, generating,
633
SGI image, converting to
portable anymaps,
483-484
shar, unpacking, 560-561
shrinking, 488
Solitaire, converting to
portable anymaps,
488-489
sorted, removing duplicate
lines, 560
source, locating for
commands, 575-576
spell-checking utilities, 281
splitting, 85-86, 119-120,
494-495
status, getting, 863-864
string table C source files/
headers, 314-315
substituting definitions into,
500-501
suffixes, list of, 1249-1252
Sun raster, converting to
portable anymaps, 438



files

swapping
enabling/disabling, 1401
starting/stopping, 866-867
symbolic links, 867-869
synchronizing
in-core data, 756-757
in-core state, 758-759
with memory maps, 811
tag
emacs, 135-137
vi, 135-137
tags, generating, 87-88
temporary
creating, 983, 1053-1054
naming, 1049, 1054
text
converting for printing,
429-430
creating geal resource files
from, 558
sorting, 492-493
TIFF, converting to portable
anymaps, 515-516
time zone information,
1197-1198
timestamps (changing), 536
transfer parameters, 153
TrueVision Targa, convert-
ing to portable pixmaps,
515
truncating, 879-880
UNIX
copying between systems,
563-565
copying to MS-DQS, 335
restoring filenames, 324-
325
Usenix FaceSaver, convert-
ing to portable graymaps,
147
user group, 1131
UUCP transfer requests,
processing, 1415-1417
uuencode, format, 1200
XFree86, 638-639,
1201-1208
Device sections,
1204-1206

Files section, 1201
Keyboard section, 1202
Monitor sections,
1203-1204
Pointer section,
1202-1203
Screen sections,
1206-1208
ServerFlags section, 1201
XIM, converting to portable
pixmaps, 654
YUV, converting to portable
pixmaps, 730-731
Z, recompressing to GZ,
734-735
Zeiss confocal, converting to
portable anymaps, 732
filesystem checks
group identity (setting),
843-844
user identity (setting), 844
filesystem description file,
accessing, 935-936
filesystems, 1125-1126
buffers, flushing, 1401-1402
building, 1325-1326
checking, 1298-1300
debugger, 1284-1285
commands, 1284-1285
options, 1284
deleting names from, 1008
device entries, maintaining,
1320-1321
dumping information, 1289
ext, 1125
ext2, 1125
hierarchy, description of,
1236-1238
High Sierra, 1125
hpfs, 1125
1509660, 1125
MINIX, 1125
consistency checker,
1300-1301
creating, 1326-1327
mounting/dismounting,
802-804, 1328-1332

msdos, 1125
names, deleting, 882
ncpfs, 1126
nfs, 1125
export list, 1123-1125
proc, 1125
quotas
summarizing, 1376
turning on/off,
1372-1373
repairing, 1298-1299
Rock Ridge, 1125
root, mounting, 849
scanning, 1371-1372
second extended
checking, 1289-1291
creating, 1324-1325
lost+found directory, 1327
tunable parameters
(adjusting), 1412-1413
setup, 849
smb, 1126
static information,
1126-1127
statistics, getting, 883-884,
865-866
sysv, 1125
table of, 1427-1428
type information, getting,
871
umsdos, 1125
vfat, 1125
xiafs, 1125
filesystems command,
1427-1428
filters
Laplacian relief, running on
portable pixmaps, 413
more, 327-328
commands, 328
environment, 328
options, 327-328
nonlinear (pnmnlfilt),
390-391
nroff output, 77
reverse line feeds, 76



find, 137-142
actions, 140-142
expressions, 138
numeric arguments,
138-140
operators, 142
options, 138
findaffix, 274, 280
bugs, 282
files, 281
see also ispell
finger daemons, configurable,
1106-1109
configuration file,
1109-1115
error messages, 1108
features, 1107-1108
SYSLOG messages, 1108
finger information, changing,
60
finite() function, 959
first in - first out scheduling,
833-834
FITS files, converting to
portable anymaps, 142-143
fitstopnm, 142-143
floating-point numbers
absolute value, 919
converting
to fractional/integral
components, 927
to strings, 913-914,
930-931
extracting integral and
fractional values, 984
multiplying, by integral
powers of 2, 961
flock, 757
floor( ) function, 923
floppy disks
devices, 1080-1083
configuration, 1080-1082
drivers, boot-time
parameters, 1223-1224
formatting, 1295-1296
marking bad blocks, 316
parameters, setting, 1391
fmod( ) function, 923

fmt, 143
fnmatch() function, 924
fold, 143-144
font files
adding font-metric
information, 2
creating, 3
font formats
converting
Bitmap Distribution to
Portable Compiled, 47
packed format to portable
bitmaps, 381
PostScript PFB format to
ASCII, 369
groff_font, 1127-1129
DESC file, 1127-1128
font servers (X)
displaying information
about, 145
generating BDF fonts,
146-147
listing fonts, 145-146
fonts
files, 1128
creating for groff, 513
grops styles, 231-232
man pages, 1247
X
displaying all characters
in, 633-636
listing, 670-671
X font server, 641-643, 689
configuration, 642
naming, 643
fopen function, 924-925
errors, 925
mode argument sequences,
924-925
return values, 925
fork, 758
form (ftp command), 149
formatting
dates, strftime( ) function,
1032-1034
documents, gtroff, 237-248
equations, 202-206
floppy disks, 1295-1296

fstab

input, 1013-1015
conversions, 1014-1015
flags, 1014
line lengths, 143
man pages, 1246-1248
fonts, 1247
macros, 1248
preamble, 1246-1247
sections, 1247-1248
output, 992-996,
1022-1023
conversion specifiers, 994
examples, 995
flags, 993-994
technical papers
groff_me macros,
1225-1227
groff_mm macros,
1227-1234
groff_ms macros,
1234-1236
times, strftime( ) function,
1032-1034
troff tables, 236-237
fpathconf() function,
925-926
fprintf function, 992-996
fpurge function, 920-921
fputc() function, 997-999
fputs( ) function, 997-999
fractal forgeries, 404-407
fread function, 926-927
free, 144
free( ') function, 976
freopen function, 924-925
frexp()) function, 927
fscanf function, 1013-1015
fsck, 1298-1300
fsck.minix, 1300-1301
fseek function, 927-928
fsetpos function, 927-928
fsinfo, 145
fslsfonts, 145-146
fstab, 1126-1127
file format/options,
1165-1167



fstat

fstat, 863-864
fstatfs, 865-866
fstobdf, 146-147
fstopgm, 147
fsync, 758-759
ftell function, 927-928
ftime function, 928-929
ftok function, 929-930
FTP (File Transfer
Protocol), DARPA server,
1301-1304
ftp, 147-154
aborting transfer, 152
bugs, 154
commands, 148-152
1,148
$, 148
7,152
account, 148
append, 148
ascii, 148
bell, 148
binary, 148
bye, 148
case, 148
cd, 148
cdup, 148
chmod, 148
close, 148
cr, 148
debug, 149
delete, 148
dir, 149
disconnect, 149
form, 149
get, 149
glob, 149
hash, 149
help, 149
idle, 149
led, 149
Is, 149
macdef, 149
mdelete, 149
mdir, 150
mget, 150
mkdir, 150

mls, 150
mode, 150
modtime, 150
mput, 150
newer, 150
nlist, 150
nmap, 150
ntrans, 150-151
open, 151
prompt, 151
proxy ftp, 151
put, 151
pwd, 151
quit, 151
quote, 151
recv, 151
reget, 151
remotehelp, 151
remotestatus, 151
rename, 151
reset, 151
restart, 151
rmdir, 152
runique, 152
send, 152
sendport, 152
site, 152
size, 152
status, 152
struct, 152
system, 152
trace, 152
type, 152
umask, 152
user, 152
verbose, 152
environment variables, 154
file naming conventions,
153
file transfer parameters, 153
.netrc file, 153-154
options, 147-148
tenex, sendport, 152
ftpd, 1301-1304
bugs, 1303
FTP requests supported,
1302-1303
options, 1302

ftruncate, 879-880
ftw( ) function, 930
full-duplex connections,
shutting down, 855
function bindings, displaying,
35
functions
calling at termination,
897-898, 988
headers, displaying, 455-456
library, undocumented,
1060
portable pixmap programs,
973-974
color names, 974
memory management, 973
reading files, 974
writing files, 974
fuser, 154-155
fwrite function, 926-927

G

g++, 155-160, 174-201
bugs, 160
copying, 160, 201
filename suffixes, 174-175
files, 159-160, 200
options, 155-159, 175-178
assembler, 181
code generation, 198-199
debugging, 186-187
directory, 182-183
language, 178-180
linker, 181-182
machine-dependent,
191-198
optimization, 188-190
preprocessor, 180-181
target, 190-191
warning, 183-186
pragmas, 159, 200
g3topbm, 160-161
games, 1210
gawk, 161-173
actions, 165-166
arithmetic functions,
168-169



bugs, 172
reporting, 172-173
control statements, 167
environment variables, 172
fields, 163
functions, 170
GNU extensions, 171
historical awk features
supported, 172
1/O statements, 167
operators, 166-167
options, 161-162
patterns, 165-166
POSIX compatibility, 171
printf statement, 167-168
program execution, 162-163
regular expressions, 166
special filenames, 168
sprintf( ) function, 167-168
string constants, 169-170
string functions, 169
time functions, 169
variables, 163-165
arrays, 164
built-in, 163-164
typing and conversion,
164-165
version information, 172
gcal, 173-174
running one day ahead, 506
resource files, creating from
text files, 558
gce, 174-201
assembling output, 8-9
bugs, 201
copying, 201
filename suffixes, 174-175
files, 200
options, 175-178
assembler, 181
code generation, 198-199
debugging, 186-187
directory, 182-183
language, 178-180
linker, 181-182
machine-dependent,
191-198

optimization, 188-190
preprocessor, 180-181
target, 190-191
warning, 183-186
pragmas, 200
gevt( ) function, 930-931
GEM IMG files, converting to
portable bitmaps, 201
gemtopbm, 201
GenerateMessagelD routine,
964
geqn, 202-206
automatic spacing, 203
bugs, 206
customization, 204-205
equation components,
202-203
files, 206
fonts, 206
macros, 206
new primitives, 203-204
options, 202
get (ftp command), 149
get_current_dir_name( )
function, 931
get_empty filp, 1428
get_kernel_syms, 800-802
getc( ) function, 945
getchar( ) function, 945
GetConfigValue routine, 965
getewd( ) function, 931
getdents, 759
getdirentries function,
931-932
getdomainname, 760
getdtablesize, 760-761
getegid, 761
getenv( ) function, 932
geteuid, 773
GetFileConfigValue routine,
965
GetFQDN routine, 965
getgid, 761
getgrent( ) function, 932-933
getgrgid( ) function, 933-934
getgrnam( ) function, 933-934
getgroups, 761-762

getrusage

gethostid, 762-763
gethostname, 763
getitimer, 763-764
getlist, 206-207
getlogin() function, 934-935
getmntent() function,
935-936
GetModeratorAddress
routine, 965
getnetbyaddr subroutine,
936-937
getnetbyname subroutine,
936-937
getnetent subroutine, 936-937
getopt, 207-208
getopt( ) function, 937-940
environment variables, 939
getopt_long( ) example,
939-940
return value, 939
getopt_long( ) function,
938-940
getopt_long_only() function,
938
getopts (shell command), 38
getpagesize, 765
getpass function, 940-941
getpeername, 765
getpgid, 845-846
getpgrp, 845-846
getpid, 766
getppid, 766
getpriority, 766-767
getprotobyname( ) function,
941-942
getprotobynumber()
function, 941-942
getprotoent( ) function,
941-942
getpw( ) function, 942-943
getpwent( ) function, 943
getpwnam( ) function, 944
getpwuid( ) function, 944
GetResourceUsage routine,
965
getrlimit, 767-768
getrusage, 767-768



gets( ) function

gets( ) function, 945
getservbyname( ) function,
946
getservbyport() function, 946
getservent( ) function, 946
getsid, 768
getsockname, 769
getsockopt, 769-772
bugs, 772
errors, 771
options recognized, 770-771
SO_BROADCAST, 771
SO_DEBUG, 770
SO_DONTROUTE, 770
SO_ERROR, 771
SO_KEEPALIVE, 770
SO_LINGER, 770
SO_RCVBUF, 771
SO_RCVLOWAT, 771
SO_RCVTIMEDO, 771
SO_REUSEADDR, 770
SO_SNDBUF, 771
SO_SNDLOWAT, 771
SO_SNDTIMEO, 771
SO_TYPE, 771
return value, 771
GetTimelnfo routine, 965
gettimeofday, 772-773
getuid, 773
getusershell() function,
946-947
getutent( ) function, 947
getutid( ) function, 947
getutline( ) function, 948
getw function, 948
getwd( ) function, 931
GIF files, converting to
portable anymaps, 208-209
giftopnm, 208-209
giles, gpic, 215
gindxbib, 209-210
glob (ftp command), 149
glob() function, 949-950
glob_dot_filenames variable
(bash), 17
globfree(') function, 949-950

glookbib, 210
gmtime, 984-986
gmtime() function, 909-910
gnroff, 210-211
GNU linker, 287-291
copying, 291
environment, 291
options, 288-291
GNU ar, see ar
GNU as, see as
GNU Bourne-again shell, see
bash
Gould scanner files, convert-
ing to portable pixmaps, 211
gouldtoppm, 211
gpic, 211-215
bugs, 215
commands, 212-213
expressions, 213-214
file, 215
mode, 212
options, 211-212
versus pic, 212-215
gprof, 216-217
graph profile data, displaying,
216-217
graphics (ASCII), converting
to portable graymap, 10
graphs
system load average, 533
topological sorts, 542
grayscale ramps, generating,
374-375
greater than signs (>),
redirection operator, 21
grefer, 217-224
bibliographic databases, 219
bugs, 224
citations, 219-220
commands, 220-222
files, 224
label expressions, 223-224
macro interface, 224
options, 218-219

grep, 224-226
bugs, 226
diagnostics, 226
options, 224-225
regular expressions, 225-226
grodvi, 227-228
groff, 228-230
availability, 230
bugs, 230
creating font files for, 513
environment, 229
files, 229
guessing options, 230
interpreting .so requests,
236
options, 229
output, converting to TeX
dvi format, 227-228
PostScript driver, 230-235
preprocessing references,
217-224
typewriter device driver, 235
groff_font format, 1127-1129
DESC file, 1127-1128
groff_me, 1225-1227
groff_mm, 1227-1234
extensions, 1227-1229
number variables,
1233-1234
strings, 1233
variables, 1229-1230
groff_ms, 1234-1236
groff_out, 1129-1131
grog, 230
grops, 230-235
files, 234
font styles, 231-232
options, 231
X commands, 232-233
grotty, 235-236
group, 1131
Group 3 fax files, converting
to portable bitmaps,
160-161
group access lists
getting/setting, 761-762
initializing, 955



group file entries, getting,
921-922,932-934
group identity, setting, 845
group IDs
getting/setting, 761,
845-846
real and effective, setting,
846-847
group ownership (files),
changing, 61
groups
adding to system,
1258-1259
logging into, 336-337
process, sending signals to,
960
grow_files, 1428-1429
grttoppm, 436-437
gsoelim, 236
gtbl, 236-237
gtroff, 237-248
environment, 248
escape sequences, 239-240
files, 248
fractional point sizes, 238-
239
incompatibilities, 247-248
long names, 238
numeric expressions, 239
options, 238
requests, 241-244
extended, 244
number registers, 245-246
warnings, 246-247
gunzip, 248-249
see also gzip
gzexe, 252-253
gzip, 248-252
bugs, 252
diagnostics, 251-252
environment, 251
options, 249-250
gzip files, forcing .gz exten-
sion, 732-733

H

handling signals, 857-858
hard disks
boot-time parameters,
1220-1221
devices, 1083
partition tables, manipulat-
ing, 1296-1297
hard drives, partitioning,
1265-1269
hard-reset( ) action (xterm),
715
hardware, video (identifying),
501-503
hash
ftp command, 149
shell command, 38
hash tables
creating, 951
freeing memory, 951
searching, 951
hasmntopt( ) function,
935-936
hcreate( ) function, 951-952
hd, 1083
hdestroy( ) function, 951
head, 253-254
HeaderCleanFrom routine,
964
HeaderFind routine, 964
headers function, displaying,
455-456
help
ftp command, 149
shell command, 38
xauth command, 591
here-documents, 22-23
hexdump, 254-256
hier, 1236-1238
directories, 1236-1238
/, 1236
/bin, 1236
/hoot, 1236
Idev, 1236
/dos, 1236
[etc, 1236

HISTSIZE variable (bash)

[etclskel, 1236
Jete/X11, 1236
/home, 1236
/lib, 1236
/mnt, 1236
Iproc, 1236
/shin, 1237
/tmp, 1237
Jusr, 1237
Jusr/X11R6, 1237
Jusr/X11R6/bin, 1237
usr/X11Ré/lib, 1237
[usr/X11R6/lib/X11, 1237
fusrX11R6/include/X11,
1237
hierarchies
directory (creating), 323
filesystem, description of,
1236-1238
High Sierra filesystem, 1125
HIPS files, converting to
portable graymaps, 256
hipstopgm, 256
histchars variable (bash),
17-18
HISTCMD variable (bash),
16
HISTFILE variable (bash), 17
HISTFILESIZE variable
(bash), 17
histograms
drawing for PGM or PPM
files, 388
portable pixmaps, printing,
408
history, 1131-1132
control variable (bash), 17
cvs command, 99
shell command, 39
history expansion (bash),
33-34
event designators, 33
modifiers, 34
word designators, 33
history lists (bash), 32-33
displaying, 39
HISTSIZE variable (bash), 17



HOME variable (bash)

HOME variable (bash), 16
/home directory, 1236
horizontal-scroll-mode
variable (readline), 28
host, 257-258
bugs, 258
customizing, 258
options, 257-258
host byte order, converting
between network byte order,
901-902
host IDs, printing, 258-259
hostid, 258-259
hostname, 259-260,
1238-1239
hostname_completion_file
variable (bash), 18
hostnames
displaying, 259-260
looking up, 257-258
resolving, 1238-1239
hosts
identifiers, getting/setting,
762-763
names, getting/setting, 763
sending messages to users
on, 473
hosts.nntp, 1132-1133
hosts.nntp.nolimit,
1132-1133
hosts_access, 1133-1136
access control files, 1133
access control rules, 1133
bugs, 1136
diagnostics, 1136
files, 1136
operators, 1134
patterns, 1133-1134
remote username lookup,
1134-1135
shell commands, 1134
wildcards, 1134
hosts_access( ) function,
950-951
hosts_ctl(') function, 950-951
hosts_options, 1137-1139
diagnostics, 1139
options, 1137

HOSTTYPE variable (bash),
16

HP PaintJet files, converting
to portable pixmaps, 381

hpcdtoppm, 260-261

hpfs filesystem, 1125

hsearch( ) function, 951-952

htonl() function, 901-902

htons( ') function, 901-902

httpd, 261

hyperbolic cosines, 908

hyphens (-), bash special
parameters, 15

hypot( ) function, 953

1/0
awk statement, 167
port permissions, setting,
788
ports, functions, 816
privilege level, changing,
788-789
standard 1/O library,
1025-1027
ICCcancel routine, 956
ICCclose routine, 956
ICCcommand routine, 956
ICCopen routine, 956
ICCpause routine, 956
ICCreserve routine, 956
|CCsettimeout routine, 956
icombine, 274, 281
files, 281
see also ispell
icontopbm, 262
ident, 262-263
idle, 774
errors, 774
ftp command, 149
return value, 774
IDs (group), searching for
matches, 1429
$if parser directive (readline),
28-29
ifconfig, 1304-1305

IFS variable (bash), 16
ignore( ) action (xterm), 713
IGNOREEOF variable (bash),
17
ijoin, 274, 281
files, 281
see also ispell
ILBM files, converting to
portable pixmaps, 263-264
ilbmtoppm, 263-264
image files, converting to
portable anymap, 4
image parameter, values, 1374
imake, 264-267
environment variables, 267
files, 266
input, 266
options, 265
X Window System, 266
Imakefiles, creating Makefiles
from, 672
Img-whatnot file, converting
to portable pixmaps, 267
imgtoppm, 267
import (cvs command), 100
in_group_p, 1429
inb, 816
inb_p, 816
inbound zone transfers,
1333-1334
index() function, 953
indexes, archives (generating
for), 437-438
inet_addr( ) function, 954
inet_aton( ) function, 954
inet_Inaof( ) function, 954
inet_makeaddr( ) function,
954
inet_netof( ) function, 954
inet_network( ) function, 954
inet_ntoa( ) function, 954
inetd, 1305-1307
inews, 267-269
infinite results
returning value for, 954-955
testing for, 959
infnan() function, 954-955



info, 269-270
commands, 269-270
environment, 270
options, 269
info command (xauth), 591
init, 1307-1309
diagnostics, 1309
files, 1308
run levels, 1308
init_module, 800-802
init_timer, 1424
initgroups( ) function, 955
initializing
terminals, 539-542
X sessions, 496-497
initstate( ) function,
1001-1002
inittab, 1139-1141
inittab file, 1398
inl, 816
inl_p, 816
inn.conf, 1141-1142
innconfval, 270-271
innd, 1309-1312
control messages, 1310
header modifications, 1311
logging, 1311-1312
protocol differences,
1310-1311
inndcomm routines, 956
inndstart, 1309-1312
INNVersion routine, 966
innwatch.ctl, 1142-1144
innxmit, 1312-1313
input
formatting, 1013-1015
conversions, 1014-1015
flags, 1014
reading, 27-32
controlling key bindings,
27
denoting keystrokes, 27
macro definitions, 28
readline commands,
29-32
redirecting, 22

input lines, wrapping, 143-
144
input, see elvis
INPUTRC variable (bash), 17
insh, 816
insert() action (xterm), 713
insert-eight-bit( ) action
(xterm), 713
insert-selection() action
(xterm), 713
insert-seven-bit( ) action
(xterm), 713
insert_file_free, 1429
insl, 816
insmod, 271-272
insque( ) function, 957
install, 272-273
installing
loadable modules, 271-272
rstartd, 469
spottopgm, 495
sysklogd, 1403
installit, 273-274
insw, 816
integers
absolute values, 892-893
converting, between host
and network byte order,
901-902
dividing, 911
floating-point remainders,
913, 923
returning quotient and
remainder, 961
long, labs, 960-961
rounding, 904
downward, 923
to, 1011-1012
interactive shells, 45
interfaces
name daemon control,
1338-1339
network
attaching to serial line,
1399
configuring, 1304-1305

InterNetNews library

serial mouse, 1092-1094
Muicrosoft protocol, 1093
MM protocol, 1094
MouseSystems protocol,
1093
Sun protocol, 1093
interned atoms, listing,
668-669
Internet
addresses, manipulating,
953-954
extended Internet services
daemon, 655-664
inetd superserver,
1305-1307
services, listing, 1184-1186
InterNetNews
buffered file-writing, 1264-
1265
configuration data,
1141-1142
daemon, 1309-1312
control messages, 1310
controlling, 1276-1279
file-writing, 1297-1298
InterNetNews library
clientlib, 904-905
INND communication
routines, 956
libinn routines, 962-966
CAclose, 964
CAlistopen, 964
CAopen, 964
CloseOnExec, 965
DDcheck, 965
DDend, 965
DDstart, 965
GetConfigValue, 965
GetFileConfigValue, 965
GetFQDN, 965
GetModeratorAddress,
965
GetResourceUsage, 965
GetTimelnfo, 965
HeaderFind, 964
INNVersion, 966



InterNetNews library

LockFile, 965
NNTPcheckarticle, 965
NNTPconnect, 965
NNTPIocalopen, 965
NNTPremoteopen, 965
NNTPsendarticle, 966
NNTPsendpassword, 966
Radix32, 966
ReadInDescriptor, 966
ReadInFile, 966
SetNonBlocking, 965
Quick 1/0, 998
interrupt key sequence,
routing, 1425
interval timers
getting/setting value,
763-764
ITIMER_PROF, 764
ITIMER_REAL, 764
ITIMER_VIRTUAL, 764
value definitions, 764
inverse hyperbolic cosines,
893-894
inverse hyperbolic sines, 895
inverse hyperbolic tangents,
897
inverted indexes, biblio-
graphic databases, 209-210
invocation, bash, 45-46
inw, 816
inw_p, 816
ioctl, 774-788
arguments, 787-788
calls
consoles, 1074-1080
fd device support, 1082
list of, 775-786
Ip, 1090-1091
sd, 1095-1096
st, 1097-1100
duplicates, 788
errors, 774
return value, 774
ioperm, 788
iopl, 788-789
errors, 789
return value, 789

IP
dialup connections, handler,
1285-1288
routing table (manipulat-
ing), 1379-1380
ipc, 789, 1144-1146
message queues, 1145
resource access permissions,
1144-1145
semaphore sets, 1145-1146
shared memory segments,
1146
ipc facilities
getting information on,
1314
removing, 1313-1314
IPC system calls, 789
ipcrm, 1313-1314
ipcrs, 1314
isalnum() function, 958
isalpha( ) function, 958
isascii( ) function, 958
isatty function, 958-959
isblank() function, 958
iscntrl(’) function, 958
isdigit() function, 958
isgraph( ) function, 958
isinf(') function, 959
islower( ) function, 958
isnan( ) function, 959
ISO character sets
2022, 1066
4873, 1066
8859, 1064-1065
8859-1, 1239-1242
alphabets, 1240
characters, 1240-1242
1509660 filesystem, 1125
ispell, 274-279, 1084-1090
affix file, 1084-1085
alternate string characters,
1087
bugs, 282
capitalization rules, 279
character-set section, 1086
commands, 274-275
flags, 1088

headers, 1085
options, 275-279
options statements,
1085-1086
prefix/suffix tables, 1088
root words
case, 1084
extending, 1085
modifying, 1088-1089
isprint() function, 958
ispunct( ) function, 958
isspace( ) function, 958
issue, 1146-1147
isupper( ) function, 958
isxdigit( ) function, 958
ITIMER_PROF interval
timer, 764
ITIMER_REAL interval
timer, 764
ITIMER_VIRTUAL interval
timer, 764

]

jO() function, 959

j1() function, 959

jn() function, 959

job control, 24-25

jobs, displaying, 39

jobs (shell command), 39
join, 282-283

jrand48( ) functions, 912

K

kbdrate, 1314-1315
Kerberos authentication, 461
kernel
boot-time parameters,
1216-1224
Adaptec configurations,
1219-1220
argument list, 1216-1217
BusLogic configuration,
1220
busmouse drivers, 1224
cards not accepting, 1220



CD-ROMs, 1222-1223
debug argument, 1217
Ethernet devices, 1223
floppy disk drivers,
1223-1224
future domain configura-
tion, 1220
hard disks, 1220-1221
mem= argument, 1218
no-hlt argument, 1217
no387 argument, 1217
Pro Audio configuration,
1220
ramdisk= argument, 1218
reboot=warm argument,
1218
reserve= argument,
1217-1218
ro argument, 1217
root= argument, 1217
rw argument, 1217
SCSI device arguments,
1218-1219
SCSI tape configuration,
1219
Seagate ST-Ox
configuration, 1220
sound drivers, 1224
Trantor T128
configuration, 1220
exported symbols, display-
ing, 284-285
log buffer, 873
message ring buffer, reading/
clearing, 872-874
modules, loading at boot
time, 1152
name, getting, 880-881
ring buffer, controlling,
1288-1289
kernel clock, adjusting,
742-743
kernel log daemon,
1315-1317
kernel logging, 1402
kernel_mktime, 1430
key bindings, displaying, 35

key combinations,
Ctrl+Alt+Del (setting
function), 1279
key sequences (interrupt),
routing, 1425
keyboard repeat rate,
resetting, 1314-1315
keymap variable (readline), 28
keymap( ) action (xterm), 713
keymaps (X), modifying,
672-676
keywords, RCS, identifying in
files, 262-263
kill, 283-284, 790
bugs, 790
errors, 790
options, 283
return value, 790
shell command, 39
killall, 284
killing client connections (X
servers), 666-667
killpg, 790-791, 960
klogd, 1315-1317
files, 1317
options, 1315
signal handling, 1316-1317
kmem, 1091-1092
KOI8-R character set, 1065
ksyms, 284-285

L

labs(') function, 960-961
Laplacian relief filters,
running on portable
pixmaps, 413
last, 285-286
Latin-1 character set, 1064
Latin-2 character set, 1064
Latin-3 character set, 1064
Latin-4 character set, 1064
Latin-5 character set, 1065
Latin-6 character set, 1065
Ibxproxy, 286-287
network connections, 286
options, 286

libpbm routines

Icd (ftp command), 149

lcong48( ) functions, 912

Id, 287-291
copying, 291
environment, 291
options, 288-291

Idexp( ) function, 961

Idiv( ) function, 961

less than signs (<), redirection

operator, 21

let (shell command), 39

letters, converting
to lowercase, 1055-1056
to uppercase, 1055-1056

Ifind( ) function, 975-976

lgamma( ) function, 962

/lib directory, 1236

libinn routines, 962-966
CAclose, 964
CAlistopen, 964
CAopen, 964
CloseOnExec, 965
DDcheck, 965
DDend, 965
DDstart, 965
GetConfigValue, 965
GetFileConfigValue, 965
GetFQDN, 965
GetModeratorAddress, 965
GetResourceUsage, 965
GetTimelnfo, 965
HeaderFind, 964
INNVersion, 966
LockFile, 965
NNTPcheckarticle, 965
NNTPconnect, 965
NNTPlocalopen, 965
NNTPremoteopen, 965
NNTPsendarticle, 966
NNTPsendpassword, 966
Radix32, 966
ReadInDescriptor, 966
ReadInFile, 966
SetNonBlocking, 965

libpbm routines, 966-969
constants, 968
endian i/o, 967
errors, 967



libpbm routines

file management, 967
initialization, 968
keyword matching, 967
memory management, 968
messages, 967
reading files, 968
types, 968
writing files, 968-969
libpgm routines, 969-970
constants, 969
initialization, 969
memory management, 969
reading files, 970
types, 969
writing files, 970
libpnm routines, 970-972
constants, 970
format promotion, 972
initialization, 971
memory management, 971
reading files, 971
types, 970
writing files, 971-972
XEL manipulation, 972
XEL manipulations, 971
libppm, 973-974
color names, 974
memory management, 973
reading files, 974
writing files, 974
libraries
shared, selecting, 883
standard 1/0, 1025-1027
library functions, undocu-
mented, 1060
LILO, 1216
configuration file,
1147-1151
global options, 1148-1149
kernel options, 1150-1151
per-image section,
1149-1150
line buffered streams, 1016
line printer
control program, 1317-1318
devices, 1090-1091
ioctl( ) calls, 1090-1091
spooler daemon, 1318-1320

linear searches, arrays,
975-976
LINENO variable (bash), 15
link, 791-792
linkers, Id (GNU linker),
287-291
copying, 291
environment, 291
options, 288-291
linking files, 293-294, 791-
792
Lisp Machine bitmap files,
converting to portable
graymaps, 292
lispmtopgm, 292
list
bash command, 13
xauth command, 591
listen, 792-793
lists
bash, 12-13
columnating, 78
variable argument (declar-
ing), 1023-1024
lkbib, 292-293
lseek, 793
In, 293-294
Indir, 294
loadable modules
installing, 271-272
support, 800-802
unloading, 462-463
viewing, 305
loadlin program, 1216
local (shell command), 39
local descriptor table, reading/
writing, 800
local variables, creating, 39
locale, 1243-1244
setting, 1018-1019
localeconv, 974-975
localtime, 909-910, 984-986
locate, 295
lock files, creating for shell
scripts, 487
LockFile routine, 965

locking memory
mlock, 796-797
mlockall, 797-798
locks (advisory), applying/
removing open files, 757
log (cvs command), 100
log() function, 918
log10( ) function, 918
loglp() function, 918
logarithms, 918
1 plus argument, 918
base-10, 918
logger, 295-296
logging
innd, 1311-1312
kernel, 1402
system, 1402-1404
configuration file,
1402-1403
FIFOs, 1403
messages, 1404-1405
remote, 1403
Usenet, log file
maintenance, 1346-1347
login, 296-297
login shells, 45
changing, 63
exiting, 39
logins
changing groups, 336-337
displaying last, 285-286
login command, 296-297
login record files,
1198-1200
preventing, 1168
remote, 460-461
Kerberos authentication,
461
root, tty lines (listing), 1184
shells, pathnames, 1186
logout (shell command), 39
logs
system
making entries, 295-296
sending messages to,
1045-1046
xinetd, 661-663



long integers, absolute values,
960-961
longjmp() function, 975
look, 297-298
loops
exiting, 35
resuming, 36
lowercase, converting letters
to, 1055-1056
Ip, 1090-1091
Ip devices, setting parameters,
1413-1414
Ipc, 1317-1318
commands, 1317-1318
diagnostics, 1318
Ipd, 1318-1320
key characters, 1319
options, 1319
Ipg, 298-299
bugs, 299
diagnostics, 299
environment, 299
options, 298-299
Ipr, 299-301
bugs, 301
diagnostics, 301
environment, 300
options, 299-300
Iprm, 301-302
bugs, 302
diagnostics, 302
environment, 302
options, 301
Iptest, 302
Irand48( ) functions, 912
Is, 303-304
Is (ftp command), 149
Isattr, 304-305
Isearch( ) function, 975-976
Iseek, 793-794
Ismod, 305
Istat, 863-864
lynx, 306-309
commands, 308-309
options, 306-308

M

macdef (ftp command), 149
Macintosh PICT files,
converting to portable
pixmaps, 379-380
MacPaint files, converting to
portable bitmaps, 309-310
macptopbm, 309-310
magic cookies, generating,
317
mail addressing, 1244-1246
abbreviations, 1245
case sensitivity, 1245
compatibility, 1245
postmasters, 1246
routing, 1245
mail, see e-mail
MAIL variable (bash), 16
MAIL_WARNING variable
(bash), 16
mailaddr, 1244-1246
abbreviations, 1245
bugs, 1246
case sensitivity, 1245
compatibility, 1245
postmasters, 1246
routing, 1245
MAILCHECK variable (bash),
16
MAILER environment
variable, 529
MAILPATH variable (bash),
16
make, 310-312
imake preprocessor, 264-267
options, 311
makeactive, 1342-1344
makedepend, 312-314
algorithm, 313
bugs, 314
options, 312-313
MAKEDEYV, 1320-1324
files, 1321
options, 1321-1324
MAKEDEV.cfg, 1151

memchr( ) function

makefiles
creating dependencies in,
312-314
creating from Imakefiles,
672
makehistory, 1342-1344
makestrs, 314-315
bugs, 315
directives, 315
options, 314
syntax, 314-315
malloc( ) function, 976
man, 1246-1248
man pages, formatting,
1246-1248
fonts, 1247
macros, 1248
preamble, 1246-1247
sections, 1247-1248
mapping files to memory,
799-800
mark-modified-lines variable
(readline), 28
mask bitmaps, creating from
regular, 353-354
masks, file-creation, 880
setting, 45
mattrib, 315-316, 330
mbadblocks, 316, 330
mblen, 977
mbstowcs( ) function,
977-978
mbtowc( ) function, 978
mcd, 316-317, 330
mcookie, 317
mcopy, 317-318, 330
MD5 message digests,
generating/checking, 318
md5sum, 318
mdel, 318-319, 330
mdelete (ftp command), 149
mdeltree, 319
mdir, 150, 319, 330
mem, 1091-1092
memccpy( ) function, 901,
978-979
memchr() function, 901, 979



memcmp( ) function

memcmp( ) function, 901,
979-980
memcpy( ) function, 901, 980
memfrob( ) function, 901,
980-981
memmem( ) function, 901,
981
memmove( ) function, 901,
981
memory
access, controlling, 804-805
allocating, 894, 976
displaying amount, 144
freeing, 976
kernel, 1091-1092
locking
mlock, 796-797
mlockall, 797-798
mapping/unmapping files
to, 799-800
reallocating, 976
scanning for characters, 979
shared
allocating, 851-853
controlling, 849-851
operations, 853-854
system, 1091-1092
unlocking
munlock, 811-812
munlockall, 812-813
virtual
remapping addresses,
805-806
reports, 1417-1418
virtual console, 1101-1102
memory areas
comparing, 979-980
copying, 978-981
encrypting, 980-981
filling with constant bytes,
982
locating substrings in, 981
memset( ) function, 901, 982
merge, 320
merge command (xauth), 591
merging files, three-way, 320
mesg, 321

message catalogs
getting messages from,
902-903
opening/closing, 903-904
message queue identifier,
retrieving, 807-808
messages
control, 1310
control operations, 806-807
displaying, 321
log (RCS files), printing,
458-460
message of the day file, 1152
receiving, from sockets,
826-828
sending/receiving, 808-811
sending
from sockets, 842-843
to system logger,
1045-1046
to users, 473, 576-577
signal, printing, 996
system console, monitoring
with X, 597-598
system error, printing,
990-991
systems, logging, 1404-1405
Usenet control, handling,
1115-1116
writing to users, 574, 1383
meta characters (bash), 12
meta-flag variable (readline),
28
mformat, 321-322, 330
bugs, 322
options, 321-322
mget (ftp command), 150
MGR bitmaps, converting to
portable bitmaps, 322-323
mgrtopbm, 322-323
MINIX filesystems, 1125
consistency checker,
1300-1301
creating, 1326-1327
mkdir, 150, 323, 794-795
bugs, 795
errors, 795

options, 323
return value, 795
mkdirhier, 323
mke2fs, 1324-1325
mkfifo, 323-324, 982-983
errors, 982-983
options, 324
mkfs, 1325-1327
mklost+found, 1327
mkmanifest, 324-325
mknod, 325, 795-796
bugs, 796
errors, 796
options, 325
return value, 796
mkstemp( ) function, 983
mkswap, 1327-1328
mktemp( ) function, 983-984
mktime, 910, 984-986
mlabel, 325-326, 330
mlock, 796-797
mlockall, 797-798
mls (ftp command), 150
mmap, 799-800
mmd, 326, 330
mmount, 326-327, 330
mmove, 327, 330
/mnt directory, 1236
mode (ftp command), 150
mode command (telnet), 508
mode parameter, values, 1374
modems, conversational
exchanges, 1269-1273
abort strings, 1270-1271
chat script, 1270
escape sequences,
1271-1272
report strings, 1271
termination codes, 1272
time-out value, 1271
moderators, 1151-1152
modf( ) function, 984
modify_ldt, 800
modprobe, 109-112
configuration, 110-111
files, 111
strategy, 111



modtime (ftp command), 150
modules
kernel, loading at boot time,
1152
loadable
support, 800-802
unloading, 462-463
viewing, 305
more, 327-328
motd, 1152
mount, 802-804, 1328-1332
bugs, 1332
errors, 803
files, 1332
options, 1329-1331
return value, 803
mountd, 1332-1333
mounting MS-DOS disks,
326-327
mouse, 1092-1094
Microsoft protocol, 1093
MM protocol, 1094
MouseSystems protocol,
1093
Sun protocol, 1093
mprotect, 804-805
mput (ftp command), 150
mrand48( ) functions, 912
mrd, 329-330
mread, 329
mremap, 805-806
mren, 329-330
MS-DOS
directories
changing, 316-317
displaying, 319
trees, deleting, 319
disks, mounting, 326-327
files
changing attribute flags,
315-316
copying to/from UNIX,
317-318, 329
deleting, 318-319
displaying contents,
333-334
manipulating (mtools),
330-333

moving, 327
renaming, 329-330
filesystems, adding to disks,
321-322
floppies, marking bad
blocks, 316
subdirectories
creating, 326
moving, 327
removing, 329
renaming, 329-330
volume labels, creating,
325-326
msdos filesystem, 1125
msgctl, 806-807
msgget, 807-808
msgop, 808-811
msync, 811
mtest, 330
mtools, 330-333, 1152-1158
bugs, 333
case sensitivity of VFAT,
332
character translation tables,
1155-1157
configuration files, testing,
330
default values, 1153
drive geometry
configuration, 1154-1155
exit codes, 333
general purpose drive
variables, 1153-1154
global variables, 1153
long filenames, 331
mattrib, 330
mbadblocks, 330
mcd, 330
mcopy, 330
mdel, 330
mdir, 330
mformat, 330
mlabel, 330
mmd, 330
mmount, 330
mmove, 330
mrd, 330

mysnc

mren, 330
mtest, 330
mtype, 330
multiple descriptions, 1155
name clashes, 332
open flags, 1155
parsing order of files,
1157-1158
per-drive flags/variables,
1153
working directory, 331
Xdf disks, 332
MTYV ray tracers, converting
output to portable pixmaps,
333
mtvtoppm, 333
mtype, 330, 333-334
multilanguage support
(description), 1243-1244
multibyte characters,
converting to wide
characters, 978
multibyte strings, converting
to wide character, 977-978
multiple buffers, reading/
writing data, 1003-1004
multiuser chat program,
727-730
Boolean options, 729
daemons, 727
escape menu, 728
readdressing, 729
runtime options, 728-729
startup file, 729
username field, 727
X11 interface, 730
munchlist, 274, 279
bugs, 282
files, 281
options, 279-280
see also ispell
munlock, 811-812
munlockall, 812-813
munmap, 799-800
mv, 334-335
mwrite, 335
mysnc, 811



named

N

named, 1334-1338
boot file, 1334-1336
files, 1337
master file, 1336
options, 1334
signals, 1337
SOA record, 1336-1337
named pipes, see FIFOs
named-xfer, 1333-1334
named.reload, 1338
named.restart, 1338
namei, 335-336
options, 336
output, 335
names
bash, 12
peer, getting, 765
socket, getting, 769
nameserver (Internet
domains), 1334-1338
boot file, 1334-1336
control interface, 1338-1339
master file, 1336
querying, 1350-1353
signals, 1337
SOA record, 1336-1337
stopping/restarting, 1338
synchronizing database,
1338
naming
font servers, 643
temporary files, 1049, 1054
xhost, 644
NaN (not-a-number) results
returning value for, 954-955
testing for, 959
nanosleep, 813-814
ncpfs filesystem, 1126
ndc, 1338-1339
Netnews reader, see tin
.netrc file, 153-154
netstat, 1339-1342
files, 1341
routing information, 1341
socket information,
1340-1341

network byte order, convert-
ing between host byte order,
901-902
network entries, getting,
936-937
networking
displaying active
connections, 1339-1342
routing information, 1341
socket information,
1340-1341
interfaces
attaching to serial line,
1399
configuring, 1304-1305
routing daemon, 1380-1382
newaliases, 336
newer (ftp command), 150
newgrp, 336-337
news
Netnews, see tin
news software information
newsgroups, 530
overview database
expiring entries,
1293-1294
format, 1168-1169
updating, 1353-1354
receiving from UUCP
connections, 463-464
news.daily, 1344-1346
keywords, 1344-1345
newsfeeds, 1158-1163
Distribution headers, 1159
entries, 1158-1159
examples, 1162-1163
feed types, 1161-1162
flags, 1159-1161
ME entry, 1161
newsgroups
news software information,
530
Usenet, listing active, 1104-
1105
newslog, 1163-1165,
1346-1347
files, 1164
keywords, 1346
message/action fields,

1163-1164
newsrequeue, 1342-1344
NFS

mount daemon, 1332-1333
servers, authentication/print

request, 1355-1357

service daemon, 1347
nfs, 1165-1167
nfs filesystem, 1125
export list, 1123-1125
NFS servers, mount
information, 1396
nfsd, 1347
nice, 814
nl, 337-338
nlist (ftp command), 150
NLM outfiles, converting
object code into, 338-339
nimconv, 338-339
nm, 339-340
nmap (ftp command), 150
nnrp.access, 1167-1168
nnrpd, 1347-1349
NNTP
news, host list, 1132-1133
servers, 1347-1349
getting lists from, 206-207
passwords, 1170
retrieving Usenet articles
from, 340-341
sites, access control,

1167-1168

NNTPcheckarticle routine,
965

NNTPconnect routine, 965

nntpget, 340-341

NNTPIocalopen routine, 965

NNTPremoteopen routine,
965

nntpsend, 1349-1350

nntpsend.ctl, 1168

NNTPsendarticle routine, 966

NNTPsendpassword routine,
966

NNTPSERVER environment
variable, 529



no_exit_on_failed_exec
variable (bash), 18
noclobber variable (bash), 18
nolinks variable (bash), 18
nologin, 1168
none, 881
none (undocumented library
functions), 1060
not-a-number (NaN) results
returning value for, 954-955
testing for, 959
notify variable (bash), 17
nrand48( ) functions, 912
nroff
emulating, 210-211
output, filtering, 77
nslookup, 1350-1353
arguments, 1350
commands, 1351-1353
diagnostics, 1353
environment, 1353
files, 1353
ntohl( ) function, 901-902
ntohs( ) function, 901-902
ntrans (ftp command),
150-151
null, 1094
numbers
floating-point
absolute value, 919
converting to fractional/
integral components,
927
converting to strings,
913-914, 930-931
pseudo-random, generating,
912-913
random, generating,
1001-1002
rounding, 1011-1012
signs, copying, 907
square roots, 1023
numeric expressions, gtroff,
239

0]

objcopy, 341-342
objdump, 342-343
object files
copying/translating,
341-342
discarding symbols from,
499
displaying information from,
342-343
listing section and total sizes,
489-490
listing symbols from,
339-340
oclock, 344
od, 345-346
offline printing, 299-301
oldfstat, 814
oldlstat, 814
oldolduname, 814
OLDPWD variable (bash), 15
oldstat, 814
olduname, 814
on_exit() function, 988
open, 815-816
bugs, 816
errors, 816
flags, 815
ftp command, 151
modes, 815
return value, 816
open host command (telnet),
508
opendir, 989
openlog( ) function,
1045-1046
facility argument, 1046
option argument, 1046
operators
awk, 166-167
find, 142
redirection, 21
OPTARG variable (bash), 16
OPTERR variable (bash), 17
OPTIND variable (bash), 16

papers, formatting

ORGANIZATION environ-
ment variable, 529
OSTYPE variable (bash), 16
outb, 816
outb_p, 816
outl, 816
outl_p, 816
output
formatting, 992-996,
1022-1023
conversion specifiers, 994
examples, 995
flags, 993-994
redirecting, 22
output-meta variable
(readline), 28
outsb, 816
outsl, 816
outsw, 816
outw, 816
outw_p, 816
overchan, 1353-1354
overview.fmt, 1168-1169
ownership (file), changing,
62-63, 749-750

P

pac, 1354-1355
packed format fonts, convert-
ing to portable bitmaps, 381
packets
ECHO_REQUEST,
sending, 1358
route, printing, 1409-1412
page size, system (getting),
765
paging
disabling, 796-797
calling process, 797-798
reenabling, 811-813
papers, formatting
groff_me macros,
1225-1227
groff_mm macros,
1227-1234
groff_ms macros,
1234-1236



paragraphs, formatting line length

paragraphs, formatting line
length, 143
parameter command substitu-
tion (bash), 20
parameter expansion (bash),
19-20
parameters
bash, 14-15
positional, 14
special, 14-15
boot-time (kernel),
1216-1224
Adaptec configurations,
1219-1220
argument list, 1216-1217
BusLogic configuration,
1220
busmouse drivers, 1224
cards not accepting, 1220
CD-ROMs, 1222-1223
debug argument, 1217
Ethernet devices, 1223
floppy disk drives,
1223-1224
future domain
configuration, 1220
hard disks, 1220-1221
mem= argument, 1218
no-hlt argument, 1217
no387 argument, 1217
Pro Audio configuration,
1220
ramdisk= argument, 1218
reboot=warm argument,
1218
reserve= argument,
1217-1218
ro argument, 1217
root= argument, 1217
rw argument, 1217
SCSI device arguments,
1218-1219
SCSI tape configuration,
1219
Seagate ST-Ox
configuration, 1220

sound drivers, 1224
Trantor T128
configuration, 1220
floppy disk, setting, 1391
positional
parsing, 38
renaming, 42
serial ports, 1392-1394
parsedate, 989-990
parser directives, readline,
28-29
S$else, 29
$endif, 29
$if, 28-29
parsing
command options, 207-208
command-line options,
937-940
positional parameters, 38
partition tables, manipulat-
ing, 1296-1297
DOS 6.x, 1296-1297
partitioning disk drives,
1265-1269
passwd, 346-347, 1169-1170
bugs, 347
files, 347
passwd.nntp, 1170
password files, editing,
1418-1419
passwords
changing, 346-347
encryption, 908-909
file entries, writing, 997
getting, 940-941
getting file entry, 943-944
password file, 1169-1170
reconstructing line entry,
942-943
paste, 347
PATH variable (bash), 16
pathconf( ) function, 925-926
options returned, 926
return value, 926
pathname expansion (bash),
21

pathnames
canonicalized absolute,
1004-1005
following to terminal point,
335-336
matching, 924, 949-950
patterns
printing lines matching,
224-226
searching database files for,
295
pause, 817
pausing execution, 813-814
pbm, 1170-1171
PBM images, displaying on
4425 terminals, 357
pbmclean, 348
pbmfilters, 348-352
pbmlife, 352-353
pbmmake, 353
pbmmask, 353-354
PBMPIus package, programs,
348-352
pbmpscale, 354
pbmreduce, 355
pbmtext, 355-356
pbmto10x, 356
pbmto4425, 357
pbmtoascii, 357
pbmtoatk, 358
pbmtobg, 358
pbmtocmuwm, 358-359
pbmtoepsi, 359
pbmtoepson, 359
pbmtog3, 360
pbmtogem, 360
pbmtogo, 360-361
pbmtoicon, 361
pbmtolj, 361-362
pbmtoln03, 362
pbmtolps, 362
pbmtomacp, 363
pbmtomgr, 363
pbmtopgm, 364
pbmtopi3, 364
pbmtopk, 364-365



pbmtoplot, 365-366
pbmtoptx, 366
pbmtox10bm, 366
pbmtoxbm, 367
pbmtoybm, 367
pbmtozinc, 367-368
pbmupc, 368
pclose( ), 991-992
penfsd, 1355-1357
authentication, 1355-1356
file, 1357
printing, 1356
reconfiguration, 1357
PCX files, converting to
portable pixmaps, 368-369
pcxtoppm, 368-369
peers, getting names, 765
permissions
file
changing, 748-749
setting, 272-273
port input/output, setting,
788
perror, 990-991
personality, 817-818
pfbtops, 369
pgm, 1171-1172
pgmbentley, 369
pgmcrater, 370-371
pgmedge, 371
pgmenhance, 371-372
pgmhist, 372
pgmkernel, 372-373
pgmnoise, 373
pgmnorm, 373-374
pgmoil, 374
pgmramp, 374-375
pgmtexture, 375-376
pgmtofs, 376
pgmtolispm, 376-377
pgmtopbm, 377
pgmtoppm, 378
Photo-CD files, converting to
portable pixmaps, 260-261
phys, 818
physical addresses, accessing,
818

pi3topbm, 379
pic, versus gpic, 212-215
commands, 212-213
expressions, 213-214
mode, 212
picttoppm, 379-380
bugs, 379
fontdir file format, 380
ping, 1358
pipe, 818-819
pipelines ({), bash, 12
pipes, creating, 818-819
pjtoppm, 381
pktopbm, 381
PLIP devices, tuning
parameters, 1357
plipconfig, 1357
pnm, 1173
pnmalias, 381-382
pnmarith, 382-383
pnmcat, 383
pnmcomp, 383-384
pnmconvol, 384
pnmcrop, 385
pnmcut, 385
pnmdepth, 385-386
pnmenlarge, 386
pnmfile, 386-387
pnmflip, 387
pnmgamma, 387
pnmhistmap, 388
pnmindex, 388-389
pnminvert, 389
pnmmargin, 389-390
pnmnlfilt, 390-391
alpha-trimmed mean filter,
390
bugs, 391
combining modes, 391
edge enhancement, 391
optimal estimation
smoothing, 390
pnmnoraw, 391-392
pnmpad, 392
pnmpaste, 392-393
pnmrotate, 393

portable anymaps

pnmscale, 393-394
pnmshear, 394-395
pnmsmooth, 395
pnmtile, 395
pnmtoddif, 396
pnmtofits, 396-397
pnmtoiff, 399-400
pnmtops, 397
pnmtorast, 398
pnmtosgi, 398-399
pnmtosir, 399
pnmtoxwd, 400
popd (shell command), 39-40
popen( ) function, 991-992
popup-menu( ) action
(xterm), 713
port, 1091-1092
portable anymaps
antialiasing, 381-382
bordering, 389-392
changing maxval, 385-386
compositing, 383-384
concatenating, 383
converting
to DDIF format, 396
to FITS format, 396-397
to PostScript, 397
to red/blue 3D glasses,
400-401
to SGI image file,
398-399
to Solitaire format, 399
to Sun raster files, 398
to TIFF files, 399, 400
to X11 window dumps,
400
convolving, 384
creating index of, 388, 389
cropping, 385
cutting rectangles from, 385
describing, 386, 387
drawing histograms from,
388
enlarging, 386
file format, 1173
flipping, 387
gamma correction, 387



portable anymaps

inverting, 389
pasting rectangles into, 392,
393
performing arithmetic on,
382, 383
plain format, 391, 392
programs
constants, 970
format promotion, 972
functions supporting, 970,
971, 972
initialization, 971
memory management, 971
reading files, 971
types, 970
writing files, 971, 972
XEL manipulations,
971-972
replicating into specified
size, 395
rotating, 393
scaling, 393, 394
shearing, 394, 395
smoothing, 395
portable bitmaps
applying Rules of Life to,
352, 353
converting
to Andrew Toolkit raster
objects, 358
to ASCII graphics, 357
to Atari Degas P13 files,
364
to Bennet Yee “face” files,
367
to BitGraph graphics, 358
to CMU window manager
bitmaps, 358-359
to compressed GraphOn
graphics, 360-361
to DEC LNO3+ Sixel
output, 362
to encapsulated PostScript-
style bitmaps, 359
to Epson printer graphics,
359

to GEM IMG files, 360
to Gemini 10x graphics,
356
to Group 3 fax files, 360
to HP LaserJet format,
361-362
to MacPaint files, 363
to MGR bitmap, 363
to packed format fonts,
364-365
to portable graymaps, 364
to PostScript, 362
to Printronix printer
graphics, 366
to Sun icons, 361
to UNIX plot files,
365-366
to X10 bitmaps, 366
to X11 bitmaps, 367
to Zinc bitmaps, 367-368
creating with specified size,
353
enlarging, 354
file format, 1170-1171
flipping pixels in, 348
programs
constants, 968
endian i/o, 967
errors, 967
file management, 967
functions supporting,
966-969
initialization, 968
keyword matching, 967
memory management, 968
messages, 967
reading files, 968
types, 968
writing files, 968-969
reducing, 355
portable graymaps
Bentleyizing, 369
calculating textural features
on, 375-376
combining three into a
portable pixmap, 457-458

converting
to Lisp machine format,
376-377
to portable bitmaps, 377
to portable pixmaps, 378
to Usenix FaceSaver
format, 376
creating from white noise,
373
enhancing edges, 371-372
file format, 1171-1172
mimicking cratered terrain,
370-371
normalizing contrast,
373-374
outlining edges, 371
performing oil transfers on,
374
printing histogram of values,
372
programs
constants, 969
functions supporting,
969-970
initialization, 969
memory management, 969
reading files, 970
types, 969
writing files, 970

portable pixmaps

blending together, 408-409
brightening, 404
changing pixel color,
401-402
changing saturation and
value, 401
converting
to Abekas YUV files, 428
to Atari Degas P11 files,
422
to AutoCAD, 414-416
to BMP files, 416
to DEC sixel format,
425-426
to GIF files, 416-417
to HP PaintJet files, 423



to HP PaintJet XL PCL
files, 424
to ILBM files, 418-419
to Macintosh PICT files,
422-423
to Mitsubishi S340-10
files, 420-421
to MotifUIL icon files,
427
to NCSA ICR format,
417-418
to PCX files, 421
to portable graymaps,
421-422
to three portable graymaps,
425
to three raw YUV files,
428-429
to TrueVision Targa files,
426
to X11 pixmaps, 427-428
to X11 puzzle files,
424-425
creating, 408
patterns, 410-411
specifying color, 408
creating from three portable
graymaps, 457-458
dimming
to black, 402
every other row, 409-410
displacing pixels, 414
dithering, 403
extracting color from,
419-420
file format, 1173-1174
files
reading, 974
writing, 974
fractal forgeries, 404-407
grayscale assignments
(performing), 402-403
histograms (printing), 408
Laplacian relief filters
(running on), 413
normalizing contrast, 409

programs, functions
supporting, 973-974
quantizing colors, 411
8-plane quantization,
412-413
multiple files, 412
shifting lines, 413-414
portmap, 1358-1359
ports
input/output functions, 816
input/output permissions,
setting, 788
serial
configuring, 1394-1395
parameters, 1392-1394
setting/getting informa-
tion, 1391-1395
system, 1091-1092
positional parameters
bash, 14
parsing, 38
renaming, 42
POSIX
gawk compatibility, 171
regex functions, 1005-1007
compiling, 1005-1006
error reporting, 1006
matching, 1006
pattern buffer freeing,
1007
signal set operations,
1019-1020
PostScript
bounding box, extracting,
433
files, converting to portable
anymaps, 434-435
fonts
translating from PFB
format to ASCII, 369
translating fromPFB
format to ASCII, 369
image data, converting into
portable graymap,
433-434
pound sign (#)
bash comments, 14
bash special parameters, 15

ppmtoxpm

pow( ) function, 918
powerd, 1359-1360
powers (raising numbers to),
918

PPID variable (bash), 15
ppm, 1173-1174
ppma3d, 400-401
ppmbrighten, 401
ppmchange, 401-402
ppmdim, 402
ppmdist, 402-403
ppmdither, 403
ppmflash, 404
ppmforge, 404-407

bugs, 407

options, 405-407
ppmhist, 408
ppmmake, 408
ppmmix, 408-409
ppmnorm, 409
ppmntsc, 409-410
ppmpat, 410-411
ppmquant, 411-412
ppmgquantall, 412
ppmagvga, 412-413
ppmrelief, 413
ppmshift, 413-414
ppmspread, 414
ppmtoacad, 414-416
ppmtobmp, 416
ppmtogif, 416-417
ppmtoicr, 417-418
ppmtoilbm, 418-419
ppmtomap, 419-420
ppmtomitsu, 420-421
ppmtopcx, 421
ppmtopgm, 421-422
ppmtopil, 422
ppmtopict, 422-423
ppmtopj, 423
ppmtopjxl, 424
ppmtopuzz, 424-425
ppmtorgb3, 425
ppmtosixel, 425-426
ppmtotga, 426
ppmtouil, 427
ppmtoxpm, 427-428



ppmtoyuv

ppmtoyuv, 428
ppmtoyuvsplit, 428-429
PPP
daemon, 1360-1369
statistics, printing,
1369-1370
pppd, 1360-1369
authentication, 1366-1367
diagnostics, 1368
examples, 1367-1368
files, 1366-1369
options, 1360-1366
routing, 1367
signals, 1369
pppstats, 1369-1370
pr, 429-430
preprocessor, 81-84

preprocessors, imake, 264-267

printf function, 992-996
bugs, 995-996

printf statement, awk,
167-168

printing

aliases, 35

application resources, 5

banners, 1210

converting text files for,
429-430

files, in reverse, 503-504

histograms of portable
pixmaps, 408

host IDs, 258-259

lines matching a pattern,
224-226

log messages (RCS files),
458-460

machine architecture, 8

offline, 299-301

packet route, 1409-1412

penfsd, 1356

PPP statistics, 1369-1370

printer/plotter accounting
files (reading), 1354-1355

removing jobs from queue,
301-302

ripple test pattern, 302

signal messages, 996

spool queue examination,
298-299

system activity summary,
573

system error messages,
990-991

time zones, 1419

user/system times, 43

see also line printer

priority values, getting range,

830-831

privileges

1/0, changing level,
788-789
setuid (RCS files), 67-68

/proc, 1174-1180, 1236

bugs, 1180
hierarchy outline, 1174-
1180

proc filesystem, 1125
proc_sel, 1430-1431
process control, initialization,

1307-1309, 1397-1399

process groups, sending

signals to, 790-791, 960

process substitution (bash),

20

processes

0, making idle, 774
accounting, switching on/
off, 742
child, creating, 751, 758
closing, pclose( ) function,
991-992
displaying tree of, 435-436
execution, suspending, 1061
execution domain, setting,
817-818
group identity, setting, 845
group IDs
getting/setting, 845-846
real and effective (setting),
846-847
groups
access lists (getting/setting),
761-762
IDs (getting), 761

identifying, 154-155
1Ds, getting, 766
listing most CPU-intensive,
533-535
opening, popen( ) function,
991-992
parents, 1Ds (getting), 766
priorities, altering,
1375-1376
priority, changing, 814
reporting status, 430-433
SCHED_RR interval,
getting, 831
scheduling priorities,
getting/setting, 766-767
selecting, by criteria,
1430-1431
sending signals to, 790
raise function, 1000
starting, on consoles, 1066
terminating, 283-284,
739-740
by name, 284
times, getting, 878-879
tracing, 820
user 1Ds
getting, 773
real and effective (setting),
847-848
setting, 848-849
waiting for termination,
886-889
yielding processor, 835

processor, time used (deter-
mining), 905
profil, 819
profiling, 819
programs
executing, 754-755
portable anymap
constants, 970
format promotion, 972
functions supporting,
970-972
initialization, 971
memory management, 971
reading files, 971



types, 970
writing files, 971-972
XEL manipulations,
971-972
portable bitmap, functions
supporting, 966-969
portable graymap
constants, 969
functions supporting,
969-970
initialization, 969
memory management, 969
reading files, 970
types, 969
writing files, 970
recompiling, make utility,
310-312
running, in new session,
1395
terminating
abort( ) function, 892
assert( ) function,
895-896
exit( ) function, 917
promoting directories, 39-40
prompt (ftp command), 151
PROMPT_COMMAND
variable (bash), 17
prompting (bash), 26
properties, consoles, 1067
protocols
protocols definition file,
1180-1181
RPC, rpcgen compiler,
464-466
Telnet, interface, 507-512
XIE, testing, 645-654
proxy ftp (ftp command), 151
proxy servers, LBX, 286-287
PRT ray tracers, converting
output to portable pixmaps,
333
prunehistory, 1370-1371
ps, 430-433
bugs, 433
field descriptions, 432
options, 430-431

sort keys, 431-432

updating, 432, 436
PS1 variable (bash), 16
PS2 variable (bash), 16
PS3 variable (bash), 17
PS4 variable (bash), 17
psbb, 433
pseudo-filesystems, /proc,

1174-1180
bugs, 1180
hierarchy outline,
1174-1180
pseudo-random numbers,
generating, 912-913

psidtopgm, 433-434
pstopnm, 434-435
pstree, 435-436
psupdate, 436
ptrace, 820
pushd (shell command), 40
put (ftp command), 151
put_file_last, 1431
putc() function, 997-999
putchar( ) function, 997-999
putenv, 996-997

errors, 996
putpwent( ) function, 997

errors, 997
puts() function, 997-999
pututline() function, 948
putw function, 948
pwd (ftp command), 151
pwd (shell command), 40
PWD variable (bash), 15

Q

gio, 998
QRT ray tracer, converting
output to portable pixmaps,
436-437
gsort, 1000
quantizing colors (pixmaps),
411
8-plane quantization,
412-413
multiple files, 412

rawtoppm

question marks (?)
bash special parameters, 15
ftp command, 152
queues, inserting/removing
items, 957
quit command
ftp command, 151
telnet, 508
xauth, 591
quit( ) action (xterm), 714
quota, 437
quotacheck, 1371-1372
quotactl, 821-822
quotaoff, 1372-1373
guotaon, 1372-1373
quotas
disk, manipulating, 821-822
remote machines, 1012
quote (ftp command), 151
quoting (bash), 14

R

Radix32 routine, 966

raise function, 1000

ram, 1094-1095

rand( ) function, 1001

random numbers, generating,
1001-1002

RANDOM variable (bash), 15

random( ) function,
1001-1002

randomizing strings, 1032

ranlib, 437-438

rarp, 1373

RARP table, manipulating,
1373

rasttopnm, 438

raw grayscale bytes, convert-
ing to portable graymaps,
439

raw RGB bytes, converting to
portable pixmaps, 439-440

rawtopgm, 439

rawtoppm, 439-440



ray tracers

ray tracers
converting output to
portable pixmaps, 333
QRT, converting output to
portable pixmaps, 436-437
rcp, 440-441
RCS (Revision Control
System), 447-449
automatic identification,
449
commands, 447-449
directories, creating,
447-449
files
changing attributes,
441-443
cleaning, 443-445
comparing revisions,
445-446
freezing configuration,
446-447
functions, 447
revisions, merging, 449-451
rcs, 441-443
bugs, 443
compatibility, 443
diagnostics, 443
environment, 443
files, 443
options, 441-443
RCS files
controlling access, 67
format, 1181-1183
modes, 67
organization (diagram),
1182
printing log messages,
458-460
retrieving revisions, 71-75
specifying, 66-67
storing revisions, 64-69
setuid privileges, 67-68
temporary files, 67
RCS keyword strings,
identifying, 262-263
RCSBIN environment
variable, 105

rcsclean, 443-445
resdiff, 445-446
resfile, 1181-1183
organization (diagram),
1182
rcsfreeze, 446-447
rcsintro, 447-449
automatic identification,
449
RCS functions, 447
rcsmerge, 449-451
rdev, 1373-1375
rdiff (cvs command), 101
rdist, 451-454
bugs, 454
diagnostics, 454
files, 453
options, 451-452
re_comp function, 1005
re_exec function, 1005
read (shell command), 40
read( ), file descriptors, 822
readdir, 823
readdir( ) calls, setting
position, 1015-1016
readdir( ) function,
1002-1003
ReadInDescriptor routine,
966
ReadInFile routine, 966
readline library, 27-32
commands, 29-32
controlling key bindings, 27
customizing, 27
denoting keystrokes, 27
macro definitions, 28
parser directives, 28-29
$else, 29
$endif, 29
$if, 28-29
variables, 28
bell-style, 28
comment-begin, 28
completion-query-items,
28
convert-meta, 28
editing-mode, 28
expand-tilde, 28

horizontal-scroll-mode, 28
keymap, 28
mark-modified-lines, 28
meta-flag, 28
output-meta, 28
show-all-if-ambiguous, 28
readlink, 823-824
readonly (shell command), 40
readv, 824-825
readv( ) function, 1003-1004
realloc( ) function, 976-977
realpath, 1004-1005
reboot, 825-826
recompiling programs, make
utility, 310-312
recompressing Z files,
734-735
reconfig, 454
recv, 151, 826-828
recvfrom, 826-828
recvmsg, 826-828
redirection, 21-23
duplicating file descriptors,
23
here-documents, 22-23
input, 22
opening file descriptors, 23
operators, 21
output, 22
redraw( ) action (xterm), 714
ref, 455-456
elvis interaction, 455
environment, 455
files, 455
options, 455
search method, 455
refreshing screen (X), 684-685
refs files, generating, 87-88
regcomp function, 1005-1007
regerror function, 1005-1007
reget (ftp command), 151
regex functions, 1005
POSIX, 1005-1007
compiling, 1005-1006
error reporting, 1006
matching, 1006
pattern buffer freeing,
1007



regexec function, 1005-1007
regfree function, 1005-1007
regular expressions
grep, 225-226
sed, 476-477
release (cvs command), 101
remote execution server,
1376-1377
remote file copying, 440-441
remote logging, 1403
remote login server,
1377-1378
remote logins, 460-461
Kerberos authentication,
461
remote machines, starting X
programs on, 676
remote quota server, 1384
remote shell, 466-467
remote shell server,
1385-1386
Remote Start client, see rstart
Remote Start rsh helper, see
rstartd
remote status, displaying, 472
remote systems, command
execution, 569-571
remote user communication
server, 1405-1406
remotehelp (ftp command),
151
remotestatus (ftp command),
151
remove, 1008
cvs command, 101-102
xauth command, 591
remove_file_free, 1431-1432
remque( ) function, 957
rename, 828-829
rename (ftp command), 151
renice, 1375-1376
REPLY variable (bash), 15
REPLYTO environment
variable, 529
repquota, 1376
res_init, 1008-1011

res_mkquery, 1008-1011
res_query, 1008-1011
res_search, 1008-1011
res_send, 1008-1011
reserved words (bash), 12
reset, 456, 539-542
compatibility, 542
options, 540
setting environment, 540
terminal type mapping,
540-541
reset (ftp command), 151
resize, 456-457
resolver, 1183-1184
resolver routines, 1008-1011
resolving hostnames,
1238-1239
resource editor, see editres
resources
limits, getting/setting,
767-768
usage, getting, 767-768
restart (ftp command), 151
return (shell command), 40
return value, errors, 797
rev, 457
reverse line feeds, filtering, 76
Revision Control System, see
RCS
rewind function, 927-928
rewinddir( ) function, 1011
rexecd, 1376-1377
bugs, 1377
diagnostics, 1377
protocol, 1376-1377
RGB colorname databases,
uncompiling, 488
rgb3toppm, 457-458
rindex( ) function, 953
rint() function, 1011-1012
ripple test pattern (printing),
302
rlog, 458-460
rlogin, 460-461
rlogind, 1377-1378
rm, 461-462

routines

rmdir, 462, 829-830
bugs, 830
errors, 829
options, 462
rmdir (ftp command), 152
rmmod, 462-463
rnews, 463-464
Rock Ridge filesystem, 1125
root logins, tty lines (listing),
1184
root directories
changing, 750-751, 1273
root filesystem, mounting,
849
root window (X), setting
parameters, 693-694
round-robin scheduling, 834
rounding integers, 904
rounding numbers,
1011-1012
route, 1379-1380
routed, 1380-1382
bugs, 1382
files, 1382
gateways, 1381-1382
options, 1381
request packets, 1381
response packets, 1381
starting, 1380
routines
ICCcancel, 956
ICCclose, 956
|ICCcommand, 956
ICCqgo, 956
1CCopen, 956
1CCpause, 956
ICCreserve, 956
|CCsettimeout, 956
libinn library, 962-966
CAclose, 964
CAlistopen, 964
CAopen, 964
CloseOnExec, 965
DDcheck, 965
DDend, 965
DDstart, 965
GetConfigValue, 965



routines

GetFileConfigValue, 965

GetFQDN, 965

GetModeratorAddress,
965

GetResourceUsage, 965

GetTimelnfo, 965

HeaderFind, 964

INNNVersion, 966

LockFile, 965

NNTPcheckarticle, 965

NNTPconnect, 965

NNTPlocalopen, 965

NNTPremoteopen, 965

NNTPsendarticle, 966

NNTPsendpassword, 966

Radix32, 966

ReadInDescriptor, 966

ReadInFile, 966

SetNonBlocking, 965

libpbm, 966-969

constants, 968

endian i/o, 967

errors, 967

file management, 967

initialization, 968

keyword matching, 967

memory management, 968

messages, 967

reading files, 968

types, 968

writing files, 968-969

libpgm, 969-970

constants, 969

initialization, 969

memory management, 969

reading files, 970

types, 969

writing files, 970

libpnm, 970-972

constants, 970

format promotion, 972

initialization, 971

memory management, 971

reading files, 971

types, 970

writing files, 971-972

XEL manipulation, 972

XEL manipulations, 971

routing, pppd, 1367
RPC
program numbers,
converting to DARPA port
numbers, 1358-1359
protocol compiler, see rpcgen
services, reporting informa-
tion, 1383-1384
rpc.rquotad, 1384
rpc.rusersd, 1382-1383
rpc.rwalld, 1383
rpcgen, 464-466
options, 465-466
preprocessor symbols, 465
rpcinfo, 1383-1384
rquota( ) protocol, 1012
rquotad, 1384
rsh, 466-467
rshd, 1385-1386
rstart, 467-468
rstartd, 468-471
configuring, 469
keywords, 470
installing, 469
options, 469
rtag (cvs command), 102
runique (ftp command), 152
rup, 472
rusers, 472-473
rwall, 473
rwho, 474
rwhod, 1386-1387

S

saving stack context, 1018
/sbin directory, 1237
sbrk, 746
scandir( ) function,
1012-1013
scanf functions, 1013-1015
bugs, 1015
conversions, 1014-1015
flags, 1014
return values, 1015
sched_get_priority_max,
830-831

sched_get_priority_min,
830-831
sched_getparam, 832
sched_getscheduler, 833-835
errors, 834
policies, 833
SCHED_FIFO, 833-834
SCHED_OTHER, 834
SCHED_RR, 834
response time, 834
sched_rr_get_interval, 831
sched_setparam, 832
sched_setscheduler, 833-835
errors, 834
policies, 833
SCHED_FIFO, 833-834
SCHED_OTHER, 834
SCHED _RR, 834
response time, 834
sched_yield, 835
scheduling
algorithm, getting/setting,
833-835
parameters, getting/setting,
832
policies, 833
first in - first out,
833-834
round-robin, 834
time-sharing, 834
priorities
getting/setting, 766-767
value ranges, 830-831
yielding processor, 835
screen, clearing, 70-71
screen savers, beforelight,
47-48
script, 474-475
scripts, chat, 1270
scroll-back( ) action (xterm),
714
scroll-forw( ) action (xterm),
714
SCSI drivers
disk drives, 1095-1096
tape devices, 1096-1100
sd, 1095-1096



searching
binary trees, 1056
strings, for character sets,
1035-1039
second extended filesystems
creating, 1324-1325
lost+found directory, 1327
tunable parameters
(adjusting), 1412-1413
SECONDS variable (bash), 15
secure( ) action (xterm), 713
securetty, 1184
security
sysklogd, 1403-1404
X server, 688-689
xterm, 712
sed, 475-480
addresses, 476
bugs, 480
commands, 478-479
grouping, 478
syntax, 476
comments, 477
diagnostics, 479-480
options, 475
regular expressions, 476-477
replacement pattern
symbols, 477
search pattern symbols,
476-477
seed48( ) functions, 912
seekdir(') function,
1015-1016
select, 835-837
select-cursor-end action
(xterm), 714
select-cursor-start( ) action
(xterm), 714
select-end( ) action (xterm),
714
select-extend( ) action
(xterm), 714
select-start( ) action (xterm),
714
selections, copying into cut
buffers, 598-599

semaphore sets
control operations, 837-839
GETALL, 838
GETNCNT, 838
GETPID, 838
GETVAL, 838
GETZCNT, 838
IPC_RMID, 838
IPC_SET, 838
IPC_STAT, 837
SETALL, 838
SETVAL, 838
identifiers (getting),
839-840
operations, 840-842
semctl, 837-839
errors, 838-839
operations, 837-838
GETALL, 838
GETNCNT, 838
GETPID, 838
GETVAL, 838
GETZCNT, 838
IPC_RMID, 838
IPC_SET, 838
IPC_STAT, 837
SETALL, 838
SETVAL, 838
semget, 839-840
semop, 840-842
send, 842-843
ftp command, 152
send arguments command
(telnet), 508-509
send-signal( ) action (xterm),
714
sendmail, 1387-1390
aliases, 1390
exit status codes, 1390
files, 1390
flags, 1388
options, 1389-1390
sendmsg, 842-843
sendport (ftp command), 152
sendto, 842-843
serial lines
monitoring, 1359-1360
network interfaces,
attaching, 1399-1401

SErvers

serial mouse interface,
1092-1094
Microsoft protocol, 1093
MM protocol, 1094
MouseSystems protocol,
1093
Sun protocol, 1093
serial ports
configuring, 1394-1395
parameters, 1392-1394
setting/getting information,
1391-1395
serial terminal lines, 1101
Servers
biff, 1274-1275
controlling with xdm,
612-613
DARPA FTP, 1301-1304
requests supported,
1302-1303
DARPA Telnet protocol,
1406-1407
DARPA TFTP, 1407
domain
looking up hostnames
with, 257-258
resolver routines,
1008-1011
font (X)
displaying information
about, 145
generating BDF fonts,
146-147
listing fonts, 145-146
interned atoms, listing,
668-669
Internet, xinetd (starting
with), 655-664
Internet domain nameserver,
1334-1338
boot file, 1334-1336
control interface,
1338-1339
master file, 1336
querying, 1350-1353
signals, 1337



Servers

SOA record, 1336-1337
stopping/restarting, 1338
synchronizing database,
1338
Internet superserver,
1305-1307
LBX proxy server, 286-287
logged-in users, 1382-1383
news, sending Usenet
articles to, 267-269
NFS
authentication/print
request, 1355-1357

mount information, 1396

NNTP, 1347-1349

getting lists from, 206-207

passwords, 1170
retrieving Usenet articles
from, 340-341
portmap, 1358-1359
remote execution,
1376-1377
remote login, 1377-1378
remote quota, 1384
remote shell, 1385-1386

remote user communication,

1405-1406
specifying, xdm, 607-608
system status, 1386-1387
message format,
1386-1387
X Window System
access control program,
643-645
display server, 685-690
file utility, 587-592
font server, 641-643
information utility, 614
killing clients, 666-667
starting, 664-666
virtual framebuffer,
717-718
X11
performance comparison
program, 585-586

performance test program,

577-585

XF86_8514, 615
XF86_Accel, 614-623

configuration, 615-616

files, 622

options, 616

setup, 616-622
XF86_AGX, 615
XF86_Mach32, 615
XF86_Mach64, 615
XF86_Mach8, 615
XF86_Mono, 624-627

configuration, 624

files, 626

setup, 624-626
XF86_P9000, 615
XF86_S3, 615
XF86_SVGA, 627-631

configuration, 627-628

files, 630-631

options, 628

setup, 628-630
XF86_VGA16, 631-633

configuration, 631

files, 633

options, 632

setup, 632
XF86_W32, 615
XFree86, 636-641

configuration, 636

environment variables,

637

files, 638-639

key combinations, 638

network connections,

636-637
options, 637-638
setup, 638

services, 1184-1186

bugs, 1186
files, 1186

Internet, listing, 1184-1186

NFS, daemon, 1347

RPC, reporting information,

1383-1384

Session Manager Proxy, See
smproxy

sessions
creating, setsid, 848
I1Ds, getting, 768
typescripts, creating,
474-475
X Session Manager, 694-698
default startup applica-
tions, 695
options, 695-698
proxy, 698
remote applications, 698
Session menu, 695-696
SM_SAVE_DIR
environment variable,
695
starting, 695
tester, 698-699
xsession file, 695
xdm, 600
sessreg, 480-481
set
shell command, 40-42
telnet command, 509-510
set-allow132( ) action (xterm),
715
set-altscreen( ) action (xterm),
715
set-appcursor( ) action
(xterm), 715
set-appkeypad( ) action
(xterm), 715
set-autolinefeed( ) action
(xterm), 715
set-autowrap( ) action
(xterm), 715
set-cursesemul( ) action
(xterm), 715
set-jumpscroll( ) action
(xterm), 715
set-marginbell() action
(xterm), 715
set-reverse-video( ) action
(xterm), 715
set-reversewrap( ) action
(xterm), 715
set-scroll-on-key( ) action
(xterm), 715



set-scroll-on-tty-output()
action (xterm), 715

set-scrollbar( ) action (xterm),
715

set-tek-text( ) action (xterm),
715

set-terminal-type( ) action
(xterm), 715

set-visibility( ) action (xterm),
715

set-visual-bell() action
(xterm), 715

set-vt-font( ) action (xterm),
714

setbuf function, 1016-1017

setbuffer function, 1016-1017

setdomainname, 760
setegid, 846-847
setenv( ) function, 1017
seteuid, 847-848
setfdprm, 1391
setfsgid, 843-844
setfsuid, 844
setgid, 845
setgrent( ) function, 932-933
setgroups, 761-762
sethostid, 762-763
sethostname, 763
setitimer, 763-764
bugs, 764
defining values, 764
errors, 764
return value, 764
timer types, 764
setjmp( ) function, 1018
setlinebuf function,
1016-1017
setlocale( ) function,
1018-1019
setmntent( ) function,
935-936
SetNonBlocking routine, 965
setpgid, 845-846
setpgrp, 845-846
setpriority, 766-767
setprotoent( ) function,
941-942

setpwent( ) function, 943
setregid, 846-847
setreuid, 847-848
setrlimit, 767-768
setserial, 1391-1395
configuration consider-
ations, 1394-1395
files, 1395
options, 1392
parameters, 1392-1394
setservent( ) function, 946
setsid, 848, 1395
errors, 848
setsockopt, 769-772
bugs, 772
errors, 771
options recognized, 770-771
SO_BROADCAST, 771
SO_DEBUG, 770
SO_DONTROUTE, 770
SO_ERROR, 771
SO_KEEPALIVE, 770
SO_LINGER, 770
SO_RCVBUF, 771
SO_RCVLOWAT, 771
SO_RCVTIMEOQ, 771
SO_REUSEADDR, 770
SO_SNDBUF, 771
SO_SNDLOWAT, 771
SO_SNDTIMEO, 771
SO_TYPE, 771
return value, 771
setstate( ) function,
1001-1002
setterm, 482-483
settimeofday, 772-773
setuid, 848-849
setup, 849
setusershell() function,
946-947
setutent( ) function, 947
setvbuf function, 1016-1017
SGI image files, converting to
portable anymaps, 483-484
sgitopnm, 483-484
sh, expansion, 19

shell variables (bash)

shadow directories (creating),
294
shar, 484-487
files, unpacking, 560-561
options, 484-486
shared libraries, selecting, 883
shared memory
allocating, 851-853
controlling, 849-851
commands, 850
system calls, 851
operations, 853-854
shell variables (bash), 15-18
allow-null_glob_expansion,
17
auto_resume, 18
BASH, 15
BASH_VERSION, 15
cdable_vars, 18
CDPATH, 16
command_oriented_history,
17
ENV, 16
EUID, 15
FCEDIT, 17
FIGNORE, 17
glob_dot_filenames, 17
histchars, 17-18
HISTCMD, 16
HISTFILE, 17
HISTFILESIZE, 17
history control, 17
HISTSIZE, 17
HOME, 16
hostname_completion_file,
18
HOSTTYPE, 16
IFS, 16
IGNOREEOF, 17
INPUTRC, 17
LINENO, 15
MAIL, 16
MAIL_WARNING, 16
MAILCHECK, 16
MAILPATH, 16
no_exit_on_failed_exec, 18
noclobber, 18



shell variables (bash)

nolinks, 18
notify, 17
OLDPWD, 15
OPTARG, 16
OPTERR, 17
OPTIND, 16
OSTYPE, 16
PATH, 16
PPID, 15
PROMPT_COMMAND,
17
PS1, 16
PS2, 16
PS3, 17
PS4, 17
PWD, 15
RANDOM, 15
REPLY, 15
SECONDS, 15
SHLVL, 15
TMOUT, 17
uUID, 15

shells

archives, creating, 484-487
Bourne-again, 11-46
aliases, 23-24
arguments, 11
arithmetic evaluation, 34
blanks, 12
bugs, 46
command execution, 25
comments, 14
compound commands, 13
control operators, 12
environments, 25-26
escape character, 14
exit status, 26
expansion, 18-21
files, 46
functions, 23
history list, 32-33
invocation, 45-46
job control, 24-25
lists, 12-13
meta characters, 12
names, 12
options, 11

parameters, 14-15
pipelines (]), 12
prompting, 26
quoting, 14

readline, 27-32
redirection, 21-23
reserved words, 12
shell variables, 15-18
signals, 25

simple commands, 12
words, 12

built-in commands, 35-45

alias, 35

bg, 35

bind, 35
break, 35
builtin, 35
cd, 35-36
command, 36
continue, 36
declare, 36
dirs, 36
echo, 36-37
enabling/disabling, 37
eval, 37
exec, 37
exit, 37
export, 37
fc, 37-38

fg, 38
getopts, 38
hash, 38
help, 38
history, 39
jobs, 39

kill, 39

let, 39

local, 39
logout, 39
popd, 39-40
pushd, 40
pwd, 40
read, 40
readonly, 40
return, 40
set, 40-42
shift, 42

suspend, 42-43
test expr, 43
times, 43

trap, 43-44
type, 44
ulimit, 44-45
umask, 45
unalias, 45
unset, 45
wait, 45

commands, executing, 1047

exiting, 37
interactive, 45
login, 45
changing, 63
exiting, 39
pathnames, 1186
remote, 466-467
server, 1385-1386

suspending execution, 42-43

user, getting, 946-947
shells file, 1186
shift (shell command), 42
shlock, 487
SHLVL variable (bash), 15
shmctl, 849-851

commands, 850

errors, 851

system calls, 851
shmget, 851-853

bugs, 853

errors, 852

system calls, 852
shmop, 853-854
show-all-if-ambiguous

variable (readline), 28

showmount, 1396
showrgb, 488
shrinkfile, 488
shutdown, 855, 1396-1397

bugs, 1397

errors, 855

files, 1397

options, 1397
sigaction, 855-857
sigaddset, 1019-1020
sigblock, 858



sigdelset, 1019-1020
sigemptyset, 1019-1020
sigfillset, 1019-1020
siggetmask, 858
siginterrupt( ) function, 1019
sigismember, 1019-1020
sigmask, 858
signal, 857-858, 1248-1249
bugs, 1249
signal messages, printing,
996
signals
available (list of), 1248-1249
bash, 25
blocked
changing list of, 856
releasing, 858-859
changing process action,
855-856
describing with strings, 1038
handling, 857-858
interrupting system calls,
1019
masks
manipulating, 858
replacing, 856
pending, examining, 856
POSIX signal set operations,
1019-1020
sending to processes, raise
function, 1000
waiting for, 817
signatures, tin, 528
sigpause, 858-859
sigpending, 855-857
sigprocmask, 855-857
sigreturn, 859
sigsetmask, 858
sigsuspend, 855-857
sigvec, 860
simple commands (bash), 12
simpleinit, 1397-1399
bugs, 1399
files, 1398
sin(') function, 1020-1021
sinh(') function, 1021
sirtopnm, 488-489

site (ftp command), 152
size, 489-490
copying, 489-490
ftp command, 152
options, 489
slattach, 1399
slc command (telnet), 510
sldtoppm, 490-491
sleep() function, 1021
sliplogin, 1399-1401
diagnostics, 1400
/etc/slip.hosts format, 1400
example, 1400
parameters, 1400
smb filesystem, 1126
smproxy, 491-492
snprintf function, 992-996
SOCK_DGRAM sockets,
860-861
SOCK_RAW sockets, 861
SOCK_RDM sockets, 861
SOCK_SEQPACKET sockets,
860-861
SOCK_STREAM sockets,
860-861
socket, 860-861
errors, 861
socket types, 860
SOCK_DGRAM,
860-861
SOCK_RAW, 861
SOCK_RDM, 861
SOCK_SEQPACKET,
860-861
SOCK_STREAM,
860-861
socketcall, 862
socketpair, 862-863
sockets
connections
accepting, 740-741
initiating, 752-753
listening for, 792-793
creating, 860-861
names
binding, 745-746
getting, 769

source command (xauth)

options, 770-771
getting/setting, 769-772
SO_BROADCAST, 771
SO_DEBUG, 770
SO_DONTROUTE, 770
SO_ERROR, 771
SO_KEEPALIVE, 770
SO_LINGER, 770
SO_RCVBUF, 771
SO_RCVLOWAT, 771
SO_RCVTIMEOQ, 771
SO_REUSEADDR, 770
SO_SNDBUF, 771
SO_SNDLOWAT, 771
SO_SNDTIMEOQ, 771
SO_TYPE, 771

pairs, creating, 862-863

peers, getting names, 765

receiving messages from,

826-828
sending messages from,
842-843

system calls, 862

types, 860
SOCK_DGRAM,

860-861
SOCK_RAW, 861
SOCK_RDM, 861
SOCK_SEQPACKET,

860-861
SOCK_STREAM,

860-861

soft-reset( ) action (xterm),
715

Solitaire files, converting to
portable anymaps, 488-489

sort, 492-493

sorted arrays, searching,
900-901

sorted files, removing
duplicate lines, 560

sorted word lists, compress-
ing/uncompressing, 496

sorting arrays, 1000

sound drivers, boot-time
parameters, 1224

source command (xauth), 591



spaces, converting to tabs

spaces, converting to tabs, 559
spctoppm, 494
special parameters, bash,
14-15
I (exclamation points), 15
# (pound signs), 15
$ (dollar signs), 15
* (asterisks), 15
- (hyphens), 15
? (question marks), 15
@ (at signs), 15
_ (underscores), 15
0,15
spell-checking, 274, 280
buildhash, 279
findaffix, 280
icombine, 281
ijoin, 281
ispell, 274-279
ispell dictionaries,
1084-1090
affix file, 1084-1085
alternate string characters,
1087
character-set section, 1086
flags, 1088
headers, 1085
options statements,
1085-1086
prefix/suffix tables, 1088
root words, 1084-1085
munchlist, 279-280
tryaffix, 281
split, 494-495
splitting files, 85-86, 119-120
spool queue
examining, 298-299
removing jobs from,
301-302
SPOT satellite images,
converting to portable
graymaps, 495
spottopgm, 495
sprintf function, 992-996
sprintf( ) function, awk,
167-168
sputoppm, 495-496

sq, 496
sqrt( ) function, 1023
square roots (returning), 1023
srand( ) function, 1001
srand48( ) functions, 912
srandom( ) function,
1001-1002
sscanf function, 1013-1015
st, 1096-1100
ioctl( ) calls, 1097-1100
return values, 1100
stack, saving context, 1018
standard colormap utility (X),
699-700
standard error output,
redirecting, 22
standard output, redirecting,
22
start-cursor-extend( ) action
(xterm), 714
start-extend( ) action (xterm),
714
startup time
adjusting to GMT, 1424-
1425
converting, 1430
startx, 496-497
stat, 863-864
statements, awk, 167-168
states (system), updating,
1414-1415
statfs, 865-866
status
cvs, 102
ftp, 152
telnet command, 512
stdarg, 1023-1024
stdio library, 1025-1027
bugs, 1026
functions, 1026-1027
stime, 866
stpcpy( ) function, 1027-1028
strcasecmp( ), 1028
strcat( ) function, 1028-1029
strchr( ) function, 1029
stremp( ) function, 1029-1030
strcoll( ) function, 1030
strepy( ) function, 1030-1031

strespn( ) function,
1038-1039
strdup( ) function, 1031
stream-oriented editor, see sed
streams
binary, input/output
(getting), 926-927
block buffered, 1016
buffering operations,
1016-1017
checking/resetting status,
919-920
closing, 919
directory
current location (return-
ing), 1048
resetting, 1011
flushing, 920-921
line buffered, 1016
opening, 924-925
repositioning, 927-928
unbuffered, 1016
strerror( ) function, 1032
strfry(), 1032
strftime() function,
1032-1034
conversion specifiers, 1033
tm structure members, 1034
string constants, awk,
169-170
string functions, awk, 169
string variables, configura-
tion-dependent, 906-907
string( ) action (xterm), 714
strings, 498
byte
copying, 900
operations, 901
writing zeros to, 902
comparing, 1029-1030
byte, 899-900
ignoring case, 1028
using current locale, 1030
concatenating, 1028-1029
converting
to doubles, 898,
1039-1040
to integers, 898-899



to long integers, 899,
1041
to multibyte character
(from wide character),
1061
to tm structure,
1036-1037
to unsigned long integers,
1041-1042
to wide character (from
multibyte), 977-978
copying, 498, 1030-1031
stpepy( ) function,
1027-1028
describing signals with, 1038
duplicating, 1031
extracting tokens from,
1037-1040
length (calculating), 1035
locating characters in, 953,
1029
options, 498
outputting, 997-999
randomizing, 1032
searching, for character sets,
1035-1039
string operation functions,
1034-1035
transformation, 1042-1043
see also substrings
strip, 499
strlen() function, 1035
strncasecmp( ), 1028
strncat( ) function, 1028-1029
strncmp( ) function,
1029-1030
strnepy( ) function,
1030-1031
strpbrk( ) function,
1035-1036
strptime( ) function,
1036-1037
bugs, 1037
field descriptors, 1036-1037
strrchr() function, 1029
strsep( ) function, 1037-1038
strsignal( ) function, 1038
strspn( ) function, 1038-1039

strstr() function, 1039
strtod( ) function, 1039-1040
strtok( ) function, 1040
strtol()) function, 1041
strtoul()) function, 1041-1042
struct (ftp command), 152
strxfrm() function,
1042-1043
subdirectories, MS-DOS
creating, 326
moving, 327
removing, 329
renaming, 329-330
subroutines
endnetent, 936-937
getnetbyaddr, 936-937
getnetbyname, 936-937
getnetent, 936-937
subst, 500-501
substrings
locating, 1039
locating in memory areas,
981
see also strings
suffixes, 1249-1252
sum, 501
Sun icons, converting to
portable bitmaps, 262
Sun raster files, converting to
portable anymaps, 438
SuperProbe, 501-503
bugs, 503
options, 502
running, 502-503
suspend (shell command),
42-43
suspending execution, 1061
swab( ) function, 1043
swap area, setting up,
1327-1328
swap device parameter, values,
1374
swapoff, 866-867, 1401
errors, 867
files, 1401
priority, 867

syslogd

swapon, 866-867, 1401
errors, 867
files, 1401
priority, 867
swapping
enabling/disabling, 1401
starting/stopping, 866-867
priority, 867
swapping bytes, 1043
symbolic links, 867-869
reading values, 823-824
symlink, 867-869
sync, 869, 1401-1402
synchronizing files with
memory maps, 811
synchronous 1/0,
multiplexing, 835-837
syscall macros, 738
syscall() macros, 738
sysconf( ) function,
1043-1045
sysctl, 869-871
sysfs, 871
sysinfo, 871-872
sysklogd, 1402-1404
configuration file, 1402-
1403
FIFOs, 1403
files, 1404
installing, 1403
remote logging, 1403
security, 1403-1404
syslog, 872-874
syslog( ) function, 1045-1046
syslog.conf, 1186-1188
action field, 1186-1187
examples, 1187-1188
facility keyword, 1187
level keyword, 1187
selector field, 1186-1187
syslogd, 1404-1405
configuration file, 1186-
1188
action field, 1186-1187
examples, 1187-1188
facility keyword, 1187
level keyword, 1187
selector field, 1186-1187
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files, 1405
options, 1405
system
configuration, getting
information at runtime,
1043-1045
displaying information
about, 562
load average, graphing, 533
page size, getting, 765
parameters, reading/writing,
869-871
printing activity summary,
573
shutting down, 1396-1397
state, updating, 1414-1415
status server, 1386-1387
message format,
1386-1387
system (ftp command), 152
system calls, 738-739
calling directly, 738
interrupting with signals,
1019
IPC, 789
obsolete, 814
prototypes, 738
socket, 862
syscall macros, 738
undocumented, 881
unimplemented, 881-882
system logging, 1402-1404
configuration file,
1402-1403
FIFOs, 1403
making log entries, 295-296
messages, 1404-1405
remote, 1403
sending messages to,
1045-1046
System V interprocess
communication, 1144-1146
message queues, 1145
resource access permissions,
1144-1145
semaphore sets, 1145-1146
shared memory segments,
1146

System V IPC keys, convert-
ing pathnames/project
identifiers to, 929-930

system( ) function, 1047

sysv filesystem, 1125

T

Tab Window Manager, see
twm
tables
descriptor, size (getting),
760-761
file
adding entries,
1428-1429
description, 1425-1426
initializing, 1427
moving files to end, 1431
removing files, 1431-1432
structure, 1426
table entries, 1426
unreferenced entries
(fetching), 1428
hash
creating, 951
freeing memory, 951
searching, 951
IP routing (manipulating),
1379-1380
local descriptor, reading/
writing, 800
RARP, manipulating, 1373
troff, formatting, 236-237
tabs, converting to spaces, 137
tac, 503-504
tag (cvs command), 102-103
tag files
emacs, 135-137
generating, 87-88
vi, 135-137
tail, 504
talk, 505
talkd, 1405-1406
tan( ) function, 1047-1048
tanh(') function, 1048
tcal, 506

tedrain(), 876, 1052
teflow( ), 876, 1052
tcflush(), 876, 1052
tcgetattr( ), 876, 1051
tcgetpgrp(), 877, 1053
tcsendbreak( ), 876, 1052
tesetattr( ), 876, 1052
tesetpgrp( ), 877, 1053
tdelete, 1056-1058
tek-copy( ) action (xterm),
716
tek-page( ) action (xterm),
715
tek-reset( ) action (xterm),
716
telinit, 1307-1309
diagnostics, 1309
files, 1308
run levels, 1308
telldir( ) function, 1048
telnet, 507-512
commands, 508-512
I, 512
7,512
close, 508
display argument, 508
environ, 511
mode, 508
open host, 508
quit, 508
send arguments, 508-509
set, 509-510
slc, 510
status, 512
toggle, 511-512
unset, 509-510
z,512
environment, 512
files, 512
options, 507
Telnet protocol
DARPA server, 1406-1407
interface, see telnet
telnetd, 1406-1407
tempnam( ) function, 1049
temporary filenames, creating,
983-984



temporary files
creating, 983, 1053-1054
naming, 1049, 1054
tenex (ftp command), 152
termcap, 1188-1197
Boolean capabilities, 1189
numeric capabilities,
1189-1190
string capabilities,
1190-1197
control codes, 1195-1196
terminals
attributes, 1049-1053
getting, 876
setting, 482-483, 876
baud rate, 1049-1053
capability database,
1188-1197
Boolean capabilities, 1189
numeric capabilities,
1189-1190
string capabilities,
1190-1197
controlling terminal,
1100-1101
creating typescript of
sessions, 474-475
displaying last login,
285-286
foreground processes, group
ID, 1049-1053
initializing, 539-542
line control, 1049-1053
name and device list, 1197
names (returning), 1058
resetting, 456
serial lines, 1101
termios functions, 874-878
type mapping, 540-541
type, setting in shell
environment, 540
virtual hangups, 885
window size, setting,
456-457
terminating processes,
283-284

terminating programs
abort( ) function, 892
assert( ) function, 895-896
termios functions, 874
flag constants, 874-876
termios structure
c_cflag flag constants, 1051
c_iflag flag constants, 1050
c_lIflag flag constants, 1051
c_oflag flag constants,
1050-1051
test expr (shell command), 43
text
compressed, viewing,
733-734
filters, more, 327-328
formatting line lengths, 143
rendering to bitmaps,
355-356
sorting, 492-493
editors, elvis, 126-128
files
converting for printing,
429-430
creating gcal resource files
from, 558
tfind, 1056-1058
tfmtodit, 513
TFTP (Trivial File Transfer
Protocol), 1407
DARPA server, 1407
tftp, 514-515
TFTP (Trivial File Transfer
Protocol), 514
tftpd, 1407
tgatoppm, 515
TI_ACTIVEFILE environ-
ment variable, 529
TI_NOVROOTDIR environ-
ment variable, 529
TIFF files, converting to
portable anymaps, 515-516
tifftopnm, 515-516
tilde expansion (bash), 19
time
calculating differences, 911
getting/setting, 772-773
in seconds, 878

tin 1485

returning current, 928-929
setting, 866
startup
adjusting to GMT,
1424-1425
converting, 1430
time functions, 878
awk, 169
time server daemon,
1407-1408
time zones
compiling, 1419-1422
printing, 1419
time-sharing scheduling, 834
timed, 1407-1409
control program, 1408-1409
files, 1408
timedc, 1408-1409
timers (event), managing,
1424
times
binary, converting to ASCII,
909-911
converting
to ASCII, 984-986
initializing conversion
information, 986-988,
1058-1060
strings to numbers,
989-990
to tm structure,
1036-1037
formatting, strftime()
function, 1032-1034
process, getting, 878-879
time zone information files,
1197-1198
user/system, printing, 43
times (shell command), 43
times function, 878-879
timestamps, changing, 536
tin, 516-533
articles
automatic mailing, 528
autoselect/autokill,
526-527
crossposting, 527



tin

customizing quote string,
527
mailing, 527
piping, 527
posting, 527
printing, 527
saving, 527-528
tagging/untagging, 528
bugs, 531
commands
article viewer, 522-524
editing, 519
global options menu, 524-
525
group index, 521-522
newsgroup selection,
519-520
spool directory selection,
520
thread listing, 522
environment variables,
528-530
ADD_ADDRESS, 529
AUTOSUBSCRIBE, 529
AUTOUNSUBSCRIBE,
530
BUG_ADDRESS, 529
DISTRIBUTION, 529
MAILER, 529
NNTPSERVER, 529
ORGANIZATION, 529
REPLYTO, 529
TI_ACTIVEFILE, 529
TI_NOVROOTDIR, 529
TIN_HOMEDIR, 528
TIN_INDEXDIR, 529
TIN_LIBDIR, 529
TIN_SPOOLDIR, 529
TINRC, 528
VISUAL, 529
files, 531
group attributes, 526
index files, 517-518
moving between levels, 519
news administration, 518
options, 516-517
screen format, 518-519

signatures, 528
starting, 518
tinrc configurable variables,
525-526
xterm buttons, 530-531
TIN_HOMEDIR
environment variable, 528
TIN_INDEXDIR
environment variable, 529
TIN_LIBDIR environment
variable, 529
TIN_SPOOLDIR
environment variable, 529
tinrc configurable variables,
525-526
see also tin

TINRC environment variable,

528
tload, 533
TMOUT variable (bash), 17
/tmp directory, 1237
tmpfile() function,
1053-1054
tmpnam( ) function, 1054
toascii( ) function, 1055
toggle command (telnet),
511-512
tokens, extracting from
strings, 1037-1040
tolower( ) function,
1055-1056
top, 533-535
bugs, 535
commands, 534-535
field descriptions, 534
options, 534
topological sorting (graphs),
542
touch, 536
toupper( ) function,
1055-1056
tr, 536-539
character classes, 537-538
escape characters, 537
ranges, 537
repeated characters, 537

specifying character sets, 537

squeezing/deleting, 538-539
translating, 538
warning messages, 539
tr2tex, 1252-1253
trace (ftp command), 152
traceroute, 1409-1412
examples, 1411
options, 1410
transforming strings,
1042-1043
translating/deleting charac-
ters, 536-539
trap (shell command), 43-44
Trivial File Transfer Protocol,
see TFTP
troff
compiling pictures for,
211-215
converting to LaTeX,
1252-1253
formatting tables, 236-237
output format, 1129-1131
TrueVision Targa files,
converting to portable
pixmaps, 515
truncate, 879-880
tryaffix, 274, 281
files, 281
see also ispell
tsearch, 1056-1058
tset, 539-542
compatibility, 542
environment, 541
files, 541
options, 540
setting environment, 540
terminal type mapping,
540-541
tsort, 542
tty, 1100-1101
ttyname, 1058
ttys, 1101
ttytype, 1197
tune2fs, 1412-1413
tunelp, 1413-1414
twalk, 1056-1058



twm, 542-557

bindings, 552-553

bugs, 557

customizing, 543-544

environment, 557

files, 557

functions, 554-556
|, 554
f.autoraise, 554
f.backiconmgr, 554
f.beep, 554
f.bottomzoom, 554
f.circledown, 554
f.circleup, 554
f.colormap, 554
f.deiconify, 554
f.delete, 554
f.deltastop, 554
f.destroy, 554

f.downiconmgr, 554

f.exec, 554

f.focus, 554
f.forcemove, 555
f.forwiconmgr, 555
f.fullzoom, 555
f.function, 555
f.hbzoom, 555
f.hideiconmgr, 555
f.horizoom, 555
f.htzoom, 555
f.hzoom, 555
f.iconify, 555
f.identify, 555
f.lefticonmgr, 555
f.leftzoom, 555
f.lower, 555
f.menu, 555
f.move, 555
f.nexticonmgr, 555
f.nop, 555
f.previconmgr, 555
f.priority, 555
f.quit, 555

f.raise, 555
f.raiselower, 555
f.refresh, 555
f.resize, 555

f.restart, 555
f.righticonmgr, 555
f.rightzoom, 556
f.saveyourself, 556
f.showiconmgr, 556
f.sorticonmgr, 556
f.title, 556
f.topzoom, 556
f.unfocus, 556
f.upiconmgr, 556
f.vlzoom, 556
f.vrzoom, 556
f.warpring, 556
f.warpto, 556
f.warptoiconmgr, 556
f.warptoscreen, 556
f.winrefresh, 556
f.zoom, 556
icons, 557
menus, 556-557
options, 543
starting, 543
startup files, 543-544
variables, 544-552
AutoRaise, 544
AutoRelativeResize,
544-545
BorderColor, 545
BorderTileBackground,
545
BorderTileForeground,
545
BorderWidth, 545
ButtonIndent, 545

ClientBorderWidth, 545

Color, 545-546

ConstrainedMoveTime,
546

Cursors, 546

DecorateTransients, 546
DefaultBackground, 546
DefaultForeground, 547

DefaultFunction, 552

DontlconifyByUnmapping,

547
DontMoveOff, 547
DontSqueezeTitle, 547

twm

Forcelcons, 547
FramePadding, 547
Grayscale, 547
IconBackground, 547
IconBorderColor, 547
IconBorderWidth, 547
IconDirectory, 547
IconFont, 547
IconForeground, 547
IconifyByUnmapping,
547
IconManagerBackground,
547
IconManager DontShow,
547
IconManagerFont, 548
IconManagerForeground,
548
IconManagerGeometry,
548
IconManagerHighlight,
548
IconManagers, 548
IconManagerShow, 548
IconRegion, 548
Icons, 548-549
InterpolateMenuColors,
549
MakeTitle, 549
MaxWindowSize, 549
MenuBackground, 549
MenuFont, 549
MenuForeground, 549
MenuShadowColor, 549
MenuTitleBackground,
549
MenuTitleForeground,
549
Monochrome, 549
MoveDelta, 549
NoBackingStore, 549
NoCaseSensitive, 549
NoDefaults, 549
NoGrabServer, 549
NoHighlight, 550
NolconManagers, 550
NoMenuShadows, 550



twm

NoRaiseOnDeiconify, 550
NoRaiseOnMove, 550
NoRaiseOnResize, 550
NoRaissOnWarp, 550
NoSaveUnders, 550
NoStackMode, 550
NoTitle, 550
NoTitleFocus, 550
NoTitleHighlight, 550
OpagqueMove, 550
Pixmaps, 550
Priority, 550
RandomPlacement, 550
ResizeFont, 551
RestartPreviousState, 551
SaveColor, 551
ShowlconManager, 551
SortlconManager, 551
SqueezeTitle, 551
Startlconified, 551
TitleBackground, 551
TitleButtonBorderWidth,
551
TitleFont, 552
TitleForeground, 552
TitlePadding, 552
Unknownlcon, 552
UsePPosition, 552
WarpCursor, 552
WarpUnmapped, 552
WindowFunction, 552
WindowRing, 552
XorValue, 552
Zoom, 552
windows, 543
creating, 543
resizing, 543
txt2gcal, 558
type
ftp command, 152
shell command, 44
TZ environment variable, 987
tzfile, 1197-1198
tzset, 986-988
files, 988
TZ environment variable,
987
tzset( ) function, 1058-1060

U

UID variable (bash), 15
ul, 558-559
ulimit (shell command),
44-45
umask, 880
ftp command, 152
shell command, 45
umsdos filesystem, 1125
unalias (shell command), 45
uname, 880-881
unbuffered streams, 1016
underlining, 558-559
underscores (_), bash special
parameters, 15
undocumented system calls,
881
unexpand, 559
ungetc( ) function, 945
Unicode, 1065, 1253-1255

ASCII-compatible encoding,

1255-1256
combining characters, 1254
implementation levels, 1254
Web site, 1065
unimplemented system calls,
881-882
unig, 560
Universal Product Code
bitmaps, creating, 368
UNIX
copying MS-DOS files to/
from, 317-318
filenames, restoring,
324-325
files, copying
between systems, 563-565
to MS-DOS, 335
unlink, 882
unlocking memory
munlock, 811-812
munlockall, 812-813
unmapping files to memory,
799-800

unmount, 802-804,
1328-1332
bugs, 1332
errors, 803
files, 1332
options, 1331
return value, 803
unset
shell command, 45
telnet command, 509-510
unshar, 560-561
unsq, 496
update (cvs command),
103-104
update_state, 1414-1415
updatedb, 561-562
uppercase, converting letters
to, 1055-1056
uptime, 562
uselib, 883
Usenet
administration, 1344-1346
archiver, 1262-1263
articles
expiring, 1121-1123
libinn routines, 962-966
purging, 1292-1293
record of, 1131-1132
retrieving fro NNTP
server, 340-341
sending to remote NNTP
server, 1312-1313
sending to remote site,
1349-1350
specifying distribution,
1158-1163
batch files, converting to
INN, 1281-1282
control messages, handling,
1115-1116
databases, recovering,
1342-1344
history file
displaying filenames from,
226-227
removing filenames,
1370-1371



innwatch supervision,
1142-1144
log files, 1163-1165
list of, 1164
maintenance, 1346-1347
message/action fields,
1163-1164
moderated newsgroups, mail
addresses, 1151-1152
newsgroups, listing active,
1104-1105
sending articles to servers,
267-269
Usenix FaceSaver files,
converting to portable
graymaps, 147
user (ftp command), 152
user group file, 1131
user IDs (processes), setting,
848-849
real and effective, 847-848
userlist, 563
usernames
getting, 934-935
remote lookup, 1134-1135
users
adding to system,
1258-1259
displaying last login,
285-286
file permissions, checking,
741-742
IDs, getting, 773
listing, 563
logins, preventing, 1168
outputting logged in
on local machines, 474
on networks, 472-473
preference utility (X),
690-693
printing activity summary
(w), 573
quotas, editing, 1291-1292
sending messages to, 473,
576-577
shells, getting, 946-947
switching between, 296

talking to online, 505
writing messages to, 574,
1383
usleep( ) function, 1061
Jusr directory, 1237
/usr/X11R6 directory, 1237
/usr/X11R6/bin directory,
1237
Jusr/X11R6/lib directory,
1237
Jusr/X11R6/lib/X11 directory,
1237
/usrX11R6/include/X11
directory, 1237
ustat, 883-884
UTF-8, 1255-1256
examples, 1256
properties, 1255-1256
utime, 884-885
utimes, 884-885
utmp, 1198-1200
utmp file entries, accessing,
947-948
utmp/wtmp entries, manag-
ing, 480-481
utmpname( ) function, 947
uucico, 1415-1417
files, 1416-1417
options, 1415-1416
uucp, 563-565
bugs, 565
execution daemon, 572
files, 564-565
options, 564
remote command execution,
569-571
status inquiry, 566-569
UUCP
connections, receiving news,
463-464
file transfer requests,
processing, 1415-1417
uudecode, 565-566
uuencode, 565-566, 1200
uustat, 566-569
examples, 568-569
files, 569
options, 567-568

variables

uux, 569-571
bugs, 571
examples, 571
files, 571
options, 570-571
restrictions, 571
uuxqt, 572

Vv

variable argument lists
(declaring), 1023-1024
variables
awk, 163-165
arrays, 164
built-in, 163-164
typing and conversion,
164-165
bash, 15-18
allow-null_glob
_expansion, 17
auto_resume, 18
BASH, 15
BASH_VERSION, 15
cdable_vars, 18
CDPATH, 16
command_oriented_history,
17
ENV, 16
EUID, 15
FCEDIT, 17
FIGNORE, 17
glob_dot_filenames, 17
histchars, 17-18
HISTCMD, 16
HISTFILE, 17
HISTFILESIZE, 17
HISTSIZE, 17
HOME, 16
hostname_completion_file,
18
HOSTTYPE, 16
IFS, 16
IGNOREEOF, 17
INPUTRC, 17
LINENO, 15
MAIL, 16



variables

comment-begin, 28
completion-query-items,
28
convert-meta, 28
editing-mode, 28
expand-tilde, 28
horizontal-scroll-mode, 28
keymap, 28
mark-modified-lines, 28
meta-flag, 28
output-meta, 28
show-all-if-ambiguous, 28
string, configuration-
dependent, 906-907

reports, 1417-1418
VISUAL environment
variable, 529
visual-bell() action (xterm),
716
vm86, 885-886
vmstat, 1417-1418
volume labels (MS-DOS),
creating, 325-326
vprintf function, 992-996
vscanf function, 1013-1015
vsnprintf function, 992-996
vsprintf function, 992-996
vsscanf function, 1013-1015

MAIL_WARNING, 16 ves, 1101-1102 W
MAILCHECK, 16 vesa, 1101-1102
MAILPATH, 16 vectors, reading/writing, w, 573
no_exit_on_failed_exec, 824-825 wait, 886-888
18 verbose (ftp command), 152 errors, 887
noclobber, 18 vfat filesystem, 1125 shell command, 45
nolinks, 18 case sensitivity (mtools and), status macros, 887
notify, 17 332 wait3, 888-889
OLDPWD, 15 vfork, 758 wait4, 888-889
OPTARG, 16 vfprintf function, 992-996 waitpid, 886-888
OPTERR, 17 vfscanf function, 1013-1015 wall, 574
OPTIND, 16 vhangup, 885 we, 574
OSTYPE, 16 vi, see elvis westomb() function,
PATH, 16 video hardware, identifying, 1061-1062
PPID, 15-17 501-503 westombs( ) function, 1061
PROMPT_COMMAND, video mode tuner (XFree86), Web sites, Unicode, 1065
17 719-720 whereis, 575-576
Ps1, 16 buttons, 719 while (bash command), 13
PS2, 16 moving display, 719 wide character strings,
PS3, 17 options, 720 converting to multibyte
PS4, 17 vidr, 303-304 character strings, 1061
PWD, 15 view, see elvis wide characters, converting to
RANDOM, 15 vipw, 1418-1419 multibyte characters,
REPLY, 15 virtual 8086 mode, entering, 1061-1062
SECONDS, 15 885-886 widgets
SHLVL, 15 virtual consoles, 1066 bitmap application, 54-57
TMOUT, 17 memory, 1101-1102 editres, 125-126
UID, 15 virtual framebuffer X server, xclipboard, 596
declaring, 36 717-718 xclock, 595
local, creating, 39 virtual memory xconsole, 598
readline, 28 addresses, remapping, xcutsel, 599
bell-style, 28 805-806 xdm authentication widget,

609-610
actions supported, 610
resources, 609-610
xfd, 634-635
xlogo, 668
xmag, 671
windows, X
dumping utility, 721-722
information utility, 722-724
word splitting (bash), 21
words
bash, 12
finding first bit set, 921
input/output, 948



wrapping input lines, 143-144

write, 576-577, 889-890
errors, 889-890

writev, 824-825, 1003-1004
bugs, 1004
errors, 825, 1004

wtmp, 1198-1200

X

X Color Management System,
Device Color Characteriza-
tion utility, 592-593

X commands, grops, 232-233

X font servers

displaying information
about, 145

generating BDF fonts,
146-147

listing fonts, 145-146

X sessions, initializing,
496-497

X Window System

clients
clipboard client, 595-597
listing applications,
669-670
clock, 593-595
Display Manager, 599-614
authentication widget,
609-610
chooser, 607
configuration file, 606
controlling, 613
environment variables,
608
files, 613
limitations, 613
local server specification,
607-608
options, 600-601
reset program, 612
resources, 601-606
resources file, 608
server control, 612-613
session program, 611-612
sessions, 600

X11 bitmaps, converting to portable

setup program, 608-609
startup program, 610-611
XDMCP service access
control, 606-607
emacs, 131-132
fonts
displaying all characters
in, 633-636
listing, 670-671
image displayer, 725-726
environment, 726
options, 725-726
imake, 266
initializer, 664-666
keymaps, modifying,
672-676
LBX proxy server, 286-287
logo, 667-668
magnifying screen, 671-672
monitoring system console
messages, 597-598
property displayer, 677-681
constructing formats, 679
examples, 680
format characters, 679
selecting windows, 678
remote program starts, 676
resource database utility,
681-684
file symbols, 681-682
options, 682-684
root window parameters
(setting), 693-694
screen, refreshing, 684-685
server information utility,
614
Servers
access control program,
643-645
display server, 685-690
font server, 641-643
killing clients, 666-667
virtual framebuffer,
717-718
XFree86, 636-641
Session Manager, 694-698
default startup applica-

tions, 695
options, 695-698
proxy, 698
remote applications, 698
Session menu, 695-696
SM_SAVE_DIR
environment variable,
695
starting sessions, 695
tester, 698-699
.xsession file, 695
standard colormap utility,
699-700
Tab Window Manager,
542-557
bindings, 552-553
bugs, 557
customizing, 543-544
functions, 554-556
icons, 557
menus, 556-557
options, 543
starting, 543
startup files, 543-544
variables, 544-552
windows, 543
terminal emulator, 700-717
actions, 713-716
character classes, 712-713
emulations, 700
environment, 717
features, 700-701
menus, 711-712
options, 701-705
pointer usage, 710-711
resources, 705-710
security, 712
user preference utility,
690-693
window dumping utility,
721-722
window information utility,
722-724
X10 bitmaps, converting to
portable, 592
X11 bitmaps, converting to
portable, 592



X11 pixmaps, converting to portable

X11 pixmaps, converting to
portable, 677
X11 server
performance comparison
program, 585-586
performance test program,
577-585
X11/X10 window dump files,
converting to portable
anymaps, 722
x11perf, 577-585
options, 578-585
x11perfcomp, 585-586
xargs, 586-587
xauth, 587-592
bugs, 592
commands, 588, 591
7,591
exit, 591
help, 591
info, 591
list, 591
merge, 591
quit, 591
remove, 591
source, 591
display names, 591
environment, 589
environment variables, 592
example, 591
files, 589, 592
generating magic cookies
for, 317
options, 587-588
xbmtopbm, 592
xclipboard, 595-597
buttons, 596
environment, 597
files, 597
options, 596
sending/retrieving contents,
596-597
widgets, 596
xclock, 593-595
bugs, 595
defaults, 594-595
environment, 595

files, 595
options, 594
widgets, 595
xcmsdb, 592-593
xconsole, 597-598
xcutsel, 598-599
Xdf disks, 332
xdm, 599-614
authentication widget,
609-610
actions supported, 610
resources, 609-610
chooser, 607
configuration file, 606
controlling, 613
environment variables, 608
files, 613
limitations, 613
local server specification,
607-608
options, 600-601
reset program, 612
resources, 601-606
DisplayManager., 604
DisplayManager.accessFile,
603
DisplayManager.authDir,
602
DisplayManager.autoRescan,
602
DiglayManager.choice Timeout,
603
DisplayManager.daemonMode,
602
DisplayManager.debugLevel,
602
DisplayManager.DISPLAY.
authComplain, 605
DisplayManager.DISPLAY.
authFile, 605
DisplayManager.DISPLAY.
authName, 605
DisplayManager.DISPLAY.
authorize, 605
DisplayManager.DISPLAY.
chooser, 603

DisplayManager. DISPLAY.
cpp, 603
DisplayManager.DISPLAY.
failsafeClient, 605
DisplayManager.DISPLAY.
grabServer, 605
DisplayManager. DISPLAY.
grabTimeout, 605
DisplayManager.DISPLAY.
openDelay, 604
DisplayManager.DISPLAY.
openRepeat, 604
DisplayManager. DISPLAY.
openTimeout, 604
DisplayManager.DISPLAY.
pingInterval, 604
DisplayManager.DISPLAY.
pingTimeout, 604
DisplayManager. DISPLAY.
reset, 604
DisplayManager.DISPLAY.
resetForAuth, 606
DisplayManager.DISPLAY.
resetSignal, 605
DisplayManager. DISPLAY.
resources, 603
DisplayManager.DISPLAY.
session, 603
DisplayManager.DISPLAY.
setup, 603
DisplayManager. DISPLAY.
startup, 603
DisplayManager.DISPLAY.
systemPath, 604-605
DisplayManager.DISPLAY.
systemShell, 605
DisplayManager. DISPLAY.
terminateServer, 604
DisplayManager.DISPLAY.
termSignal, 605
DisplayManager.DISPLAY.
userAuthDir, 606
DisplayManager. DISPLAY.
userPath, 604
DisplayManager.DISPLAY.
xrdb, 603



DisplayManager.errorLogFile,
602
DisplayManager.exportList,
603
DisplayManager.greeterLib,
603
DisplayManager.keyFile,
602
DisplayManager.lockPidFile,
602
DisplayManager.pidFile,
602
DisplayManager.randomFile,
603
DisplayManager.remove
Domainname, 602
DisplayManager.requestPort,
601
DisplayManager.servers,
601
resources file, 608
server control, 612-613
session program, 611-612
sessions, 600
setup program, 608-609
startup program, 610-611
XDMCP service access
control, 606-607
XDMCP service, access
control, 606-607
xdpyinfo, 614
XF86_8514 server, 615
XF86_Accel, 614-623
bugs, 623
configuration, 615-616
files, 622
options, 616
setup, 616-622
XF86_AGX server, 615
XF86_Mach32 server, 615
XF86_Mach64 server, 615
XF86_Mach8 server, 615
XF86_Mono, 624-627
configuration, 624
files, 626
options, 624
setup, 624-626

XF86_P9000 server, 615
XF86_S3 server, 615
XF86_SVGA, 627-631
configuration, 627-628
files, 630-631
options, 628
setup, 628-630
XF86_VGAL6, 631-633
configuration, 631
files, 633
options, 632
setup, 632
XF86_W32 server, 615
XF86Config, 1201-1208
Device sections, 1204-1206
Files section, 1201
Keyboard section, 1202
Monitor sections,
1203-1204
Pointer section, 1202-1203
Screen sections, 1206-1208
ServerFlags section, 1201
xf86config, 633
xfd, 633-636
application-specific
resources, 635
bugs, 636
fontgrid resources, 635
options, 634
widgets, 634-635
XFree86, 636-641
configuration, 636
configuration file,
1201-1208
Device sections, 1204-
1206
Files section, 1201
Keyboard section, 1202
Monitor sections,
1203-1204
Pointer section,
1202-1203
Screen sections,
1206-1208
ServerFlags section, 1201
environment variables, 637
key combinations, 638

xlogo

network connections,
636-637
options, 637-638
setup, 638
video mode tuner, 719-720
buttons, 719
moving display, 719
options, 720
xfs, 641-643
bugs, 643
configuration, 642
naming, 643
options, 641
signals, 641
xhost, 643-645
bugs, 644
diagnostics, 644
environment, 644
files, 644
names, 644
options, 643-644
xiafs filesystem, 1125
XIE protocol, testing,
645-654
xieperf, 645-654
bugs, 654
options, 646-654
XIM files, converting to
portable pixmaps, 654
ximtoppm, 654
xinetd, 655-664
bugs, 664
configuration file, 656-660
editing signal responses,
660-661
files, 663
internal services, 660
log format, 661-663
options, 655-656
Xinit, 664-666
environment variables, 666
examples, 665-666
files, 666
xkill, 666-667
xlogo, 667-668
environment variables, 668
resources, 668
widgets, 668



xlsatoms

xlsatoms, 668-669
xlIsclients, 669-670
xIsfonts, 670-671
xmag, 671-672
xmkmf, 672
xmodmap, 672-676
bugs, 675
environment, 675
examples, 674-675
expression grammar,
673-674
options, 673
xon, 676
xpmtoppm, 677
Xprop, 677-681
constructing formats, 679
environment, 680
examples, 680
format characters, 679
options, 677-678
selecting windows, 678
xrdb, 681-684
bugs, 684
environment, 684
file symbols, 681-682
options, 682-684
xrefresh, 684-685
arguments, 684-685
bugs, 685
defaults, 685
environment, 685
Xresources file, 608
Xserver, 685-690
file utility, 587-592
files, 690
fonts, 689
options, 686-687
network connections, 688
server-dependent,
687-688
XDMCP, 688
XKEYBOARD, 688
security, 688-689
signals, 689
starting, 685

xset, 690-693
xsetroot, 693-694
Xxsm, 694-698
default startup applications,
695
options, 695-698
proxy, 698
remote applications, 698
Session menu, 695-696
SM_SAVE_DIR environ-
ment variable, 695
starting sessions, 695
tester, 698-699
.xsession file, 695
xsmclient, 698-699
xstdcmap, 699-700
xterm, 700-717
actions, 713-716
allow-send-events( ), 714
bell( ), 713
clear-saved-lines( ), 715
hard-reset( ), 715
ignore( ), 713
insert( ), 713
insert-eight-bit( ), 713
insert-selection( ), 713
insert-seven-bit( ), 713
keymap( ), 713
popup-menu( ), 713
quit( ), 714
redraw( ), 714
scroll-back( ), 714
scroll-forw( ), 714
secure( ), 713
select-cursor-end, 714
select-cursor-start( ), 714
select-end( ), 714
select-extend( ), 714
select-start( ), 714
send-signal( ), 714
set-allow132( ), 715
set-altscreen( ), 715
set-appeursor( ), 715
set-appkeypad( ), 715

set-autolinefeed( ), 715
set-autowrap( ), 715
set-cursesemul( ), 715
set-jumpscroll( ), 715
set-marginbell( ), 715
set-reverse-video( ), 715
set-reversewrap( ), 715
set-scroll-on-key( ), 715
set-scroll-on-tty-output( ),
715
set-scrollbar( ), 715
set-tek-text( ), 715
set-terminal-type( ), 715
set-visibility( ), 715
set-visual-bell( ), 715
set-vt-font( ), 714
soft-reset( ), 715
start-cursor-extend( ), 714
start-extend( ), 714
string( ), 714
tek-copy( ), 716
tek-page( ), 715
tek-reset( ), 716
visual-bell( ), 716
bugs, 717
character classes, 712-713
emulations, 700
environment, 717
features, 700-701
menus, 711-712
options, 701-705
pointer usage, 710-711
resources, 705-710
fontMenu entries, 710
mainMenu entries, 709
tekMenu entries, 710
vtMenu entries, 709-710
security, 712
XV thumbnail pictures,
converting to portable
pixmaps, 720
Xvfb, 717-718
xvidtune, 719-720
xvminitoppm, 720



xwd, 721-722 zic, 1419-1422

xwdtopnm, 722 files, 1422

xwininfo, 722-724 link lines, 1421-1422

xwud, 725-726 options, 1419-1420

rule lines, 1420-1421

Y zone lines, 1421
zmore, 733-734

y0(') function, 959 znew, 734-735

y1() function, 959
ybmtopbm, 726
yn() function, 959
ytalk, 727-730
Boolean options, 729
daemons, 727
escape menu, 728
files, 730
readdressing, 729
runtime options, 728-729
startup file, 729
username field, 727
X11 interface, 730
YUV bytes, converting to
portable pixmaps, 731
YUV files, converting to
portable pixmaps, 730-731
yuvplittoppm, 730-731
yuvtoppm, 731

Z

z command (telnet), 512
Z files, recompressing to GZ,
734-735
zcat, 248-249
see also gzip
zcatgzip, 248-249
see also gzip
zemp, 731-732
zdiff, 731-732
zdump, 1419
Zeiss confocal files, converting
to portable anymaps, 732
zeisstopnm, 732
zero, 1094
zforce, 732-733
zgrep, 733

Znew



